NUUO

Central Management System

NCS System Installation

User Manual

Ver. 2.1.0.150430.001



Central Management System

Table of Contents

Table of Contents

TADIE OF CONTENTS ...ttt ettt b e e e b et e b et e ket e b et e e ket e b bt e ebe e e st bt e sbn e e nbbeenineenireen ii
[ T A I N[O R @ Y= VT TSR 4
SYSTEM INTFOTUCTION L.ieeiie ittt e ekt e ettt e e b e e e ek et e e s et e e s R e e e e e s b et e e an b e e e e s nne e e e annreeennne e e e nnnes 5
(O3 TeT 1 Ve VT g AN (o T (=T ot (] OO OSSR 5
SYSTEM REQUITEIMENTS ... eiiiiiiiiie ittt e ettt e ettt e e st e e et e et e e s st et e e ab e e e e o s e et e e e a R et e e s R e e e e e s be e e e ea b e e e e s nne e e e annreeennr e e e e nnnes 6
R (S LI U] T T T TP TSP PP PP UP PP 6
LT L] Y, o] g Th o) g @l 1T [V = [o] 4 OSSPSR 7
[T B} =1 =1 A o o I TR 8
SQL SEIVET 2005 EXPIESS. ... ueeiteeueestteeesteesteatteste s it esteateesesbeessesbeesbeabeesbeabeasseeEeeabeaae e s s e eEeembeShe e e e eE e e R b e eh e e s st eEeem b e eb e e ke eb e e b e nheenbeebeenbenreenes 8
INCS SEIVET ...ttt e b bt R E s E R b £ e R e R e R R R R e R R R R et e E e 11
INCS CHIBNL ...t b bbbkt e bbbt b bbb h £t E bbb bbbk bt e bbbttt b bbbt 13
INCS IMBEITX ..tttk 0 bbb e840 b 0 h b b6 e 0 E bbb b b £t e bbbttt b bbbt 13
UNINSEAITING NCS SYSTEM ...ttt ettt sttt et et s e s e se et e e b en e et e s e ek e Rt b e b e s e e b et e b et et en e et et et ese b ebe e abeneanereneeneras 14
Getting Started With the NCS SYSTEM ...ciiiiiiiiiiiie ettt e e e st e e e e et e e s teeeeaasbeeeeanseeeeabaeeesaneeeeeannes 15
MaiN CONSOIE CONFIGUIALION......c.e.iitiiiiteiiieetesiete ettt sttt sttt e sttt e b et be et ene e b e b e s e eb e e et et et en e et et e st ebe b ebe e abentaneseneenenas 15
1O =T - SRRSO 15
INCS AT SEIVET ...ttt bbbkt h bbb £ h b b8t e E bbb bbb £t e bbbttt bbbttt 16
INCS BN ...ttt bbb b e E bbb h b b E £t E bbbt bbbkt e bbbttt b bttt 17
N O Y = 1 SO PSUR PP RRPRN 17
INCS SYSTEIM OVEIVIEW ..ceitiiieiiiiie ettt ettt sttt e e sttt e e ettt 4o s b et e e oa b et e a2k e et oo s b et e e aa b bt e e ek e et e e s b et e e aabb e e e abbe e e e nanneeeanreees 19
NCS Server WINAOW INTFOQUCTION .........ciuiiiiiieieieie ettt sttt ettt b et e s te st e e et e s e ebeebe st e e beseenbeseeneabeebesbestenbeseensenennea 19
NCS ClieNt WINAOW INEFOUUCTION .......eeviitiiiesteieiee ettt ettt ettt e st e b et e st et e e bt e be st e s beseen b e s e entabeabesbentenbeseensenennen 20
O O [ T=Ta AT ] o TSP 22
CUSEOMIZEA CHIBNT LAYOUL ...ttt sttt ettt sttt te s bt te s b et e e st et e ebeebeeb et e s es e e s e eR e aEeeb e s bene et et en s e s e abeabesbeebessensereaneans 22
System Operate Mode/Edit MOUE/OFFIINE MOUE. ..ot 24
NCS MatriX WINAOW INEFOUUCTION .......cviieiiiiiteieieie ettt sttt ettt e tesb et e st et e bt e be s b e e beseen b e s e eneabeabesbentenbeseenserennen 24
L@ =T oY 1o oo VT o IS STPS 24
Part 2: Administrator Functions (Setting Up the NCS SYSTEM).....cuiiiiiiiiiiiiieie e 25
SEIVEIS/DEBVICES ..ttt e ettt oottt e oo oo a bttt e e 4o e s a bt ettt e e e e e aaae b ettt e e e e e oA a bbb et e e e e e e e R bbbt e e e e e e e e e Rbn b b e e e e e e e e nnrreeeeeeeana 26
AddIiNG/EditiNG/REMOVING SEIVET GFOUPS .......eeueeieitiatertestesteteeett et ateste st be st eseesease et e sbeabe st e b et ese et e ebeabesbeabeseenbebe e bt abesbeabenb e b e e aneebeaneas 26
AddING/EItING/REMOVING SEIVETS......cuiititiieiietieit ettt ettt b ettt he ekt e bt bt se e b et e st e b e e b e eb e s b e e b et ea b e b e e bt ebesbeebenb et e e eneebeeneas 26
=T o1 TP 28
IV HIBIAICNY ..t h bt bbbt bbb e et ehE e b e b€ e b4 H e b E oAb e b £ b £ e b e e bt e bt neen b e s e eb e e bt e bt ebe st e b e neeneeneene 28
AddiNG/EdItING/REMOVING IMAPS.......c.uiititeiiieiieiiitt sttt sttt sttt bt e st ehe b e e bt b se e b et e s £ e b e e b e eb e s b e b e e ea b e bt e bt ebeebeebe st et e e eneebeeneas 28
SEIVEIS/DEVICES ON IMBP ittt ettt ettt et e oo ettt et e e e e e s st b ettt e e e e e s aa s bbe e e e e e e e e nebeeeeeeeaesansbbeeeeeeeeaasbnbeeeaaeeeanns 29
gl oZo gl oo TN TaTo T Tor= Y (0T gl = Vo TSSOSO 29
Adding/REMOVING DEVICE INQICALOIS ........eiuiieieriiieiite ettt ettt e s tesbe s bese et et e st e teabeebesbesbesaesseseaseabeabesbessenbeseensasensens 29
o L Tc Tl LT [ ToF: Lo S POUSRPS USRS 30
[OL0 V7T 2= To 1= 2P PPPPPPPOPPPRRRNE 32
AddiNG/EditiNg/REMOVING COVETAGE ... c.veuiteiiriitiriateestettst ettt ettt sttt e bbb st bbb b e bt b bbbt bbb eb et b bbbttt b e 32
(U1 g T o1 0] o EJ= T [o I U] =T O PO PP PPPPPRON 33
Adding/Editing/REMOVING USEE GIOUDS........veuiiitiriiteititetistetese ettt sttt b ettt b st bbbt eb et b bbbt bbbt sb bbb et b e 33
AddiNG/EdItiNG/REMOVING USEIS .....eviitiiieiesietieieti st ste st stestesae st e e stestestesaestesseseaseatesbesbessesseseesseteabeabesbesbessenseseaseabeabesbestenseeensarenseas 34
Y - T 12 1P EERR SRR 39

Adding/Copying/EditiNG/REMOVING ALBIMS ... ..ttt b et e b etk e bt bt s b e s b e ea e e bt e bt ebesb e st e nbe e e e eneereanea 39



Central Management System
Table of Contents

Central Server ConfigUration WINGOW..........coiuiiiiiiieii ittt st bt s e st e tesb et e sa e b et e st e te e b e s be st e b e se s eseeneens 41
L A D S VS (= 1 PP TR UOPUPPRPRN 44
Adding/Editing/REMOVING MALIIIXES ......ccviiviiiieiiiete it sttt e et st et et e eaeete st e s bess e b e e esseteebeebesbesbe e enseseaseabeabesbessenbessensesaareas 44
AT T o IO oY F= Lo = Vo [=T o L=1 oL PSPPSR 46
NI o] ¢ Y - Ta = o 1=T 0 = o | PP UOUPUPPRP
NCS Server Management
MAEFIX MBNAGEIMENT .......ecuiitiitiitet ettt ettt st et et et eseeteeteehesbe st e st e s s esseteehe et e e ae s b e s e st et e ebeebeebe st e ssenbeseensateebesbessenbeseansereanea
Importing/Exporting NCS Clent CoONfiQUIAtiON ........ooiiiiiiii e e e s e e e e e e e e st e e e e e e e e s sneaeees 53
Loading/Saving NCS Server CONFIQUIAION .......oiiiiiie ettt e e e e s e 54
License ManagemENnt TOO .....ccoiiiiiiiiiie ittt e ekt e et e e s b et e e e st e e eabe e e e e Rt e e e a e 55
License Management TOOI OVEIVIEW ..........cviiuiriiireireieteesiet ettt ettt e e bt b e bt n e ne bt eb e an et an e nn e ara 55
ATV AR THANSTEE LECENSE ...ttt sttt ettt ettt st et a2 e st e st b e e b e e b e b e seea e et eR e e b e e bt ebe e e e ebeseenseseeneebeebeabesbeabeneeneanenneas 56
Part 3: User FUNCLIONS (DAY 10 DAY USE) ....eiiiiiiiiiiiiie ettt ettt e et e e st e e s nn e e e e et e e e nnne e e nenes 59
(O] =T =1 (=3 oTo] 1 o= | S OO PO PP U PP PPPPPPRPN 60
AlQrM OVEIVIEW WINUOW ...eeiiiieiiiiiiiiiii ettt e e e e ettt e e e e e e ettt eeae e e s s stbeeeeaeeesasebeaeeeeeesassseeeaaaeeaaassssseaaaessaannnsaneeaaens
R To=T 0| A IF- 1o TSSOSO
REAI-TIME TAD ...ttt bbbt b bbb b b h £t E bbb bbbk e e bbbttt bbbttt
Output Tab and Output 2 Tab
L EettSE= Yo T I T I o RSOOSR
FaN =g T a0 T o [T
Alarm Management Window and Batch Alarm ManagemENL ............ceouieiriiiirieierieceiee ettt b e ne e 64
Exporting Alarm Data t0 @n EXCEI FlE.......coiiiiiecese ettt ettt sttt ettt sb e neene e 71
(08 1= a0 Y U1 OSSOSO 71
DT o] Lo U BT 1o o RSOOSR 71
LY E= Vo IRTAY T a T Fo 1 TP T PP UPURUPPPPPPRPTN
AQJUSTING IMAP APPEATANCE .......eevieieiteiteetetetetteeate e e stestestesteeaseateaseatesteaseseesseseeseeEeabeabeseenbesees s e b e ebeebesbeabe e enseseaseabeabeabeseenbeeenserennens
Navigating Between Map and Servers/ Devices.........
Searching for devices on the server list or on map
=T o g To L Tor o] OSSO URPURRRRPRN
Vol BT o] oA o OSSOSO UTURRRRPRN
DEVICE AIGIMN IMEBNUS ...eeiiiieeiiiieeei e e e e ettt et e e e e ettt et e e e e e e s et baeteaaa e e s ntbaeeeeaeeeaanseeaeeeaaeeeaasnstseeeaaeeeansbseeeaeeeesannsnnsenaeeesannes
COMIMON FUNCLIONS ...ttt sttt ettt e s be st st e st e e st et e eb e et e st et et e s e e s e eR e e b e e Ee b e s en s e s e e Rt e b e ebeebene et e e ent et e ebeebesbebeeensereaneans
Camera Alarm Menu.....
Metadata Alarm Menu
OULPUL DEVICE ATGITI IMBIU. ...ttt bbbt bt b e h ekt e bt bt e e et e s e h £ e b e e bt bt nb e et e h e e b e e bt eb e e b e e b et e e e s e eneens 85
SEIVEE ATBITN IMIBINU ...ttt h bt ekt ekt eh bt e b e b e h £ e b £ e h £ e b e 4 b e b e 8o R b e s £ e h £ e b e e bt e bt AH e b et eh e e b e e bt e b nb e b et e e ereeneebs 85
AGVANCE ATGITN SEATCN ...ttt et b bbbt e b et e h e b e e bt e bt e b e bt et e Rt e bt e bt e bt e b e st et e e eneebe b 86
CNral MANUAT BACKUP .....c.veeeieiee et bbb bbbtk b b e a e b bt e bt bt bt nb e e e e n e e bt e bt eb e et e e b e nn e e s e eneens 87
LY A D VAT TP P UUUUUTPPPPRT 89
IMBEFIX VIBW TOOIDAT ...ttt b ke b e et eh e £t bt ek e h e e b e nE e R e e s £ R e e bt eb e e b e ne e b e e e Rt e bt e b e ebenbeebe e eneeneanea 89
SNOWING VIAEO 0N 8 IMALFIX ...ttt b bbb e bt h ekt b b 4o e R e e h £ e b £ b e eb e se et e e e n b e b e ehe ekt e b e ebenb et e s e eneebe e 89
Joystick Control
(oo Y 1= OO PO P PP PPPRN 93
REMOLE PlAYDACK SNOTTCUL.....ciiiiiiiiiei ettt e e bt e e h bt e e aabb e e e s bb e e e e e bbr e e e ante e e e nanes 94
SEIVEE SUMIMIATY ..t eeiieitte et e ettt et ettt e e e e e sttt e e e e e e s a et ettt a4 e e e s st b e e et e e e e e aa e b h e e et e e e e e e e b b e et e e e e e e e b nne st e e e e e e nasnnnneeeeeennnn 95
NCS ClHENT SOftWEAIE VEISION ...itiiiiiieii ittt e ettt e e e e ettt e e e e e st e et eeaaee s s sesbeeeaaeasaasssbaeeeaeessanssbseseaaeesaansssneeeaeeesannes 96
CrOSS TIME ZOMNE SCENAIIO 1. uittitiite e et eeitittete e e e e e st ttreeeeaesaaaetaeteaeaaasasstsaeeaaeessassbseeeaeeeesassssaseeaeeesassssseaaeeesanssnnseeeeeesannes 97

Page - i



Central Management System

Table of Contents

[ (014 C=3 V2 S0 T 13 4 o] 1= PSPPIt






Central Management System

Part 1: NCS Overview

Part 1: NCS Overview

This section describes the NCS architecture and how to install and start the NCS system. It includes the following sections:
System Introduction, System Requirements, Installation, Getting Started with the NCS System, and NCS Client Overview.
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System Introduction

The Central Management System (NCS) is a powerful system which brings traditional central management systems out of the
control room through Internet access. The network-based key operation system can manage unlimited combinations of analog
and network cameras worldwide, via unlimited working stations in different locations. NCS is the universal solution for large
scale projects.
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Client/Server Architecture

The NCS System uses client/server architecture to manage unlimited recording systems. These send events to the NCS
Alarm Server. After filtering the events, the NCS Alarm server sends alarm logs of pre-determined events to a SQL Server
(SQL database) and NCS Client systems. The NCS Client system allows users in different locations to log in to the NCS
Alarm server and, if they have the authority, to change the system configuration. The NCS Matrix system can be viewed
as an extension of the NCS client used to populate the alarms to additional monitors. NCS Matrix system is controlled by
NCS Client users.

Main Console ...«

&- &

SGL Server 1 Alarm Server

NCS Matrix ...*

I [i;

NCS Client

Definition of Terms:

Terms Descriptions

NCS System

Recording Server

SQL Server

NCS Alarm Server

NCS Client

NCS Matrix

All components of Central Management system.

Front end servers of the Central Management system, consisting of Video Recording
systems which send events to NCS Alarm Server.

Database of Central Management system, which backs up alarm logs.

Alarm Server of Central Management system, which filters events in order to send out
alarms, and saves configuration of NCS system. Abbreviate NCS Server or Alarm Server.

Client end software of Central Management system, which is used to log in to the Alarm
Server.

Video Matrix to view live video, controlled by NCS Client.

Page - 5
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System Requirements

System Setup

There are three scenarios for NCS system setup. Depending on customers’ budget and the size of the project, customers
can choose a suitable scenario. The system requirements for each scenario are detailed below.

Scenario A: Using one PC for all installed elements

NCS NCS NCS SaL
Client Matrix Server Server

PC1

Recommended hardware specification for Scenario A

PC1
CPU Intel Core 2 Quad Q9550 @ 2830MHz
RAM 2 GB
Hard Disk 250 GB or above

Intel 945 or 965 chip (for single monitor)

Mother-board Intel P35/975 chip or nVidia nForce 650i chip (for multiple monitors)

Display ATi X4350 or above, nVIDIA GeForce 9500series or above
Ethernet 100 baseT or above, Gigabit LAN recommended
0OS MS Windows XP Pro SP3/ Vista / 2003 / Win 7 / 2008 R2 / Win 8 / Win 8.1/ 2012 R2

Scenario B: Using three PCs with NCS Client and NCS Matrix on PC1, NCS Server and SQL Server on PC2, and NCS
Matrix on PC3

NCS NCS NCS saL NCS
Client Matrix Server  Server Matrix

PC1 ! PC2 ! PC3

Recommended hardware specification for Scenario B

PC1 PC2 PC3
cPU Intel Core 2 Quad Q6660 @ Intel Core 2 Duo Intel Core 2 Quad Q6660
2400MHz E4500 @ 2400MHz
RAM 2GB 2GB 2GB
Hard Disk 250 GB or above 250 GB or above 250 GB or above
Display ATi X4350 or above ATi X1600 or above ATi X4350 or above

Intel 945 or 965 chip (for single monitor)

Mother-board Intel P35/975 chip or nVidia nForce 650i chip (for multiple monitors)

Ethernet 100 baseT or above, Gigabit LAN recommended

(O] MS Windows XP Pro SP3/ Vista / 2003 / Win 7 / 2008 R2 // Win 8 / Win 8.1 / 2012 R2
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System Requirements

Scenario C: Using four PCs with NCS Client and NCS Matrix on PC1, NCS Server on PC2, SQL Server on PC3, and NCS

Matrix on PC4

NCS NCS
Client Matrix

PC1

NCS SQL
Server Server

pc2’ pc3’

NCS
Matrix

PCa”

Recommended hardware specification for Scenario C

PC1 PC2 PC3 PC4
CPU Intel Core 2 Quad Intel Core 2 Duo Intel Core 2 Duo Intel Core 2 Quad
Q6660 @ 2400MHz E4500 E4500 Q6660 @ 2400MHz
RAM 2GB 1GB 1GB 2GB
Hard Disk 250 GB or above 250 GB or above 250 GB or above 250 GB or above
Display ATi X4350 or above | ATi X1600 or above ATi X1600 or above | ATi X4350 or above

Mother-board

Intel 945 or 965 chip (for single monitor)
Intel P35/975 chip or nVidia nForce 650i chip (for multiple monitors)

Ethernet

100 baseT or above, Gigabit LAN recommended

(ON]

MS Windows XP Pro SP3/ Vista / 2003 / Win 7 / 2008 R2 / Win 8/ Win 8.1 / 2012 R2

Multiple Monitor Configuration

For a PC running the NCS Client and NCS Matrix, it is suggested that three monitors are used: one to display the Map
window and the System Configuration window, one to display the Alarm Overview window, and one to display the live
video feed matrix. This enables efficient use of the system and saves hardware costs.

PCs using multiple monitors in this way should have a Intel P35/i975x motherboard which can support two display cards.
Each display card should be the same model, to avoid hardware conflicts.

Page -7
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Installation

The NCS Installation CD contains the software you need to run the complete NCS system. If you are installing the system
on multiple PCs as described earlier, install the appropriate software for each PC:

. For the PC running SQL Server, install SQL Server 2005 Express.

. For the central server PC, install NCS Server

. For client PCs, install NCS Client

. For PCs displaying video matrixes, install NCS Matrix.

The following sections describe installation of each element of the NCS system.

SQL Server 2005 Express

To install SQL Server 2005 Express:
1. Insert the NCS installation CD.
2. Inthe Welcome to NCS window, click SQL Server 2005 Express.

If you do not have Microsoft .Net Framework 2.0 and Windows Installer 3.1 installed, a message will
@ appear. Download and install the application from the link in the message or from the toolbox directory of
installed CD.

el Microsoft SOL Server 2005 Setup

End User License Agreement

MICROSOFT SOFTWARE LICENSE TERMS

3

MICROSOFT SQL SERVER 2005 EXPRESS EDITION SERVICE PACK 2

These license terms are an agreement between Microsoft
Corporation (or based on where you live, one of its affiliates) and
you, Please read them. They apply to the software nared above,
which includes the media on which you received it, if any, The
terms also apply 1o any Microsoft

* updates,

* supplerments,

* Internet-based services, and

I Hest> I Caeel ‘

3. Inthe End User License Agreement dialog box, read the terms, check | accept the licensing terms and
conditions, and then click Next.

Ll Microsoft SOL Server 2005 Setup Ll Microsoft SOL Server 2005 Setup
Installing Prerequisites Installing Prerequisites
Installs software components required prior to installing SAL Installs software components required prior to instaling SOL
Server y Server.
SQL Server Component Update wil install the folowing components SQL Server Component Update wil install the following components
required for SQL Server Setup: reguired for SQL Server Setup:
Microsoft SQL Mative Cient ¥ Micrasoft SOL Native Client
Microsoft SQL Server 2005 Setup Support Files ~ Microsoft SQL Server 2005 Setup Support Files
Click Install to continue. The required compaonents were installed successfully.

4. Inthe Installing Prerequisites dialog box, click Install to continue update, and then click Next to continue
installation.

Page - 8
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5.

6.

7.

8.

Installation

ﬁ! Microsoft SOL Server 2005 Setup

Server Installation Wizard

Setup wil help you instal, modiy o remove Miciosoft
SOL Server. To continue, click Next

4

» Welcome to the Microsoft SQL

¢ Back I Next > I Carcel |

In the Welcome to the Microsoft SQL Server Installation Wizard dialog box, click Next to install.

ﬁ! Microsoft SOL Server 2005 Setup E
System Configuration Check
‘Wait while the system is checked for potential installation
problems.
]
@ 13 Total 0 Emar
Success 13 Success 0 Waring
Details:
| ction | Status [ Message [»]
@ Minimum Hardware Requirement Success
@ Pending Reboot Requirement Suceess
@ Default Installation Path Permission Re. Success
@ Intemet Explorer Requirement Success
@ COM Plus Catalog Requirement Success
@ ASPNetVersion Registration Require..  Success
@ Minimum MDAC Version Requirement Success
@ Edition Change Check Suscess
Fiter  w Stop Bepott v
Help

In the System Configuration Check dialog box, click Next.

ﬁ Microsoft SQL Server 2005 Express Edition Setup

Registration Information
The following information will personalize your installation.

The Name field must be filed in prior ta proceeding. The Company field is optional.

Hame:
[Mira

Company:
oo

Hide advanced canfiguration options ]

Help. < Back I et > I Cancel

In the Registration Information dialog box, enter your name and company, and then click Next.

75 Microsoft SOL Server 2005 Express Edition Setup

Feature Selection
Select the program features you want installed.

Click an icon in the Following list to change how a Feature is installed

(=~ Database Services

=3 - | Connectivity Components and XML data, and replication.
=3 +| software Development kit

Feature description
Installs the SQL Server Database

This feature requires 67 M8 on yaur

selected, The subFeatures require 1
MB on your hard dive.

Installation path

Engine, taols For managing relstional

hard driwe. Tt has 3 of 3 subfeatures

C:\Program Files\Microsoft SGL Servery
Disk Cost. .

19

[ <Bsck |/ mexts I[ Cancel

J

In the Feature Selection dialog box, select Database Services, and then click Next.
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9.

75 Microsoft SOL Server 2005 Express Edition Setup

Authentication Mode

The authentication mode speciies the security used when
connecting ko SQL Server,

Select the authentication mode to use for this installation.

) Windows Autherttication Mode

I (&) Mixed Made {Windows Authentication and SQL Server l

Specify the 53 logon password below:

Enter password:

=

Confirm password:

o]

[

< fiack.

L

ek >

)(

Cancel |

In the Authentication Mode dialog box, enable Mixed Mode option, and th

en enter and confirm a password.

‘}5 Microsoft SQL Server 2005 Express Edition Setup

Configuration Options
Configure user and administrator accounts

This option enables users without administrator permissions to run a separate
instance of the SQL Server Express Database Engine:

he SGL Server Administrator role;

This option adds the user who s running the SQL Server Express installation program
tor the SQL Server System Administrator role, By default, users on Microsoft Windows
Yista operating system are nok members of the SGL Server System Administrator role,

< Back, I Next > I Cancel

10. In the Configuration Options dialog box, select Enable User Instances option, and then click Next.

‘£5) Microsoft SQL Server 2005 Express Edition Setup

Error and Usage Report Settings

Help Microscft improve some of the SGL Server 2005 components
and services

automatically send Error reports for SQL Server 2005 to Microsoft or your corporate error

[C]eporting server. Enror reports includs information regarding the condtion of 5L Server
2005 when an error occurred, your hardwars configuration and other data, Errar reports
may unintentionally include personal information, which wil not be used by Microsaft,

ikomatically send Eeatire Usage data for SGL Server 2005 ta Microsaft, Lsage data
[Jincludes anomymous informetion bout your hardware configuration and haw you use our
Software and services.

By instaling Microsoft SOL Server 2005, SQL Server and its components wil be configured ko
automatically send Fatal service error reporks ko Micrasoft or a Corporate Error Reporting
Server, Microsoft uses error reparts b imprave SGL Server Functionality, and treats all
information as confidential,

< Back I et > I Cancel

11. Inthe Error and Usage Report Settings dialog box, you do not need to select any option. Click Next.

75 Microsoft SOL Server 2005 Express Edition Setup

Ready to Install
Setup is ready ko begin installation,

i

Setup has enough information to start copying the program files. To proceed, diick Install, To
change any oF your installation settings, click Back, To exit setup, click Cancel.

he following components will be installed:

. SOL Server Database Services
(Database Services, Replication)

The following components that you selected will not be
changed:

. Client Components

< Back I Install I Cancel

12. In the Ready to install dialog box, click Install.
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[ Microsoft SOL Server 2005 Setup %]

Setup Progress
The selected components are being configured

Product | status
[T Setup Frished
(22501 Setup Support Files Setup finished
(2501 Mative Client Setup finished
(Z50L W35 Yriter Setup finished
(501 Server Database Services Setup Finished

ol |

13. In the Setup Progress dialog box, wait for installation finish, and then click Next.

[ Microsoft SOL Server 2005 Setup %]

Completing Microsoft SQL Server 2005 Setup
Setup has Frished configuration of Micrasoft SO Server 2005

Refer o the setup error logs for information describing any Failure(s) that occurred during
setup, Click Finish ko exit the installation wizard.

summary Log

Ta miimize: the server surface area of SGL Server 2005, some Features and services are
disabled by defaul for new installations. To configure the surface area of SGL Server, use the

Surface Area Configuration tool,

Express

o For improved manageability and security, SGL
Server 2009 provides more control over the SAL
Server surface area onyour system. To minimize
the suttace area, the following default
configurations have been applied to your
instance of SQL server.

Configuring and Managing SQL Server E

o TCPAP connections are dizabled

I En=h |I

14. In the Completing Microsoft SQL Server 2005 Setup dialog box, click Finish

NCS Server

To install NCS Alarm Server:
1. Insert the NCS installation CD.
2. Inthe Welcome to NCS window, click NCS Server.

NUUO Central Management Server - InstallShield Wizard %]

‘Welcome to the InstallShield Wizard for NUUO
Central Management Server

The InstaliShield wizard will install NUUO Central
Maniagemert Server an your computer. To continue, click
Next.

N e

3. Inthe InstallShield Wizard dialog box, click Next to continue.
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Installation

NUUO Central Management Server - InstallShield Wizard =]

License Agreement
Please read the fallowing license agreement caretuly.

End User License Agreemert ("ELLA") ~

Do not install or use the software urtil vou have read and accepted ol of the license
terms. Permission to use the software is condifionsl upon your agreeing to the license:
terims. Installstion o Use of the software ly You will ke desmed 1o be acceptance of
the license terms. Acceptance will kind you 1o the license terms in  legally enforcesble
(contract with NUUG Inc

* SOFTWARE LICENSE AND LIMITED WARRANTY

This is an agresment between you, the end user, and NUUO Inc. ("MUUO"). By using
tris software, you agree to become bound by the terms of this agreement

)i accept the iems of the licenss agreement l -—

(O do nat accept the teims of the license agieement

[ <Back I New> N[ cancel |

4. Inthe License Agreement window, read the terms, select | accept the terms of the license agreement, and
then click Next.

NUUO Central Management Server - InstallShield Wizard E

Customer Information

Plaase enter your information

Please enter your name and the name of the company far which pou work,

User Name:

5]

Company Name:

NUUD

IristalShield

[ <Back J| Mest> J [ cancel |

5. Inthe Customer Information window, enter your name and company, and then click Next.

NUUO Central Management Server - InstallShield Wizard =]

Setup Type
Select the setup type to install

Plaase select a setup type:

Al pragram features will be installed, (Requires the mast disk space.)

© Custom

Selest which program features you want installed. Fiecommended for
advanced users.

Instal5ield

[ <Back | Mew> JI[ corcal

6. Inthe Setup Type window, select Complete, and then click Next.

NUUO Central Management Server - InstallShield Wizard =]

Ready to Install the Program
The wizard is ready to begin installation.

Click Istall to begin the installation.
IF you want 1o review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.
InstallShield
<Back i Instal | Cancel

7. Inthe InstallShield Wizard window, click Next.

Question 2

\?/ 5QL Mative Chient is the necessary component to run KCS Server,

Would you ke to install now {recommended)?

8. Please click Yes to install SQL Native Client program.
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NUUOQ Central Management Server - InstallShield Wizard

InstallShield Wizard Complete

The InstallShield wizard has successfull installed NI

Central Management Server. Click Fivish to exit the wizard,

uuo

< Back | Cancel
9. Inthe InstallShield Wizard Complete dialog box, click Finish.
NCS Client
To install NCS Client (include Matrix):
1. Insert the NCS installation CD.
2. Inthe Welcome to NCS window, click NCS Client.
NUUO Central Management Client - InstallShield Wizard E
‘Welcome to the InstallShield Wizard for NUUO

Central Management Client

The InstallShield wizard will install NULUID Central

Management Client on your computer. To continue, click

et
«ack
3. Complete installation as described in steps 3-7 of the To install NCS Alarm Server section on page 11.
NUUO Central Management Client - InstallShield Wizard
InstallShield Wizard Complete
The InstallShield Wizard has successhully installed NUUO
Central Management Client. Click Finish to exit the wizard,
<Back JiFinsh J} [ Cancel
4,

In the InstallShield Wizard Complete dialog box, click Finish.

NCS Matrix

To install NCS Matrix:

1. Insertthe NCS installation CD.
2. Inthe Welcome to NCS window, click NCS Matrix.
3.

Complete installation as described in steps 3-4 of the To install NCS Client section on page 13.
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Uninstalling NCS System

To uninstall SQL Server:

In the Control Panel, open Add or Remove Programs, select and click on Remove button to uninstall four SQL objects
(Microsoft SQL Sever 2005, Native Client, Setup Support Files, VSS Writer).

"5 Add or Remove Programs Jokd
B ooy pogars [ showupdstes  Sortby

Change or
Remove
Frograms

4.00MB

Add ew
Programs

|5 Microsoft SGL Server Native Client Siee:

[ Microsoft SQL Server Setup Suppark Files (English) Size  21.92MB
E] [ Microscft SQL Server WSS Writer Sze  0.67MB
=
Windows |ﬁ! Microsoft User-Made Driver Framework Feature Pack 1.0

To uninstall the NCS system:

In the Start menu, point to All programs, point to Central Management Server/Client/Matrix, and then click Uninstall
NCS System.

Q Transfer all license connections and then transfer license base before you uninstall the NCS System.
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Getting Started with the NCS System

Main Console Configuration

To configure the Main Console:

1. Run MainConsole.exe.

Network Service - 192.168.1.84 / 0.0.0.0

Main | Black f White L\s1| Peﬂurmancel

Client Count 0 Kill Client Kill Al Clients

State | IP Camera Bitrate (Khps)

.
<|-E
@

Streaming

i=
2 |
g

Playback

3GPP
Service

Service

Server Status: Running

Optiohs
B F
Maﬁaggéﬂant v

v \

=
g
SE
=1

T

Desktop

] (X genel]

2. In General Setting, select Network Service, and set up the following services:

* Live Streaming and Central Management. These services are essential to run the NCS system. Please start
these two services.

* Remote Playback. This service enables recorded video viewing and remote playback. This service is also
responsible for providing data for client backup. Ensure this service works, please also Start Recording
Schedule to record video.

* Remote Desktop. This service enables remote configuration of the main console.

3. Select Smart Guard Configuration.

r

Event Action
e E & [ T
-G CAMO3 Reception Action Options
i L./@ General Motion 1 [H]on Screen Display

E" CAMO4 Stationl Bdcentral Server Send Snapshot:yes,
-G} CAMOS Road1
E-GF CAMO7 Hotel

4. Inthe Event and Action Configuration window, configure alarm events and insert the action Send to Central Server
for events that you want to appear on the NCS system.

5. Click OK to return to the main console.

6. Inthe Start Menu, select Start Smart Guard System to start detecting events.

SQL Server

To configure SQL Server:
1. Inthe Start menu, point to All programs, point to Microsoft SQL Server 2005, point to Configuration Tools, and then
select SQL Server Configuration Manager.
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2.

3.
4.

5.

6.

@ S0L Server Configuration Manager

|F\\e Action View Help
e = B 2
SQL Server Corfiguration Manager (Local) | Protocol Name | Status |

£ 5L Server 2005 Services S chared Memary Enabled
— a ¥ Mamed Pipes Disabled

E

¥ TCPIIP Disabled
S ) Disabled | Enable
Properties
Help

In the SQL Server Configuration Manager window, select Protocols for CMALARMLOG, right-click TCP/IP and
then select Enable to enable TCP/IP protocol.

TCP/IP Properties
Protocol | 1P Addresses
=
Active Yes
Enabled o
TP Address 192.168.1.84
1P Dunamic Fart P
| 1cPPort 1433
|
Active Yes
Enabled Mo
TP Address 127001
1CP Dynamic Ports 0
| TP POt 1433
=]
1CP Dynamic Forts 0
[Trcrport e
TCP Port
TCP port
o J[ conel J[ e J[ meb |

Double-click TCP/IP, then in the TCP/IP Properties window select the IP Addresses tab.
Enter 1433 as the TCP port in IP1, IP2, and IPAIl, and then click OK.

Eﬁ SQL Server Configuration Manager

|F\\e Acion View  Help

e B owmEe
cal) | Name [ state [ startM... | Log
] 5t Sarver 2005 Services ;501 Server (CMALARMLOG) Runri

= aHen 5QL Server Browser Stopp
& Protocols for CMALARMLOG & Stop

# 8 5QL Mative Client Corfiguration Pause

Restart

Properties

Help

In the SQL Server Configuration Manager window, select SQL Server 2005 Services, right-click SQL Server
(CMALARMLOG), and then select Restart.

Ensure that any firewall allows access through port 1433.

NCS Alarm Server

To configure NCS Server:

1.

2.

In the Start menu, point to All programs, point to Central Management Server, and then select NCS Server.

NCS Server

1 ) Please specify the SQL server and sa password you want o connect ko,

In the NCS Server dialog box, click OK. This is only required the first time you start NCS server.
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HCS Alarm Server (License: 48-8-2 - Trial 30 Days) B=

Main Cnnﬁguratmn]aackup]

SQL Sermver

Status flocal) - Connected

Server. [docal) -

Password for sa [==

Connect

MCS Configuration
Save, Load and Resetthe all the central management configurations, including
SEIVETS, Maps , users, alarms and so on,
Save Load Reset NCS Configuration
Gptions

Alarm Image Path
I |C\Program FilesINUUOINGS_ServeriCMBEvenimages P"nm

I~ SQL Recannactian

[ Run NCS Serverwhen windows startup

9K X s

3. The configuration of NCS Alarm Server.

* In the Configuration tab of Central Server window, enter the IP address of the SQL Server, and then enter and
confirm the password set when installing SQL Server. (see page 10)

» Specify a URL at which to store all alarm images.

» Select Run NCS Server when Windows starts up if you want NCS Server to startup automatically at Windows
startup

4. Inthe Main table of this window, check the server has been Start and click OK.

g) The NCS Server must be executed before the NCS Client can be executed.

NCS Client

To configure and execute the NCS Client:

1. Inthe Start menu, point to All Programs, point to NUUO Central Management Client, and then select NCS Client.
2. Inthe Central Login window, enter the IP address and port of the NCS Server PC. The default port is 5180.

3. Enter a user name and, if required, a password. The default user name is admin and the default password is empty.
4

Click OK.

To activate software license key(s)

1. Open License Manager Tool in Help menu.

2. Select Activate tab, check the NCS system in On line network environment.
3. Insertthe SN, SN file or dongle to activate license.
4

After software license is activated successfully, please restart NCS Client.

NCS Matrix

To execute a single matrix display:

1. Inthe Start menu, point to All Programs, then point to NUUO Central Management Client or NUUO Central
Management Matrix, and click NCS Matrix.

To configure the first matrix in a multiple matrix system:

2. Ensure that the PC is configured to use multiple monitors.

3. Inthe Start menu, point to All Programs, then point to NUUO Central Management Client or NUUO Central
Management Matrix, and click NCS Matrix.
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4.

5.
6.

Matrix Instance Dialog
Instance Name: | Default -
Optian. o Stan | X Cancel ‘

Click on Option to open Matrix Instance Dialog.

=
Instance Name: Defaul]

Matrix Server Port: 5210 Default
Display Monitor #1 (1366 x 768) -

I~ Run Matrix when Windows startup

|

Add ‘ Delete | Update ‘
Name Port Monitor
Default: 5210 1
v 0K X Cancel

In the Matrix Instance Option Dialog window, select Default from list table.

Enter a matrix name, for example Monitor 1, in the Instance Name text box, leave the port at the default setting of
5210, select the #1 monitor from drop-down list, and then click Update to update modification.

To configure the second and subsequent matrixes in a multiple matrix system:

1.

5.

In the Matrix Instance Option Dialog window, enter a matrix name, for example Monitor 2 in the Instance Name text
box.

Enter port number 5220.

Select the #2 monitor from drop-down list, and then click Add, you will see Monitor 2 being added to the list.

Iatrix Instance Option Dialo: = [
Instance Name: Wonitor 2

Matrix Server Port 5220 Defautt
| Display Monitor [#2 (1440 x 900) -

[~ Run Matrix when Windows startup

Add ‘ Delete | Update ‘
Name Port Monitor
Monitor 1 5210 1
Monitor 2 5220 2
v oK X Cancel

To configure a third and a fourth monitor, repeat steps 1-3 naming the matrix instances as appropriate (for example
monitor3, monitor4), entering the port number (5230 for a third monitor and 5240 for a fourth), and selecting the
appropriate monitor.

Click OK to save all configuration of Matrix.

To execute a matrix in a multiple matrix system:

1.

Ensure that the matrixes have been configured as described above.

Matrix Instance Dialog

Instance Mame: | patrix 1 hd
Matrix 1
‘ Matrix 2 _

Option.

In the Matrix Instance Dialog window, choose the matrix you want in the drop-down list, and then click Start to start
Matrix view.

Repeat steps 1 and 2 to execute each monitor.
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NCS System Overview

NCS Server Window Introduction

The NCS Server features four main tab windows, including:

The Main window controls the start/stop NCS server as well as the client connection through kill client/kill client all

options.

Under the Configuration window you may setup the connection between SQL Server and NCS Server,.

NCS Alarm Server

(=] @] NCS Alarm Server

B %]

Main ICunﬂguraUun} Backuul License Status

Server Status: Running

Options

T
—

Client Count 1
State P
Running 192,168.1.68
Kill Client ] l Kill Al Clients ]
Service

Main  Configuration lBa:kupl License Slalusl

SQL Server
Status

Server,

Pagswaord far sa:

NGS Configuration

Save, Load and Resetthe all the central management configurations, including
geners, maps , users, alarms and so on,

Options

Alarm Image Path:

{local) - Connected

|(mna\) j

Reset NCS Configuration

ElPrograrm Files\CMSEventimanes

I~ SaL Reconnection

[ Run NCE Serverwhen windows startup

(7o) (X g

@ Restoring NCS Configuration will not clear the setting of SQL Server.

NCS Server enables backing up alarm records at a local hard drive or to FTP servers. Define a storage location for

video backups under the Backup window.

You may select between two storage locations. Choose Disk Storage for local hard drives or DAS, or choose FTP to

backup to FTP servers.

The License Status window displays current available licenses in the system.

HCS Alarm Server =] NCS Alarm Server =)
Main | Configuration Backup | License Status Main | Configuration | Backup License Status
Backup Location License Status
 Disk Storage License Status: Trial {13 days remaining)
License Type Camera | 10 POS | AC LPR
Total License 48 ) 2 2 2
~ FTP
Server [
Port [zt Default
UserAccount ‘
Password ‘
Backup Directory: ‘f
Upload Test File
- e
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By double clicking on the server icon from the Windows Taskbar you can access NCS Server settings directly.

You can also check the version of your system or stop the service by right clicking on the icon and clicking About or
Exit.

MNCS Alarm Server Version2.0.0 oK |
Copyright (C) 2004 -14

NCS Client Window Introduction

The default NCS Client window placement is as the following figure, including three main windows, a toolbar, and five
menus.

'[&] NCS Client [admin] (Trial
uration Tools Display Info Men Us
| PEditMode B] PEdtvarx [HH @ LiF | PP L —f— “REEROLA  ROB:

Server List v 2 X Recent v ax

[ ServerGroup

System Alarm
Control Overview
Window Window

Fs.[@w. | =Fc. [Ev.|BEv. | |@r.[Er.|So. Do. @M.
Ready CAP NUM SCRL

Three Main Windows are:

o System Control window: This window includes the Server List, Map List, Configuration, Matrix List and View
Group List sub-windows. Administrators can configure the NCS system in this window when the system is in Edit
Mode. (See Part 2: Administrator Functions (Setting Up the NCS System)

Servertiew * 0 X

= [ ServerGroup
=0 MU Ine
(=S MU Taivwan

2 demal1)

E demaol2)

% demal3)

3 demol4)

;/ demof1)-Input 0
;/ demof1}-Input 1
;/ demoi1}-Input 2
<7 demaf1)-Input 3
U\ demol13-Cutput 0
1 demaf13-Output 1
I demaf1)-Output 2
1 demal1)-Output 3
;/ demof1)-Input 0
;/ demof2)-Input 0
;/ demoiZ)-Input 1
I demal1)-Output 0
I demof1)-Output 1
1 demaf2)-Output 0
1 demalz)-Output 1

-@Server... ﬁ'Config... EMatrixV...MapView
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Map window: This window shows all maps and device indicators. For day to day use, user can view the video,
show device information, query and manage alarms from the indicators.

Alarm Overview window: The default Alarm Overview window contains the Recent, Real-Time, Output, Output 2,
and Message Log tabs, which allow users to manage alarms.

v

recn: [hseaoe Boser| Tovaes Mt

Five menus are:

Main: This menu has functions use to commit to NCS Server, export/import configuration, save current Ul layout,
and Logout/Exit NCS system.

Configuration: It allows administrator to setup Server configuration (refer Central Server Configuration Window
section of page 41) on Edit mode; and allows all user to setup Map Display setting of Map windows, Alarm Log
setting of alarm overview windows, setup Joystick to control Matrix, import Indicator Image, and also go to License
Manager.

Tools: This menu has five tools to help user easy to get information for Main Console, manage alarms, and view
live and record videos.

Display: This menu has options to setup the appearance of NCS Client window.

Info: The menu provides the version information of NCS Client.

The toolbars are:

Standard toolbar: The functions accessed by this toolbar are: toggle Edit Mode/Operate Mode, committing
configuration changes to the server, importing/exporting NCS Client software configuration, and displaying version
information.

Map toolbar: The functions accessed by this toolbar are used to adjust map appearance.

Operate toolbar: The functions accessed by this toolbar help users in day to day use of the NCS Client. For more
information.

Status toolbar: Quick links to SQL Server Status and Central Backup Status and Video Backup Status can be
found here.

Search toolbar: The functions accessed by this toolbar include functions involved in searching.

i PAEdt Mode 1] 7 Ede Matx | 5 -@JEKS PARre-— B EDBOLEIRCE| -4t

Standard Map Operate Status Search
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NCS Client Setting

You are able to configure functions including auto startup, login type, auto login, auto lock system, auto reconnection,
instant playback and client recording under this window. Go to Configuration menu — NCS Client Setting.

NCS Client Setting -

Startup Record Setting
|v Enable Auto Startup

v Recording on the Client

Login Type Path:
O LECHGTE C:\Program Files (x86)NUUOINCS_Client &L
 Full Screen Type

|v Enable Auto Login Pre-Record Time: 5 Sec (Max 60)
UserAccount | Post-Record Time: 15 Sec (Max: 120)
Password | [ Auto Recycle

Password Confirm |
[~ Enable Auto Lock System
Reconnection

[v¥ Enable Auto Reconnectto NCS Server
Instant Playback Setting

Pre-Playback: 5 Sec (Max 60)
Miscellaneous

[~ Show central ID on server list and matrix list Post-Playback: 15 Sec (Max 120)

[v Enable Auto Reconnect to NCS Matrix

’\/ oK ”)( Cancel]

. Startup: Check to enable auto startup, set login type, enable or auto login and auto lock system.
. Reconnection: Check to enable auto reconnection to NCS Server / NCS Matrix when connection is lost.

. Miscellaneous: Check Show central ID on server list and matrix list to display server / device / matrix ID
number on server and matrix lists. This is mainly for Joystick control.

. Record Setting: Check to enable alarm triggered local recording on NCS client. You may customize pre/post
record time and auto recycle settings.

. Instant Playback Setting: Configure pre/post playback length under instant playback windows.

@ To enable Recording on NCS Client or instant playback you MUST also start recording from Main
Console. NCS cannot access playback if Main Console has not recorded video.

Customized Client Layout

The appearance of the NCS Client is customizable. The System Control and Alarm Overview windows and their nine
associated tab display windows can be moved or removed to four appearance types:

. Floating: A floating window can be moved to any position on the screen.

. Docking: A docking window is aligned with one of the four edges of the application window.

. Tabbed Document

. Auto Hide: Docking windows can be set to AutoHide. The window then displays only when you point to the area
of the screen where the window is docked.

o Hide: Hide the windows can be removed from screen.

Toolbars also can be moved or removed. The outlook of the client can also be changed to various preset styles.

@ To restore appearance back to default, please go to Display menu and click on Reset Window Placement.
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To move a main window:

Click the title bar at the top of the window and drag it to the position you want. If you want it to dock at one of the edges of the
NCS Client window, drag it to one of the direction arrow buttons. There are three direction arrow buttons groups of different
windows:

. The Central group of Map Window, it allows move of window to one of the four edges of Map window.
. The Outside group of NCS Client Window, it allows move of window to one of four edges of Map window.
. The Attached group of individual window, it allows move of window to four edge of individual window and move to
be an associated tab display windows.
To move an individual tab display window:

Right-click on a tab and select Floating, or click directly on the tab and drag the window to the position you want. If you
want it to dock at one of the edges of the NCS Client window, drag it to one of the blue direction arrow buttons. The Auto
Hide function can now be applied to that tab window individually.

To move an individual tab display window to a main window:

Right-click on a tab and select Docking, or click directly on the tab and drag it to a tab bar in a main window.

5] WS Clock admind BEL% |
F e (@ Yow [oeh Joom (Wb
S gl P I EB N

fecee. [EF-Outside Group

gl i os o Attached €

@ These direction arrow buttons groups only appear when NCS Client preset style set as Office 2003 / Visual
" | Studio.NET 2005 / Office 2007

To Auto Hide a window (only available when window is docked):

Either:

. Right-click in the window and select Auto Hide.

. In the title bar for the window, click the Auto Hide toggle button ‘&',

Q The Auto Hide function applies to all tab windows in a main window. If one of the tab windows in a main
window is set to Auto Hide, all the other tabs will also Auto Hide.

To close an individual tab display window:

Right-click on a tab and select Hide or click directly on the Close Window button * on the top right corner of the window.
To display the window again, go to the Display menu, point to Toolbars, and then check the window you want to show.
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@ Another way to close a window is to uncheck a box in the Toolbars menu.
To move a toolbar:

Click on the double line on the left side of a toolbar and drag it to the position you want.

To hide or display a toolbar
Go to the Display menu, point to Toolbars, and then uncheck or check the toolbar you want to hide or show. And if user
drag to as an individual menu in window, simply click the * button on the top right corner of the menu to close it.

To change the look of the NCS Client to a preset style:

In the Display menu, point to Application Look, and choose one of the following preset application looks: Office 2000 /
Office XP / Office 2003 / Visual Studio.NET 2005 / Windows XP / Office 2007

System Operate Mode/Edit Mode/Offline Mode

@ To carry out most administrator functions, you need to be in Edit Mode.

Press the Edit Mode toggle button | Edit Made to enter Edit Mode, and press it again to exit Edit Mode. When in Edit

Mode, the NCS Client will not receive alarms. A flashing indicator \‘\’/ reminds you that you are in Edit Mode.

Offline Mode: If one NCS Client commits configuration to NCS server, all other NCS clients will pop up a message box to
notify user. User can click ok to logout, and re-login to update latest configuration. Click Offline Mode to keep current status
& operation. In offline mode, user will run out-of-date configuration to do live view/backup/export, but Alarm/Server status
won'’t be updated. In offline mode, the some options will be disabled and be gray out.

Any changes made to the system must be saved with the Commit B Cammit putton. When administrators
& click the Commit button to save changes, other users will be disconnected from the NCS server and will
need to log in again.

NCS Matrix Window Introduction

A X
Move Mouse to right-down area, the icon would auto appear. User can edit/exit the Matrix.

SQL Server Introduction

NCS system is use SQL Server 2005 Express of Microsoft free application software as database. It is recommended user
to use Microsoft SQL Server Management Studio Express to backup SQL Server. Please refer the web site of Microsoft
http://technet.microsoft.com/en-us/library/ms365247.aspx .
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Part 2: Administrator Functions (Setting Up the NCS
System)

This section describes functions and operations of the administrator to set up the NCS Client software system while in Edit
Mode. Please follow this section to setup Servers/Devices, Maps, Servers/Devices on Map, User Groups and Users,
Coverage, Alarms, and Matrix system.
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Servers/Devices

Servers/Devices

The NCS Client provides the ability to monitor unlimited cameras and input/output devices through unlimited Main Console
servers. For convenience, Main Console servers and their related devices are organized into groups. The default top-level
group is called ServerGroup. Child groups can be added to this in a hierarchical structure.

@ To carry out the functions described below, you need to be in Edit mode and Commit after setup

The license of the software should be registered first before operating the formal version of NCS System.

@ Execute the License Management Tool in Help>License Manager to activate the license from a dongle or serial
number allocated with the NCS software package, or de-activate the license then use it on another PC to activate it
again.

Adding/Editing/Removing Server Groups

To add a server group:

1. Ensure that the client is in Edit Mode and that the Server List tab is selected.

2. Right-click on the ServerGroup icon {__] at the top of the window, then click Add Group.
3. Enter the group name, then click OK.

4. The group you added appears in the tree structure of the Server List window.
To edit a server group name:

1. Right-click on the server group icon __] for the group you want to edit.

2. Select Settings.

3. Enter the name you want, then click OK.

To remove a server group:

1. Right-click on the server group icon __] for the server group you want to remove.

2. Select Delete and click Yes at the confirmation prompt.

Adding/Editing/Removing Servers

Servers can be added to any server group. When a server is added, the devices on it must be synchronized with the NCS
Client (See page 27). This procedure ensures that the cameras, input/output devices, and metadata devices on the server
are available for monitoring.

To add a server:
1. Ensure that the client is in Edit Mode and that the Server List tab is selected.
2. Right-click on a server group icon __], then click Add Server.

3. Enter the server details, then click OK. The Central Management Port should be the same as setup in Main
Console server.

4. The server you added should appear in the tree structure of the Server List window.

To edit settings of an existing server:

1. Goto Server List under Edit Mode.
2. Right-click on an existing server and choose Settings...

3. Click OK after configuration is done.
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4 Server Configuration
~Hasic Setting
Server Name: [Local Central Manitoring Port: [s170 Detect
IP Address: |192.1 68.1.104 Liwe Streaming Paort: 5150 Default
User Name: Iadmln Remate Playback Port 5160
Passwird: I Remate Desktop Port: 5140
[~ Server Information
State [Wichigan add || et [ it | [ Expot | [ mmpot
City: IDetmit Caontact Mame | Contact Phaone | Coverage
Leonardo 0987654321 Always
Zin |123455 Donatello 09123459678 Always
Rafael 0963852741 Always
Server Address Think Origin 18 M o 0987412365 Aways
Account Type: Superman
Other Information:
A i EY
\/ Ok} __X Canicel

Licenses for all servers and devices (cameras, I/0 devices and metadata devices) need to be activated via
NCS Client.

If you enter the Central Management port and click Detect, the NCS system will auto-detect the ports for
Live Streaming, Remote Playback and Remote Desktop.

Click the Server Info button to open a Server Information window, and the Server Information will be
displayed on the Alarm detail window when an alarm is active.

To add contacts to the server: —
1. Click on Add under Server Configuration. ame: |Leonzrdo
*Phane: IDQBTES&SN
2. Complete the required info and click OK. RN — [iaraine
Pass Code: [ss27
Perrnite: |228
To synchronize server devices: - [osss832147
Right-click on a server icon &4, then click Synchronize Device. Then, all E-Mail: [leo@nuuo.com
cameras, metadata and input/output devices of Main Console server will Camment: General Manager
appear and be available for monitoring.
Contact Time aiways -
ook | [ X Ccancel ]

You must have enough licenses for the devices, otherwise the devices without licenses will show disable

icon & In the Tool menu, select Server Summary to check the license status.

To remove a server:
1. Right-click on a server icon &4/,

2. Select Delete and click Yes at the confirmation prompt.

You may sort servers under server groups or devices under servers according to name or type. To do this
right click on any server group or server under Edit mode and choose Sort by... Name or Type. You may

also drag and drop icons to rearrange order manually.
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Maps

The Map window displays indicator icons representing the devices and servers that the NCS client monitors. They are
shown against map backgrounds. This enables quick and easy control and monitoring of devices according to their location.
Multiple maps of different locations and at different scales can be used, as described below. To change the size, pan
settings and brightness of map graphics, see page 72.

@ To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
page 24).

Map Hierarchy

Maps can be layered in a hierarchical structure. Typically, the top—level (parent) map is at a large enough scale to cover the
geographical areas of all the lower-level (child) maps. Each child map is assigned an icon on the parent map. Clicking a
child map icon shows the child map in the Map window. Multiple levels of child maps can be defined.

= B Taiwan
=B Taipei

@ The default top level map is provided. To change this, see the section To edit map settings below.

Adding/Editing/Removing Maps

To add a child map to a parent map:

1. Ensure that the client is in Edit Mode and that the Map List window is selected.

2. Right-click on the icon for the parent map E’ then click Add Map.

3. Enter the required details.

4. If you do not want to use the default indicator image, please manually import another image and set to default.
5. Click OK. The map you added appears in the tree structure of the Map List window.
6. The map indicator appears on the parent map. Drag it to the position you want.

To edit map settings:

1. Right-click on a map icon E then click Settings.

2. Enter the required settings, then click OK.

To remove a map:

1. Right-click on a map icon E’

2. Select Delete and click Yes at the confirmation prompt.

You may sort maps and devices on the map list according to name or type. To do this right click on any
@ map under Edit mode and choose Sort by... Name or Type. You may also drag and drop icons to
rearrange order manually.
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Servers/Devices on Map

Each Main Console server or device can be assigned to a map. An indicator for the Main Console server or device is
displayed on the map at the position you choose. This allows quick and easy control and monitoring. You can control the
orientation of indicators as well as the appearance of accompanying text and the information it shows. The NCS Client
software comes with default indicator images, but you can also import your own.

@ To carry out the functions described below, you need to be in Edit Mode and Commit after setup.

Importing Indicator Images

To import an indicator image:
1. Inthe Configuration menu, select Import Indicator Image.

2. From the drop-down list, select the type of indicator image you want to import.

|
. ee— |
ﬁ% Import
Delete J
oK
[ Defautt

3. Click Import, browse to the required image file, and open it.

4. Click OK.

@ If you want to set a specific image as the default for a file type, select the image, then select the Default
checkbox.

Adding/Removing Device Indicators

There are two ways to add device indicators to a map: Map List display and Server List.

To add device indicators to a map in Map List:

1. Ensure that the client is in Edit Mode and that the Map List window is selected.

2. Click on the map icon E’ for the map you want to add an indicator to. This displays the map.

3. Right-click on the map icon.

4. Click Add Server Indicator, Add Camera Indicator, Add Metadata Indicator or Add I/O Indicator, as required.
5

From the drop-down list, select a device.

J Camera Configuration
5 Select Camara
1
[pemo jl
Indicatorcon
) &=
6 L —
=
S
[ Show coverage area
Range — '7 100
a
Radian 255 1o 285
ZTU@QU

180

Apply to ... l ‘\/ oK \ [X Cancel ]
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6. Choose an indicator.

4 Camera Configuration %]

Select Camera
[pemo ~|

Indicatar [con;

O ==
= 8

7 [¢ Show coverage area

Range — '— 100
0
Radian 255 1o 285 70 @ @
180
[ Apply to .. l \/ 0K \ [X Cancel ]

7. When the device is a camera select Show Coverage Area to set the Range and Radian.
8. Click Apply to... if you need to apply settings to other camera indicators.

9. Click OK.

10. The device indicator will appear on the map. Drag it to the required location.

To drag a device indicator to a map from Server List:

1. Ensure that the map you want is displayed.

2. Click on the Server List window.

3. Directly drag a device to the desired location on the map.

@ If you are in Map List and click on a device which has already been added to a map, the map for that
& | device will be displayed.

To remove a device indicator from a map:
1. Right-click the indicator.
2. Click Delete.

3. Click Yes in the confirmation window.

Edit Device Indicators

An indicator image can be rotated, mirrored, or changed. The image can also be set to refer to a different device than the
one originally chosen.

To rotate a device indicator to a preset angle:

Once a device indicator has been added or dragged to a map, the indicator image can be rotated. This is useful to show
which direction a camera is pointing.

1. Right-click the indicator or right-click the device from Map List.
2. Click Rotate and choose an angle (preset angle 0, 45, 90, 135, 180, 225, 270, or 315 degrees).

@ The radian, range, color and area of Camera Indicator can be set to show camera coverage.
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To rotate a device indicator to an arbitrary angle:

1. Right-click the indicator or right-click the device form Map List.

2. Click Rotate Arbitrary.

3. Use the rotation handle to rotate the indicator to the desired angle, then right click again to open the menu.

4. Click Rotate Arbitrary again to close this option.

To mirror a device indicator:

Indicator images can be mirrored (flipped horizontally) so that a mirror image is displayed. One use would be to show in
which direction a camera is pointing. For example, a default image may show a camera pointing left.

1. Right-click the indicator or right-click the device form Map List.

2. Click Mirror.

3. Mirroring would then have it facing right.

Q The mirror command is a toggle. To un-mirror a previously mirrored indicator, follow steps 1 and 2 again.

To change a device indicator image:
1. Right-click the indicator or right-click the device form Map List.
2. Click Settings.

3. Select the indicator image you want, then click OK.

Q To import a new indicator image, see page 29.

To remove a device indicator from a map:
1. Right-click the indicator or right-click the device form Map List.
2. Click Delete.

3. Click Yes in the confirmation window.
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Coverage

Coverage is a defined period or periods of time. This is used for the following purposes:
* To define the times a user can log in to the system and use the NCS client. This coverage is applied according to
the local time of the NCS Client.

* To define the times that an alarm is active. This coverage is applied according to the local time of the source Main
Console server.

@ To carry out the functions described below, you need to be in Edit Mode and Commit after setup (see
page 24).

Adding/Editing/Removing Coverage
To add a coverage:
1. Ensure that the client is in Edit Mode and the Configuration window is selected.

2. Right-click on the Coverage folder icon [ Coverage , then click Add Coverage.

Coverage Disiog iﬁ'
Caverage Name: Coverage Mode: @ General

© Specific Day
Coverage Description E

@ AddTime Perlod  Remave Time Period Claar A

| I R S S S S S S
B8 Monday

8 Tuesday

B Wednesday

8 Thursday

B Frday

B Saturday

i Sunday

@

3. Inthe Coverage Dialog window, enter a coverage name and, if you want, a coverage description.
4. Choose a coverage mode:

* General is for regular coverage periods.

* Specific Day means that this coverage applies to a specific date only. Choose the date from the drop-down list.
5. Select the time periods you want for this coverage.

* Drag over the time periods you want. Selected periods appear in blue.

* Toremove periods, select Remove Time Period and drag over the periods you want to remove.

* To clear all selected periods, click the Clear All button.

6. Click OK. The coverage you added appears in the tree structure of the Configuration window.

To edit a coverage:

1. Right-click on the coverage icon for the coverage you want to edit.

2. Select Edit Coverage.

3. Edit the settings as required.

4. Click OK.

To remove a coverage:

1. Right-click on the coverage icon for the coverage you want to remove.

2. Select Delete Coverage and click Yes at the confirmation prompt.
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User Groups and Users

System administrators can control who can use the NCS client, when they use it, their ability to perform various functions,
and which devices they can access. Privileges are assigned via user groups. For each user group, an administrator can
define permitted functions as well as which devices the users in that group can access. Password control, permitted access
times, and a matrix profile are configured in the settings for each user.

O

Adding/Editing/Removing User Groups

To carry out the functions described below, you need to be in Edit Mode and Commit after setup.

To add a user group:

1. Ensure that the client is in Edit Mode and that the Configuration window is selected.

2. Right-click on the User Group folder icon -~ UserGraup , then click Add User Group.

[ User Group Configuration .‘ [
Group Name |
Group Description |
Function Privilege Device Access Map Access
[~ Alarm Management 5L ServerGroup = ﬁ world
[~ ViewAlarm Image B[] local —[J8 UK
I~ Open Live Videa [1® IvS_Shopping Mall
B[4y 192.168.2.25
[~ Open/Backup Recorded Video D 192.168.2.25
B[] vito
[~ PTZ Control 1% presence 02
5 @ [[]-® presence night
§ [[1® camera 1tamper
[~ Control Digital Qutput ] camera 2 tamper
I~ View and Search Metadata transaction B[4y POS
-[CI6@ POS
[~ Remote Desktop 1&g ter
[~ Operate Device Order 1% eee
[~ Central Alarm Backup
[~ Central Video Backup
[~ View System Log
[~ Allow Using Talk
b
[~ Allow Editing Matrix
l
v o .

3. Inthe User Group Configuration window, enter a group name and a group description if required.
4. Inthe Function Privilege area, select the privileges for members of this User Group:

e Alarm Management — allows users to change alarm status on the Alarm Management window
a3 ment T i

Live View 2014104/2100:06:35 | Playback 2014104121 00:05:47 - 00:06:07 Afarm Stais

Alarm Type:  RealAlarm " False Alarm
| Status: New -
Prony [omea = |
owner fan =
Note: ’Wl @
INote Description:
Alarm Status

6373 kbps 00 ns 700:20

(] ()] [«](a)(n](»] EI

HyCMS - Reception (—)

EEldEraE BE

[V Auto close dialog after update

NENE . D Reset Update

Alarm Infos | Contact | Digital Output | History | @ Alarm Guide
Alarm Information Source Server
Alarm Name: [Motion Detected | ServerName: fwews
Source Device: [WeHS-Recepton | Date/Time [2014-0421 00:05:52 (GNT+08:00)
Event Type: [Generaltoton | Address ’7
Date / Time: [0140421000552 =

City: | Xinbei City

State: ’7

Zip |

Other Information: -
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View Alarm Image — allows users to see a snapshot from the camera as an icon in the Recent display and view
snapshot on Alarm detail Window.

Open Live Video — allows users to open a live video window to view image of the camera and related devices
from the Alarm Detail window or by right-clicking on a camera indicator.

Open/Backup Recorded Video — allows users to open or back up recorded video of the camera and related
devices from the Alarm Detail Window or by right-clicking on a camera indicator.

PTZ Control — allows users to control the PTZ (pan, tilt, zoom) settings of compatible cameras. This option only
works when users also have Open Live Video authority. Priority of PTZ control of the user group is defined by
numbers 1-10, with 1 for the highest priority. Users with higher priority can obtain PTZ control from other users.

Control Digital Output — allows users to control digital outputs such as alarms. This option only works when
setting 10 devices as related devices in Alarm setting.

View and Search Metadata transaction — allows users with authorization to search metadata transactions.

Remote Desktop — allows users to open a remote desktop.

5. Inthe Device Access area, choose the devices which members of this User Group will be able to access. If the
devices have not been enabled in Device Access table, users still don’'t have authority to use above functions.

6. Click OK. The user group you added appears in the tree structure of the Configuration window.

To quickly add a new User Group with same configurations as an existing user group, please use Insert
Copy option by right-clicking on the existing User Group which you want to duplicate.

To edit a user group:

1. Right-click on the User Group icon -z for the user group you want to edit.

2. Select Edit User Group.

3. Edit the settings as required.
4. Click OK.

To remove a user group:

1. Right-click on the User Group icon <z for the user group you want to remove.

2. Select Delete Group and click Yes at the confirmation prompt.

Adding/Editing/Removing Users

Add new users and modify or remove existing users. You may choose to add Central Users directly in the system or
import users from MS Active Directory (MSAD) as Windows Users.

To add a Central User:

1. Ensure that the client is in Edit Mode and the Configuration window is selected.

2. Right-click on the User folder icon - User , then click Add Central User. The User Configuration window appears.
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User Configuration oz
User Type: Central User
User Name: |
Logon User Name: | I
Password |
Confirm Password: |
Description: |
Email: |
Phone Number: |
User Group: |Admmlslramr j
Coverage: |A\ways j @
Initial View Group: |Nnne j @
[~ Disable Multiple Login
[~ Disable UserAccount
7 o

In the User Configuration window, input a user name.
If password access is required for this user, enter and confirm a password.
Enter a description if needed.

If you want this user to receive auto alarm notifications by email or SMS, enter the email address and/or Cellphone
number.

Choose a user group, a coverage, and a matrix initial view group from the drop-down lists. The coverage here is based
on the NCS Client’s local time.

Click OK. The user you added appears in the tree structure of the Configuration window.

To edit a Central user:

Right-click on the user icon . for the user you want to edit.

—
Select Edit User.
Edit the settings as required.

Click OK.

To remove a Central user:

1.
2.

Right-click on the user icon .. for the user you want to remove.

Select Delete User and click Yes at the confirmation prompt.

@ Enable Disable User Account option on User Configuration window also can reject this user account to

login NCS system.

You may sort users and user groups on the configuration window according to name. To do this right click

@ on User or User Group under Edit mode and choose Sort by... Name. You may also drag and drop icons

to rearrange order manually.
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To add / remove / synchronize a Windows User:

1. Right-click on the User folder icon -[T_| User , then click Add/Remove/Sync. Windows User. The Select User window
appears

2. Check users or folders under Select Active Directory user(s) and click OK to add Windows Users.

r ~
Select User @

Active Directory Domain: |RYEH-F'C

Select Active Directory user(s).

-9 Administrators (Administrators BT BISE 2T FRR4HETFET -
-------- -5 Backup Operators (Backup Operators RiEEIA S DTS
25 Cryptographic Operators (RS BITINIEERRIRE)
-0 Distributed COM Users (JuiFREE Ergh « BrA B {EFLLE =
-------- O3 Event Log Readers (EEFEHARS TEEHEEROE
053 Guests (Guest IRIFTEIRFO User BEHEIRE S THREAT
O3 HomelUsers (Homelsers Security Group)

05 1S_IUSRS ¢rREHE =R S FRiEFARIA 3R B )

- Metwork Configuration Operators (fHEERHEHPHREST
-3 Performance Log Users GEEEHEERIRLS o] LI 18
........ iz Performance Monitor Users GEERFEHAIRES LI AE _

4 I 3

’ Select Al ] ’ Deselect Al

Group mapping:
MSAD Group Central User Group

|\/ oK | ’ X cancel ]

@ Click Select All to check all available users and folders, or click Deselect All to uncheck all users.

Group Mapping:
Selected Windows users will be grouped according to default mapping:

MSAD Group  Central User Group

Administrator  Administrator

No Group Default User

Other Groups  Automatically add a new user
group with the same name

@ You may further modify group setting for each user manually.

@ Editable columns for Windows Users include Email, Phone Number, User Group, Coverage, Initial
~ | View Group and Disable User Account.

3. Synchronization results will be displayed for confirmation. Please refer to the default solution for all conflicts:

New accounts added from AD domain Add to Central System

Accounts from AD domain removed Delete from Central System
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Account description modified

Update description

Encountered admin account

Skip admin account

Newly added account from AD domain conflicts
with existing central user account

Replace Central user account

Current logged in account removed

Skip login user

Active Ditectory Sync Tool

Description

M8 Administrator  EIREERE HEIRROPIREIES

Account used for running the &...

F8iHelptssistant 3R ESHRIRENETIES
[FA8LSUPPORT_3... EEEERAR X ERFIEEIRERS

Solution

Add to Central Systerm

Add to Central System

Add to Central System

add to Central System
Delete from Central Systemn

b 0K | ’X Caneel ]

Uncheck items to skip applying solution to NCS Client user account settings.
For example, if you uncheck an “Add to Central System” solution, the new account will not be added to NCS Client’s

user account list.

@ Instead of manually adding and updating Windows users, you may also configure the system to

automatically synchronize all Windows users at a specific period.

To configure synchronization on Windows Users:

1.

Right-click on the User folder icon -] User , then click Advance and Auto. Sync. Windows User Setting. The
Advance and Auto Sync Windows User Setting window appears.

Advanced and Auto Sync. Windows User Setting

[

Advanced synchronized setting
&+ Synchronize by Windows login user
" Synchronize by admin user

" Synchronize by other user

Automatically synchronized setting

[T Automatically synchronize Windows users

-

oK ][X Cancel]

To configure automatic synchronization on Windows Users:

2.

Right-click on the User folder icon -] User , then click Advance and Auto. Sync. Windows User Setting. The
Advance and Auto Sync Windows User Setting window appears.
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3. Check Automatically synchronize Windows users.

4. Configure synchronized period to start every ___ days.

5. Define synchronized time to decide what time the synchronization should start.
6.

Click OK.

.
Advanced and Auto Sync. Windows User Setting S|

-~ Advanced synchronized setting
@ Synchronize by Windows login user
" Synchronize by admin user

" Synchronize by other user

Username
Fasswaord

~Automatically synchronized setting

I~ Automatically synchronize Windows users

Synchranized period: 1 Dayis)

=
Synchronized time: 00:00 =

Q Auto synchronization will apply all default solutions to conflicts.
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Alarms

The alarm functions of the NCS Client can be configured to monitor many different events triggered by cameras, input
devices, output devices, and servers.

@ To carry out the functions described below, you need to be in Edit Mode and Commit after setup.

Adding/Copying/Editing/Removing Alarms

To add an alarm:

1. Ensure that the client is in Edit Mode and the Configuration window is selected.

2. Right-click on the Alarm folder icon -] alarm , then click Add Alarm.

E Alarm Configuration @
General Auto Motify (MCS Client)
Alarm Name: [~ GotoMap Layer @
Alarm Description: |F'resence [~ Popup Live Video Window
Alarm Priority: Critical -
[~ Play Sound
Alarm Owner: admin A
Send to Matrix: 1 -
Coverage: Always - @
G 1 G 1 -
Rearm Interval: 4 second =i roup
¥ CloseAlarm @ [~ Show Related Camera to Matrix
~
AL T e Auto Motify (NCS Server)
{+ Close Alarm After 2 seconds
[ Recording on NGS Glient Emasl | [ sms
Alarm Management Guide ]
General Event lAd\aanced Event
E|---Cl ServerGroup « |BE-[]JC3 Camera Event - EI---EI ServerGroup
B-[w] = Test Server a > General Motion =  Test Server
..... 1= Surveillance Server [] ® Foreign Object [ ® VIVOTEK IP8362 (192.16!
..... O 2 VIVOTEK IP8362 (192. O * Missing Object 3 2 IVS_Shopping Mall
----- 2 IVS_Shopping Mall []#® Focus Lost []-® Fish eye
..... [] & Fish eye = [] ® Camera Occlusion B 12 Lobby
----- 02 Lobby [] ® Camera Signal Lost
----- D;/’ VIVOTEK IP8362 (192, - * General Motion{Device)
----- 5 IWS_Shopping Mall-Ing B[]0 110 Event
----- 5 WS_Shopping Mall-Ing -.[]5" Digital Input Triggered
..... D;} IVS_Shopping Mall-Inp -1 System Event
----- 05 Ws_Shopping Mall-In 1 Disk Space Exhausted
----- [ 57 Fish eye-Input 0 1P System Health Unusual
----- []:7 Fish eye-Input 1 - ... ] ™ System Resource Failure ~
il 4 T 2 4| 1 2 4| 1 3
’\/ 0K ] ’X Cancel ]

%

3. Inthe Alarm Configuration window, enter an alarm name and alarm description.

4. Choose an alarm priority and an alarm owner from the drop-down lists.

5. Choose from the following settings:

Choose a coverage (default coverage is Always). The coverage here is based on the alarm source device’s local

time.

Enter a rearm interval. If the rearm interval is too short (default interval is 5 sec.), multiple alarms may be
triggered by certain events such as motion.
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* You can pick from two Close Alarm options. If you want the alarm to close automatically when the triggering
event ends, check Auto Close Alarm. You can also set a timer for the alarm to close automatically after a
couple seconds.

* If you want to record video locally whenever this alarm is triggered, check Recording on NCS Client.

@ To enable recording on NCS Client, you must check Recording on the Client under Configuration —
NCS Client Setting — Record Setting.

* If you do not want to put the alarm into effect straight away, uncheck the Enable Alarm.

* If you want, click Alarm Management Guide and enter text. This text appears in the alarm detail window. The text
also appears when users point to a device for which the alarm is active.

6. Select options in the Auto Notify (NCS Client) area:

* If you want the map window to automatically display the map for the alarm’s source device, select Go to Map
Layer. User can click on_ﬁ icon to stop this function when day to day use.

* For a camera alarm event, if you want a live video window from that camera to pop up, select Popup Live Video
Window. Up to three live video windows can be open at a time. User can click on % icon to stop this function
when day to day use.

* If you do not want to send the video of an alarm source camera and a related camera to matrixes, check Disable
to Matrix button [ .

* If you do not want alarm events to replace old events on the Matrix if the Matrix is full and users do not close old

events, check the Disable Matrix Popup button B

@ NCS system will auto filter the same alarm of one camera, it can’t allow one alarm of a camera to use
more than one popup live video windows.
* If you want a sound to play when the alarm is triggered, check the Play Sound box, then click the URL button

and browse to a sound file.

* For a camera alarm event, if you want the camera’s video feed automatically sent to a matrix, choose a matrix
from the Send to Matrix drop-down list and a Group. If a related camera is selected, you can also choose to
Show Related Camera to Matrix by checking that box.

The options of this section, Go to Map Layer, Popup Live Video Window, Play Sound, Send to Matrix,
and Show Related Camera on Matrix settings apply only to one computer. If users run the NCS Client on

@ another computer, they will have to configure the settings for that computer. To use Send to Matrix and
Show Related Camera on Matrix, a matrix must be configured, and that matrix must be set to Allow
Show Video on Event.

7. Select options in the Auto Notify (NCS Server) area:

e If you want the server to send an automatic email to users when an alarm event happens, click the Email button
and then select users.

* If you want the server to send an automatic SMS message to users when an alarm event happens, click the
SMS button. The text of the message is [Alarm Name] on [Date/Time].

8. Choose the event type:

* General Event includes general events such as: general motion / IO event / system event / Metadata channel
event.

* Advance Event includes IVS event such as Presence / Enter / Exit / Appear / Disappear / Stopped / Dwell /
Direction Filter / Speed Filter / Tailgating / Abandoned Object / Removed Object

9. Inthe Source Device area, select the device/s which will trigger this alarm.

10. Inthe Event Message area, select the event/s which will trigger this alarm.
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11. Inthe Related Device area, select devices which you want to relate to this alarm. For example, an input device event
can automatically trigger a live video popup from a related camera.

12. Click OK. The alarm you added appears in the tree structure of the Configuration window.

To create an alarm group:

1. Ensure that the client is in Edit Mode and the Configuration window is selected.

2. Right-click on the Alarm folder icon -["—| Alarm , then click Add Alarm Group.

3.  Name the new Alarm Group

4. Create new alarms under the Alarm Group or drag and drop the existing alarms to the Alarm Group.
To copy an alarm:

1. Right-click on the icon ‘I for the alarm you want to copy.

2. Select Insert Copy.

3. Configure the alarm as described above.

4. Click OK. The alarm you added appears in the tree structure of the Configuration window.
To edit an alarm:

1. Right-click on the icon I for the alarm you want to edit.

2. Select Edit Alarm.

3. Edit the settings as required.

4. Click OK.

To remove an alarm:

1. Right-click on the icon "% for the alarm you want to remove.

2. Select Delete Alarm and click Yes at the confirmation prompt.

Central Server Configuration Window

The Central Server Configuration window controls how the server keeps alarm records, and also GSM and E-Mail server
settings for auto notification of alarms to users. Go to Configuration — Server Configuration under edit mode for this
window.

@ If necessary, consult with your IT administrator for details on these settings.

Central Server Configuration

Aarm | Hotiine |

Alarm Recycle Scheduled Central Backup

Keep Closed Alarms 180 day(s) v Enable Scheduled Central Backup @
Keep All other Alarms 180 day(s) Start Time: 14:00 %

Auto recycle alarm image when Recurrence: m

storage is less than a % Evizi ,1— S

To configure server alarm records:
1. Inthe Configuration menu, click Server Configuration.

2. Inthe Alarm Recycle area of the Central Server Configuration window, enter the number of days to keep closed
alarms and all other alarms.

3. Set a storage limit for alarm images on percentage. Recycling will be triggered under the desired remaining
percentage of storage space.
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@ The default period of Keep Closed Alarms is 180 days. The NCS system will remove all closed alarms
& | three days old by 12:00 PM every day.

@ The default period of Keep All Other Alarms is 180 days. The NCS system will remove all closed alarms
&7 | thirty days old by 12:00 PM every day.

@ The default limit for Auto Recycle is 5%. The NCS system will start recycling the oldest images when
& | there is less than 5% storage space left.

To setup scheduled alarm backup:
1. Inthe Scheduled Central Backup area of the Central Server Configuration window, check Enable.

2. Define Start Time and Recurrence of schedule backup.

Scheduled Central Backup

[~ Enable Scheduled Central Backup

-

To configure system auto notification via email:
1. Inthe Configuration menu, click Server Configuration. Select the Hotline tab.

2. Inthe E-Mail area of the Central Server Configuration window, enter an SMTP server, port and select Secure
connection (SSL)

3. Enter an email sender, an email subject, and the body content of the email.
4. If the SMTP server requires authentication, check the box and enter the user account name and password.

5. If you want to send a test email, click Send Test Mail.

Central Server Configuration
Alarm  Hotling 1
E-Mail GEM Modem
*BMTP Senver: | Port: Nane A
*Part 5 [~ Secure connection (S5L) Baud Rate: 1200 -
*E-Mail Sender. [ PIN Code
E-Mail Subject [ TestFhane
Body Content Send Test Message
[~ SMTP server needs authentication
Send Test Mail
[\/ oK ] [ X Cancel

To configure system auto notification via SMS:

1. Inthe GSM Modem area of the Central Server Configuration window, select a port and a baud rate from the drop-
down lists.

2. Enter a PIN code if required.

3. If you want to send a test message, enter the destination phone number and click Send Test Message.
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NCS system will auto filter the SMS for the same alarm, one alarm can’t trigger another SMS before one
SMS send out.
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Matrix System

The NCS Client provides feeds over the Internet to multiple video matrixes. Each matrix can display images from up to 64
cameras, along with text above each image including information about the camera and server.

@ To carry out the functions described below, you need to be in Edit Mode and Commit after setup.

Adding/Editing/Removing Matrixes

To add a matrix:

1. Ensure that the NCS Matrix system is running, either on the same computer as the NCS Client, or on another

computer.

2. Ensure that the client is in Edit Mode and the Configuration window is selected.

3. Right-click on the Matrix folder icon -] Matrix , then click Add Matrix.

Matrix Setting Mairix Setting Matrix Setting
General | 08D | Metadata | General 0SD | Metadata | General | 08D Metadata |
Configuration v Enahble camera 050 ¥ Enahle Metadata averlay
N |Demn Wiatrin Foreground Foreground
Fant: | Tahoma | Fant: % Tahoma =
IP Address: |1 921688.1.68 Size: m Sire: m
Fort: 5210 Calor 1 Calor 1
¥ Bold ¥ Edoe ¥ Bold [+ Edge
Backaround Background
Rendering Option allr . ™ F— . ol
v Fix Matrix Grid Ratio Transparancy — 40 Transparency — 40
Inf
W Server Marme
W Cameara MName
W Carera Type
I Bitrate
[« o 1% coce | [ oc [ X cancel | v ok | [X cancel |

* To choose the rate at which camera images are updated on the matrix, enter a camera tour interval.

5. Under OSD in the Matrix Setting window

*  For text displayed on the matrix, select a font, a font size, and font styles.

*  Choose what information is included in on-matrix text, by checking Info: Server Name, Camera Name, Camera
Type and Bitrate boxes as required.

6. Under Metadata in the Matrix Setting window

e Select enable or disable Metadata overlay

*  For Metadata information displayed on the matrix, select a font, a font size, and font color.

To edit a matrix:

1. Right-click on the icon |#| for the matrix you want to edit.

Select Edit Matrix.

2
3. Edit the settings as required.
4

Click OK.
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To remove a matrix:
1. Right-click on the icon |#| for the matrix you want to remove.
2. Select Delete Matrix and click yes at the confirmation prompt.

To configure the NCS Client for a multiple matrix system:

Follow steps 1-7 of the procedure described above, entering the matrix name and port as appropriate for each matrix.

Configuration Configuration

Matriz Mame: | NULIO Matrix 1 Matrix Mame: | NULIO Matrix 2
IF Address: | 192.168.1.51 IP Address: | 192.168.1.51
Port: 5210 Port: 5220

Test b atrix Test b atrix

You may sort matrixes on the configuration window according to name. To do this right click on the Matrix
Q icon from Configuration under Edit mode and choose Sort by... Name. You may also drag and drop
" |icons to rearrange order manually.
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View Group Management

A View Group (Matrix Profile) stores the Matrix grids, stream profiles and camera positions for one or more Matrixes. All
users can load View Groups, but only administrators can save and edit them.

Before proceeding to View Group Management, please carefully differentiate the terms below:

View Tour: A set of predefined Views grouped to display one after another. Each View is independently configured and
can include different Matrix grid layouts and different video channels.

Camera Tour: A single View that contains more video channels than the chosen Matrix grid layout. All channels will be
displayed in carousel under the same Matrix grid layout.

Grid Tour: A single video grid that contains more than one video channel. The video channel will be displayed one after
another in the grid.

Alarm Tour: You may reserve specific grids in each view for alarm video display. These grids are marked with a
colored corner. When incoming alarm videos exceed the number of reserved grids, the rule for displaying alarm video is
called Alarm Tour. You may choose from two modes, Simple and Salvo.

View Groups can be managed under the View Group List under the System Control Window.

View Group List - a3 X
S oo ]
= (View Group) View Group 1
WView) View 1
Wiew) View 2
@ (Grid Tour) 03: GGGG
@ (Grid Tour) 04: FFF
Wiew Tour) View Tour
(View) View Group 1 - View 1
(View) View Group 1 - View 2
(Wiew) hhh
- (View Group) View Group 2
EI (View) View 1
i Lf@ (Grid Tour) 02: GTL
LB (View Tour) GT XXX

_—

= (View Group) dede

Wiew) View A

» 01:VS_Shopping Mall
2 02: presence 02

Wiew) View 1

2 01: presence night

; 2 02: camera 1 tamper
i@ 03:camera 2 tamper
B (view Tour) VT X

(View) dede - View A
(View) dede - View 1

To add a new View Group:

Right click on [ View Growp List 504 select Add View Group.

To add a new View:

1. Rightclick on any View Group 1 Growp and select Add View. You will see the View Configuration window.
2. Insert a name for the View in View Name.

3. Alllicensed cameras will be under Available Cameras. Select the cameras you want to add to the View and press

B Press to remove selected cameras.

4. Use the buttons and E] to adjust sequence of cameras.

5. Right click on any camera to choose a suitable stream profile.
6. Click to switch between different matrix grids.

7. Click E] to assign alarm video channels to show video on event. You are able to define up to 16 different groups
indicated with 16 different colors under Group Setting.
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View Name: View 1

Select camera to show on View

Available Cameras: Selected Cameras: @ Preview.
Server Name Device | Server Name Device | |GI'0LID1 j @
2 local IVS_Shi ®local IVS_Shi
2 vito present - Liito presen
2 vito present
2 vito camera
® vito camera o a4q

Camera Tour Interval: 2 sec.
Alarm Tour Mode: m

[\/ oK ] IX Cancel]

By Clicking on the grids, you assign them as alarm video channels which will display Em
alarm associated video when alarms are triggered. The corner of the grid will be |—

@ marked with colors that stand for different groups (refer to picture on the right).
For Alarm Configuration, please refer to p. 40 for details.

@ Note that if no grids are reserved for alarm videos, they cannot be displayed in the matrix. A notification
| will be shown in the status bar on the bottom of the NCS Client window.

@ Maximum channels for each view is 64 ch. This includes those in Grid Tour. Refer to the next section for
~ | more info on Grid Tour.
8. Set Camera Tour Interval.

When the number of cameras exceeds the number of Matrix grids, Camera Tour will be activated.
% | Camera Tour does not involve changes of Matrix grids. For example, if you assign 12 cameras into a 3x3,
Q’ 9 camera grid and set Camera Tour Interval at 2 seconds, the first 9 cameras will be shown for 2 seconds,
then the remaining 3 cameras for another 2 seconds. The circulation continues until manually stopped.

9. Set Alarm Tour Mode: Simple or Salvo

Alarm Tour takes effect when grids assigned as alarm video channels are all occupied, and new alarm
5 - | associated video is ready for display. Under Simple Mode, old alarm associated channels will be replaced
@ by new ones. Under Salvo Mode, alarm associated channels will go into carousel and be displayed
continuously until the alarm is closed.

@ Camera Tour of a view will be stopped when Alarm Tour starts.

10. Click OK to save settings.

@ View groups can also be saved directly from the Matrix List. Click the Save view group button =l to do
" this. Refer to p.89 for more Matrix settings.

To add a new Grid Tour:
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1. Rightclick on any View Group 1 Growp and select Add Grid Tour. You will see the Grid Tour Configuration
window.

2. Insert a name for the Grid Tour in Grid Tour Name.

| ,

Grid Tour Name: ‘FFF

Select camera to show on Grid Tour

Available Cameras Selected Cameras @ Grid Tour Interval ’2— sec.
Server Name Devir Server Name | Devir
2 local VS_
2 vito pres
2 ito pres
2vito cami
2 ito cam (o add

‘= Remove

i1

T ’ « [ ’ Iv oKk | I X cancel ]

L S

3. Alllicensed cameras will be under Available Cameras. Select the cameras you want to add to the Grid Tour and

press . Press to remove selected cameras.

Use the buttons and to adjust sequence of cameras.
Right click on any camera to choose a suitable stream profile.

Set Grid Tour Interval.

N o o &

Click OK to save settings.

@ After defining a Grid Tour, you will be able to include it in the View. It will be displayed with other cameras
7 under the Selected Cameras List.

To add a new View Tour:

1. Right click on [ View Group List ang select Add View Tour. You will see the View Tour Configuration window.

, ‘
[

Wiew Tour Mame:

Select view to show on Yiew Tour

Available Views: Selected Views @

View Group Wiew Nz View Group View Nz Tour Interval: 2 sec.

View Group 1 Wiew 1
Wiew 2 Alarm View: None - @
hhh
V!ewﬂ [~ Exclude alarm view in view tour

dede Wiew A = Add

[ dede View 1
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2. Insert a name for the View Tour in View Tour Name.

3. All Views will be under Available Views. Select the Views you want to add to the View Tour and press .

Press to remove selected Views.

4. Use the buttons and to adjust sequence of Views
5. Set Tour Interval.

6. Selectan Alarm View. When alarms are triggered and alarm related video is ready to be displayed on reserved grids,
View Tour will stop on the selected Alarm View to display the video. For more information, please refer to p. 46 on
assigning alarm video channels to show video on event.

7. Click Exclude alarm view in view tour and select one view as the Alarm View in order to skip the view temporary.
User can set a view as alarm view with flag and exclude it, so when alarm triggered, the alarm view will appear in view
tour while skipped if not triggered.

8. Click OK to save settings.

View Group List x
=" View Crroup List
—|- [ CGhroup A
=[] 3+ Entrance
* 01 TFH
® 02:NY
@ 03: Towr - Towr de Tadwan
+ 44 Exit
+-{HH| 22 Hall
= r% ViewCarousel 2

+ Group & - 313 Entrance
+ Group A - 44 Ext

To load a View Group / View / View Tour: I BGroupA-mHaJl
7 Group
1. Go to Operate Mode. {ff Growp ©
2. Go to the View Group List [ View Group List ynger the System Control R | B B o B v,
Window.

3. Todisplay all Views of a View Group, right click on any of the Groups and choose Load on Matrixes.

4. To display one specific View or View Tour, right click on the View / View Tour and choose Show on Matrix.

To assign users to an initial matrix view group upon startup:
1. Go to Edit Mode.

2. Right click on a specific user under Configuration under the System Control Window.
3. Click on Edit user.
4. Under User Configuration, choose a view group from the drop down list under Initial View Group.

This View group will be started automatically when this user logs in.

[PEdtvode] 5] G @ i) e
Configuration v ax User Name ‘
=[] User Grovp Fassword |
- 4 Administrator Confirm Password: [
a0 Useré sdmin Description: |Acministrator
s @]!)‘:1 Email [ericchen@nuua. com
=03 ‘EhTm Phone Numbar 0919504227
| C.ovemg Bt Ut User Group. | Administrator |
@ A_‘lw Coverage: ‘A\wavs j@
o - ﬁ?m}\{xaﬁ‘iXOne T e s Group 1 -|®
E Matrix Two | r gronnl-lem ........................................ |
FZserver List | Configuration v

To rename a View / Grid Tour / View Group / View Tour:

1. Right click on the icon and label under Edit Mode.
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2. Click on Rename.

To remove a View / Grid Tour / View Group / View Tour:
1. Right click on the icon and label under Edit Mode.

2. Click on Delete.

To edit a View / Grid Tour / View Group / View Tour:

1. Right click on the icon and label under Edit Mode.

2. Click on Settings...

@ Under Edit Mode, drag and drop to change sequence of Views, View Groups, View Tours, Cameras and
& | Grid Tours.
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Network Management

NCS Server Management

On the NCS Server Window, administrators can Kill Client, change port of connect, and limit the maximum client connections.
To kill a connected client:

1. Double click on the NCS Server icon to open the NCS Server Window.

2. Choose a client IP and click Kill Client.

To change connect port and maximum connections:
1. Click Stop to cut all connections.
2. Change port of connection and maximum connections.

3. Click on Start to allow connections.

NCS Alarm Server E‘_‘éj
Main ]Conﬁguralioﬂ ] Backup 1 License Status
Client Count 1
State P
Running 127.0.0.1
Kill Client ] Kill All Clients |
Senvice
Server Status: Running Start

Options

5130 Default

16

v ok | [ X Cancel ]

To change the NCS Server password:

The default password of admin account is empty. Modify the password from the client software and commit it to the server
as follows:

1. Open NCS Client Software and log in with the admin account.

2. In Edit Mode, select the Configuration Window.

3. Right-click on the user icon - & admin for the admin account and select Edit User.

4. Enter a new password, and then click OK.

5. Click on the Commit button E¥]Commit to commit the modification to the server.

Matrix Management

To edit the Allow Hosts list:

1. Inthe Start menu, point to All Programs, point to NUUO Central Management Client, and then select NCS Matrix to
start the matrix.

2. Point to the bottom-right corner of the screen, and then click on the General Setting icon |@
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3. Click OK to open the Matrix Configuration window.

4. Click the Allow List button.

E

Allow Hosts List

[ Allow All Hosts

192 . 188 . 1 . 51|

Add | Delete ‘

192.168.1.50

« COK | K Cancel ‘

5. Inthe Allow Hosts List window, deselect Allow All Hosts, and then choose from the following actions:
* To add a host, enter the host IP address, and then click Add.
e Toremove an IP address from the allow list, choose the IP from the table and then click Delete.
6. Click OK to save the configuration.
To set a matrix password:

1. Inthe Start menu, point to All Programs, point to NUUO Central Management Client, and then select NCS Matrix to
start the matrix.

2. Point to the bottom-right corner of the screen, click on the General Setting icon |@ and then click OK.

[ =]
Host
Port. 5210} Allowr List
Password |
Confirmed Password: |
[~ Run matrix when Windows startup
«  OK X Cancel

3. Inthe Matrix Configuration window, enter and confirm the password.
4. Click OK.

To start up NCS Matrix automatically:
1. Inthe Start menu, point to All Programs, point to NUUO Central Management Client, and then select NCS Matrix to

start the matrix.
Point to the bottom-right corner of the screen, and then click on the General Setting icon @
Click OK to open the Matrix Configuration window.

In the Matrix Configuration window, select Run Matrix when Windows startup

A

Click OK.
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Importing/Exporting NCS Client Configuration

The NCS Client configuration can be saved to the local PC and loaded back again. The configuration includes:

* Map display settings
e Alarm log Settings
*  Matrix Settings

*  MatrixView configuration

To save or load other settings such as server settings or map settings, see Loading/Saving NCS Server Configuration .

To import or export NCS Client configuration:

MCS Client [admi
—

Main | Configuration Tools Di

= Commit

=

|tﬂ Export Configuration
=3 Import Configuration

Save Current UI Layout

Deleta... 4

Logout
Exit

In the File menu, select Import Configuration or Export Configuration.
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Loading/Saving NCS Server Configuration

The NCS Server configuration can be saved to the NCS Server PC and loaded back again. It can also be reset to default
status. The configuration includes:

*  Server settings

*  Map settings

* Device settings on maps

e User group settings

e User settings

e Alarm settings

*  Coverage settings

* Indication import settings

*  Server configuration
*  Address and password of SQL Server
To save, load, or reset NCS Server configuration:

1. Click the icon from Taskbar and enter the password.

MNCS Alarm Server = S|
Main  Configuration | Backup | License Status |
SQL Server
Status: (local) - Connected
Server |[Iocal} j

‘‘‘‘‘‘

Password for sa: |

NCS Configuration

Save, Load and Reset the all the central management configurations, including
Servers, maps , users, alarms and so on.

Save ] [ Load Reset NCS Configuration

Options

Alarm Image Path:

~

CProgram Files (x86)\NUUO\NCE_ServerlCMSEventimages 3 WAL

[~ SQL Reconnection

[~ Run NCS Server when windows startup

l/ oK Hx Cancel]

2. Inthe Central Server window, click Save, Load, or Reset NCS Configuration.

Q Restore NCS Configuration will not clear the setting of SQL Server.
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License Management Tool

The license of the software should be registered first when upgrading to NCS V1.3.0 or later versions.

Execute the License Management Tool to activate the license from a dongle or serial number allocated with the software
package, or de-activate the license and then use it on another PC to activate it again.

Both “On line” and “Off line” status of PC environment could execute the tool to “activate” or “transfer” the license. Below list
5 types of license management process:

* To “activate” the license with an NCS System connected to the network, follow the “Activation Online” process.

* To “activate” the license with an NCS System not connected to the network, follow the “Activation Offline”
process.

* To “activate” the license from a dongle either with an NCS System connected or not connected to the network,
follow the “Activation from dongle” process.

* To “de-activate/transfer” the license with an NCS System connected to the network, follow the “Transfer Online”
process.

* To “de-activate/transfer” the license with an NCS System not connected to the network, follow the “Transfer
Offline” process.

Please refer to the chapter below for detailed steps of each process.

License Management Tool Overview

Execute License Management Tool

1. Execute License Management Tool in Configuration of NCS Client.

License Monagement Tool
Activate | Transter |
SM Cam | IjO | POS | AC LPR | Product
< >
Activate type
f+ Online activation:
& Input Sh:
" Impart SN file:
r

" Offline activation
Step 1 : Expart server information file
o)

-

Step 2 Use "Offline Tool" to activate license and get offline license
file

Step 3 Import offline license file:

2. The License Management Tool will appear. Please refer to the tool overview below.
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License Management Tool Overview

Activate

—_—————————
IE License Management Tool E

Activate tab

SN status

Activate I Transfar |

Online activation

" Activate from dongle

EN [cam [yo [pos [ac [ eR [ Product
I |
- Activate type
@ Online activation:
& Input SN:
 Import SN file: )

Activate

= Offline activation

Offline activation

Transfer

file

Step 1 : Export server information file:

& tanual key-in SK on Offine Tool

= Activate frorm dongle

Step 2 Use "Offline Tool" to activate license and get offline license

Step 3 Import offline license file:

Export offiine pack

=

Import

—_————————————————————
E License Management Tool E

Transfer tab A
SN status -

Transfer type -

[ Ativate Transfer |

SN | cam |yo  Pos |ac | PR | Product

<

[~ Transfer type:
& Onling
 Offline

Activate/Transfer License

Activate License

Activation Online

1. Open License Manager Tool.

2. Select On line as Activate type.

l Transfer ﬂ

Activate

Import

Transfer

3. Input the SN (Serial number) or Import SN file, and then click on the Activate button.

[#] License Management Tool

Activate I Transfer |

=M lcam |10 | Pos [ac [ PR | Product

- Activate type

@ 0nline activation:

& Input SN:
" Import S file:

|
=

" Activate from dongle

4. Restart NCS-Client if activated successfully.
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Activation Offline

=

Open License Manager Tool.

n

Select Offline as Activate type.

3. Select Manual key-in SN on Offline Tool or Activate from dongle, then click Export offline pack.

4. Save Request file, and then take it to another PC connected to Internet.

| = C:\Documents and Settingsis I
B HE) BV BevE | @
Ot-H-O~ 2 as i

| #54E(D) |o License v | s

= | A F
offlinereq  [SfELERETIRS |
e

Yy ¥

LicenseTool.dll  msvcr80.dIl

H

5. Execute OffLineTool.exe on another PC, Input SN or SN file or insert dongle, then click Activate to send request file
to license server.

Offline Tool

Infarmation

Activate new Shl.

Flease input SN

 Input type
Server Infarmation lle path: [cDocuments and Sel | "
SM input:
& Input SM: l|—
 Import SN file: |=
| Activate from dongle
|_actiete|

6. Save License file, and then take it to the original NCS Client of the NCS System.
£l

\i) Please select a filename to save as a new license file.

7. Open License Manager Tool from NCS Client again, select Import license file, and then click the Import button to
activate.

8. Restart NCS-Client if activated successfully.

Transfer License

Transfer Online

1. Open License Manager Tool.
2. Select Transfer Tab, and then check Online as Transfer type.

3. Select SN and click on Transfer button.
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m License Management Tool E

Activate  Transfer |

S |ram |yo | pos | ac [ PR | Product
7AE4-OE4E-BSS0-F3... 64 256 64 NCS Base

m I} m

-~ Transfer type:

@ Online
" Offline

4. Restart NCS-Client if transferred successfully.

Transfer Offline

1. Open License Manager Tool.
2. Select Transfer Tab, and then check Offline as Transfer type.

3. Select SN, and then click Transfer button to transfer SN.

m License Management Tool E

Activate Transfer |

M | Cam | 170 [ POS | AC  LPR | Product
7AE4-OE4E-BS30-F3.., 64 256 64 -

NCS Base Activa,..

m I} m

-~ Transfer type:

¢ Onling
f+ Ofling

4. Save Request file. Copy request file to another PC connected to internet.
5. Execute OffLineTool.exe on another PC, check Transfer SN and click Transfer to send request file to license server.

6. Check Transfer Completed.

User must copy the request file to another PC and send it to the license server, otherwise the SN cannot be reactivated!!

<
g

)= | NCS Server cannot connect to SQL Server without NCS Base License.
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Part 3: User Functions (Day to Day Use)

This section describes function and operations of the client in day to day use, including alarm management and view live
video on NCS Matrix.

The commands which a user can access are governed by the user group privileges assigned by the
administrator. For this reason, some of the commands described in the section may not be available to
each user.
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Operate Toolbar

The Operate toolbar controls common functions connected with map view, display and control of actions triggered by
alarms.

~REEBROLER
It includes buttons below:

e The Disable Go to Map button & . When selected, alarm events cannot change the map view.

* The Disable Popup button B . When selected, alarm events cannot trigger a live video popup.

* The Disable Link between Map and Matrix button <. When selected, links between Map and Matrix View
devices cannot be displayed on the NCS Client.

Q If users enable Link between Map and Matrix, selected cameras on the map can be highlighted on the
Matrix View and vice versa.

e The Disable to Matrix button [ . When selected, alarm events cannot send alarm source camera and related
camera video feed to matrixes.

* The Disable Matrix Popup button ® . When selected, video of new alarm events cannot replace old events on
the Matrix if the Matrix is full and users do not close old events.

* The Close Sound button & . When selected, alarm events cannot trigger a sound.

*  The Minimize Tray button x . When selected the window will minimize to task bar.

+  The Lock System button L2, Click to maximize and lock the window. To unlock you must input username and
password.
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Alarm Overview Window

The Alarm Overview window shows recent alarm events in various formats, and is also used to show alarm query results
and log messages. For any alarm displayed in this window, an Alarm Detail window can be opened. This enables easy
management of alarms. There are five tabs in the window: Recent, Real Time, Message Log, Output and Output2. The
first three tabs show recent real-time alarm information, and the remaining two tabs show query and search results. The
function and use of these tabs is described below.

Recent Tab

Recent v o x

iy H; Hy Hy Hi SRS “

Asran

i

ZJRecent | 33F

B L .
q

outpet | Tloutput z | [T)Messzos Log

Time

]

The Recent tab gives a display of recent alarm events in icon format. When the alarm event is triggered by a camera, the
icon normally shows a snapshot of the video feed from that camera at the time the alarm was triggered. However, when the
camera signal is lost or the user does not have authority to view snapshots from that camera, or when the event is triggered
by another device, other icons are displayed. The various icons and their meanings are shown below.

Event Message Snapshot for Camera Events, including General Motion,
Foreign Object, Missing Object, Focus Loss, Camera Occlusion

Event Message Picture for Camera Event of Signal Lost.

Event Message Picture for I/O Event of Digital Input Triggered.

Event Message Picture for Metadata Event without an associated camera or
no authorization to view video.

Event Message Picture for Server System Abnormal Events, including Disk
Space Exhausted, System Health Unusual and Source Server Disconnect.

Event Message Picture for Server System Operational Events, including
Start/Modify/Stop Smart Guard, Schedule, Live Streaming Server, Remote
Playback Server, Start/Stop Manual Record, Modify Confiquration,
Enable/Disable Channels, Lock/Unlock System.

Event Message Picture for Device Authority Deficiency; The user does not
have the authority to view the snapshot of that device.
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Real-Time Tab

Click on tab to filter alarms.

Real-Time * 1 X
1] F'_'II Prionaf J A\_ﬁrm Type ] Stat. ] Alarm Mame J Event Type ] Source S_arver ] Source Device ] Dgcricmon I Ow&er ] Time l =
1] Critical Real Alarm Mew Motion Detected General Motion MyCMS Reception motion from rec...  admin 2014-04-20 23:43:30
1] Critical Real Alarm MNew Motion Detected General Motion MyCMS Reception motion from rec..  admin 2014-04-20 23:43:11
1] Critical Real Alarm MNew Motion Detected General Motion MyCMS Reception motion from rec..  admin 2014-04-20 23:42:33
1] Critical Real Alarm New Mation Detected General Mation MyCMS Reception motion from rec... admin 2014-04-20 23:42:14

The Real-Time tab gives a list of alarm events as they come in to the client. For client configurations where a lot of devices
are being monitored, a great many alarm events may be received. To display only relevant events the user can filter by

Priority, Status, Alarm Name, Event Type, Source Server, Source Device, Description, Owner, and Time. In addition,
the number of displayed alarm events can be controlled.

To filter by priority:

Click the Priority button. From the list, select the priorities for alarms you want to display.

To filter by status:

Click the Status button. From the list, select the states for alarms you want to display.

You can set the alarm status with hotkeys as well. Please refer to Hotkey Functions chapter.

To filter by alarm name:

1. Click the Alarm Name button.

I Alarm Mame Filter

| GaectAl Clear All

Alarm Narme
1y General Muotion
i, Signal Lost

v 0K

Priority

w
o
T

Critical
High
Hormal

Lo

LIl

2. Inthe Alarm Name Filter window, select the alarm names for the alarms you want to display.

To filter by event type:

1. Click the Event Type button.

I Event Type Filter

| GaectAl Clear All

Event Type
[JGeneral Wotion

Foreign Object
Missing Object
Focus Lass

[ Camera Signal Lt
[Digk Space Exha
15ystem Health Ui

Enable Channel
Disable Channel

Camera Occlusion

ost
usted
nusual

Digital Input Triggered

Start Smart Guard
Stop Smart Guard
Modify Smart Guard

)

v 0K

2. Inthe Event Type Filter window, select the alarm names for the alarms you want to display.

To filter by source server or source device:

1. Click either the Source Server or the Source Device button.
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" Source Server and Source Device Filter

1= [#]C] ServerGroup
= = NUO

= gurvellaone Server |
% Camera 2

& Camera 3

[¥]:7 Camera L-Input 0
[¥]57 Carnera 1-Input 1
[#1:7 Camera L-Input 2
[¥]57 Carnera L-Input 2
' Camera 1-Output 0

& Camera 1-Output 1
' Camera 1-Output 2
[“]°y Camera 1-Output 3

7o ) (X oo

2. Inthe Source Server and Source Device Filter window, select the server/s, the camera/s, 1/0 device/s or metadata
device/s for the alarms you want to display.

To filter by Description:

1. Click the Description button.

2. Inthe Alarm Description Filter window, select the description that you typed in the Note Description in the Alarm
Management window, and the alarm will be displayed.

To filter by alarm owner:

1. Click the Owner button.

Select User
NAME Deszcription
& admin Administrator
& Usera
& UserB

2. Inthe Select User window, select the owners for the alarms you want to display.

To filter by time:

Click the Time button. From the list, select the period (1 Hour, 1 Day, 1 Week, or 1 Month) for alarms you want i

1 Hour
to display. 1 Bay
1 'week
1 Month

Output Tab and Output 2 Tab

The Output and Output 2 tabs show lists of alarm event query results or alarm event search results from the Advance
Alarm Search tool. The lists can be ordered according to Priority, State, Alarm Name, Event Type, Source Server,
Source Device, Description, Owner, or Time.

— ——* Clickontab to

8| Priorty State Alarm Name Evertt Type Source Server Source Device: Description Owner Time .

il e ‘demo Eneral Motion TO0S Tawan —— demoliy Sdmin D007 11711739 Order “StS

) critical Hew demo General Mation HULO Taivan dema(1} admin 2008-01-07 10:33:27 :

) critical Hew demo General Mation HUUO Taivan dema(1) admin 2008-01-07 10:33:23

) critical Hew demo General Mation HULO Taivan dema(1} admin 2008-01-07 10:33:21

0 critical Hew demo General Mation UL Taivean dema{1} admin 2008-01-07 10:33:20

0 critical Hew demo General Mation HULO Taivean dema{1} admin 2006-01-07 10:33:19

0 critical Hew demo General Mation HULO Taivean dema{1} admin 2006-01-07 10:28:10

0 critical Hew demo General Mation HULO Taivean dema{1) admin 2006-01-07 10:28:07 v

Erecent | GGReal-Tme |2 output | T output 2 | TIMessage Log

To order lists in Output and Output 2 tabs:

Click the button at the top of the column you want to order by. For example, if you want to order by time, click the Time
button. To reverse the order, click the button again.
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Message Log Tab

This tab displays messages from the server. The displayed messages are as follows:

* NCS server failed to execute SQL command
e The disk space of NCS server is low

e The license of NCS server is missing

* Failed to connect to matrix [matrix name]

* Failed to connect live video on matrix [matrix name]

Alarm Log Settings

The Alarm Log Setting window features controls for the Recent and the Real-Time displays. It also includes the option to
display the local time of the source Main Console server for alarm events.

To configure alarm log settings:

1. Inthe Configuration menu, click Alarm Log Setting.

[£] Alarm Log Setting Edit Ficlds
Recent Alarm v Show Alarm History
Display Count: ,T {0.88) Available figlds: Show these fislds in this order:
Image Size: 80x60 i Lacal Time Attachment
Assigner Alarm Record Attachment
i Alarm Note Priority
Real-time Alarm Status
Alarm Marne
Display Count: 100 (0.999) Event Type
Source Server
™ Show Source Server Local Time Source Device
Description
Owner
Output and Cutput2 Alarm Time
Edit Fields
| v X | ’ X Cancel ] Default ] v ok | l X Cancel ]

2. Inthe Alarm Log Setting window, configure the following options:

* Inthe Recent Alarm area, enter a display count in the range 0 to 99. This controls how many icons can be
viewed at one time when the Recent tab is selected.

* Inthe Recent Alarm area, select the Image Size from drop-down list. This controls the size of icons viewed
when the Recent tab is selected. There are four image size, 80x60,160x120, 240x180, 320x240.

* Inthe Real-Time Alarm area, enter a display count in the range 0 to 999. This controls how many alarm events
can be viewed at one time when the Real-Time tab is selected.

* If you want to view alarm event times in the local time at the source server, check Show Source Server Local
Time.

*  To customize desired output fields in the Output and Output2 windows, click Edit Fields.
3. Inthe Edit Fields window you may customize on which fields to display in the Output and Output2 windows.

*  Check Show Alarm History to include Alarm Note in available fields.

« Clickon ™ to add new fields into display or click on % to remove them. Clickon & or ¥ to adjust order.

* Click on Default to reset to default settings.

Alarm Management Window and Batch Alarm Management

For any alarm displayed in the Alarm Overview window, an Alarm Management window can be opened. This gives
detailed information about the alarm. Depending on the privileges assigned to users, it can also include basic information
options to view live or recorded video feeds, to trigger digital output devices (for example an audible alarm signal), and to
print alarm details. You may also update or reset the state, priority, and owner of the alarm under this window.
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To view alarm information in the Alarm Management window:

Alarm Overview Window

Right-click (or double-click) on any alarm event in the Alarm Overview window, and then click Alarm Management.

Alarm Details

Other Information: ‘ z

Alsrm Lienegement T R T ————— ]
Live View - ~ 2014/04/2100:06:36 | Playback 2014/04/21 00:05:47 - 00:06:07 Alarm Status
Live View Playback View MamType: & RealAlarm ¢ FalseAlam
Status: New v
Priority: Critical v ||
Owner: admin Ad
Note: Selectnote... -
Note Description: | I
Editable Alarm
_____ Live View Tools Playback Tools Status
MyCMS - Rece 373 kbps . .. —
I S|l v [E] T E] [E] @ E] @ @ ¥ Auto close dialog after update ‘
z@e
4
Alarm Infos | Contact | Digital Output | History | " Alarm Guide
Alarm Information Source Server -
Alarm Name: |Motion Detected Server Name: [mycus
Source Device: IMyCMS - Reception Date / Time: l2014—04»21 00:05:52 (GMT+08:00)
Event Type: | General Motion Address: , A
Date / Time: ]2014404-21 00:05:52 b
City: [xinbei city
State: [
Zip: [

Alarm Guide

The Alarm Management window gives details of five sections:

* Live View: The live view of the camera that triggered the event, and related tools to control live view.

* Playback View: Instant video playback from the time alarm is trigger, and its related playback tools.

e Alarm Details: Includes general information of the alarm, related contact info, which digital output, and alarm

history information.

e Alarm Status: The alarm status is to be updated according to actual events, the log can later be searched

* Alarm Guide: The guide for how to deal with this alarm. You can input the alarm guide at the alarm configuration

window.

To view live video from the alarm source camera:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Live Video . The Live Video Window for the camera is displayed.

[E] Live Video Window - Ala

Bit Rate:

Frame Rate:

Source Device:
Source Address:
Video Resolution:

(#=]a]n

MyCMS - Reception (—)
10.0.2.83

1920 x 1080

7511 kbps

30fps

| 4

3. If you want to adjust the video to original video resolution, check Adjust to original video resolution @
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10.

11.

12.

13.

Click Snapshot . The snapshot is displayed and users can save the image or copy it to the clipboard.
Click on Alarm Management to go to the alarm management window.

Click on Alarm Playback to view alarm playback video if available.

Click on Connect to Camera Link to go to camera ip address link (set up required) directly.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded, High,
Normal, Low and Minimum.

For cameras with two-way audio support, you may click and hold the Talk button for this function. Talking will end
when you release the button. Please note alarm live view pop-ups will be temporarily disabled when using the Talk
function.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

If the camera is configured with IVS alarm, the @ will appear. Click the button to show the IVS display options.

4 B
[&] Live Video Window M
Source Device: Test Server - IVS_Shopping Mall (...
Source Address: 192.168.0.101
Video Resolution: 1920 x 1080
Bit Rate: 14451 kbps
Frame Rate: 291ps
« s

-
T—-—_ = i oy Clear Al
W . ' ‘ Display Zone

Display Counter
Display Blobs

Display Non-Alarmed
Display Target ID
Display Object Height
Display Object Speed
Display Object Area

Display Object Classification
=

To use PTZ control in a live video window:
Click the PTZ button for the following PTZ controls:

. Enable Digital PTZ: Check to switch between digital / physical PTZ

. Preset Point: Choose if available from the drop-down list

. Patrol or AutoPan: Choose if available from the drop-down list, click @ to start and @ to stop

o Direction controls: Up, Down, Left, Right and Home
. Zoom out (-) and zoom in (+) controls
. Focus far (-) and focus near (+) controls

. Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

Page - 66



Central Management System

Alarm Overview Window

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down

the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.

PTZ Control
[~ Enable Digital PTZ
Preset Faint

Setup Nenu
|-Select One— -] Exit,..
ool | (@] TORILL
@ P12 Setup

0iupla¥ setup

fg:;::g;alion Setup
@ Diognostics
Zoom B

Focus B

I Speed Dome Menu

Focus/Iris: SeMecis

If the camera supports Fish eye lens and was correctly configured in Main Console, an additional button Switch

Fish eye will appear above the PTZ Control panel. Click on the arrow to select between Original / PTZ
Mode / Quad Mode / Perimeter / Full Panorama Mode.
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To view recorded video from the alarm source camera:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Recorded Video . The Remote Playback Window has full playback controls.

E] Remote Playback Window (MyCMS - Reception) - Remote @

Playback Navigation

ecord 1

2014/4/23
T4 07:00:24

f
Lea][a][w][w]
Playback Period
T4 07:00:11 - T4 07:00:41
Export Period
T4 07:00:11 - T4 07:00:41

3. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

4. Click Export Video button to save recorded video.

» Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click

SAVE.

» Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.

* Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

¢ Click OK to save the video.

5. If you want to fix the window size at the original resolution, check Fix original video resolution @

6. If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

7. Ifthe camera is associated to metadata devices, the Metadata button will appear. Click the button to disable

metadata display.

8. Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to Pan /

Tilt.

9. If the camera supports ish eye Lens and was correctly configured in Main Console, the Switch to Fish eye button

will appear. Click on the arrow to select between Original / PTZ Mode / Quad Mode / Parameter Mode.

With dual record support, you can select to playback Record 1 or Record 2

1. Default playback is Record 1. To view Record 2, stop the playback, click on the scroll down menu to select Record 2.
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2.

Alarm Overview Window

[&] Remote Playback Window (MyCIS - Reception) - Remote ﬁ
Playback Mavigation i Record 1 - | E & |v

Playback Period
T4 07:00:29 - F<F 07:00:59
Export Period
TF4F 07:00:29 - T4 07:00:59

Now the video playback is of Record 2.

Record 2

”
[@] Remote Playback Window (WMyCMS - Reception) - Remote

Playback Navigation

2014/4/123

T4 07:31:34
OCE

=14
wla](»]») (@21
Playback Period
T4 07:31:29 - T4 07:32:29
Export Period
T4 07:31:29 - T4 07:32:29

’El Record 2

The default alarm playback period is 20 seconds, including 5 seconds prior to the event and 15 seconds
after. This can be modified in Edit — NCS Client Setting — Instant Playback Setting. Alternatively you
can use Remote Playback system which has full playback controls. Go to Remote Playback under Tools.
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To send Video to Matrix:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Send to Matrix and select previously set Matrix / Group (see Matrix System, page 44). The video is sent
to Matrix.

To view Metadata display:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. If the alarm has Metadata display, the Metadata button will appear. Click to disable/enable display. The Metadata
transaction data is displayed on the right.

To view live video from a camera related to the alarm source /O device or metadata device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Related Device , then point to Open Live Window, and click the camera you want. The Live Video Window
for the camera is displayed.

3. If you want to fix the window size at the original resolution, check Fix original video resolution.

To view recorded video from a camera related to the alarm source I/O device or metadata device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Related Device , then point to Open Playback Window.
3. If you want to fix the window size at the original resolution, check Fix original video resolution.

To trigger a digital output device:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Related Device , then point to Trigger Digital Output, and choose the output device you want to trigger.

To report/print alarm details:

1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Click Report/Print Alarm , then select the printer options you want and click OK.

To set the alarm state, priority, owner and Note:

There are two ways to manage alarm state, priority, and owner. One is in the Alarm Management Window, and the other is
in the Batch Alarm Management Window, which is opened directly from the alarm event in the Alarm Overview window.

* In the Alarm Detail window
1. Right-click on any alarm event in the Alarm Overview window, then click Alarm Management.

2. Inthe Alarm Status area, select the State, Priority, owner and Note from the drop-down lists. If you want to reset
these options to the settings when you opened the window, click Reset.

3. Click Update to manage this alarm.

* In the Batch Alarm Management window: Botch Ao Unagemert =
|
Alarm Type: @ RealAlarm
1. Right-click on any alarm event in the Alarm Overview window, then click Batch Alarm CiFaze e
Management. Prcrty [
Owner feamn
Note Selectnate S

Note Description

2. Inthe Batch Alarm Management window, select the State, Priority, owner and Note from

the drop-down lists. Click OK. a
v o
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Exporting Alarm Data to an Excel File

Alarm data can be exported to an Excel file. You can do this for a single selected alarm, or for all alarms in the Alarm
Overview window. The columns in the exported file are including AlarmName, Priority, State, EventType, SourceDevice,
Owner, AlarmTime.

4 A B 9] D E F G H 1 ] E L
1 AlamoMargPricrity St EventType SourceSer SourceDevice Ovwner Al Tirme

125 A0 Criical ~ New Seurce Ser NVE_MainConsole adrain 2005-12-21 202634

126 A0 Critical ~ New Source Ser NDVR_MainConsole  admin 2005-12-21 202634

127 40 Critical ~ New Seunce Ser NVE_MainConsols admin 2N03-12-20231912
128 40 Critical —~ New Sowrce Ser NDVR_MainConsole admin 2N0-12-2023:18:52
129 40 Critical ~ New Seurce Ser NVE_MainConsole admin 20212-102021:22
130/ 40 Critical ~ New Source Ser NDVR_MainConsole  admin 2005-12-10 202102
131 A0 Critical ~ New Sonnce Ser NAS admin 205-12-08 01 56:55
132 40 Critical ~ New Seunce Ser NVE_MainConsols admin 201207 22:58:36
133 40 Critical ~ New Sowce Ser NDVRE_MainConsole  admin 2001207 22:58:16

To export a single alarm event to Excel:

Right-click on any alarm event in the Alarm Overview window, then click Export Selected to Excel.

To export all alarm events in the Alarm Overview window to Excel:

Right-click on any alarm event in the Alarm Overview window, then click Export All to Excel.

Clearing Alarms

All alarm events can be cleared from the Alarm Overview window.

To clear all alarm events:

Right-click on any alarm event in the Alarm Overview window, and then click Clear All.

Disable Alarm Temporary

Right-click on any alarm or alarm group, select Re-enable After, and select a time interval, so the alarm will be de-active
within the time duration.

Choose Resume to make the alarm active again.

| Re-enable After >|| 1 min |
Resume 5 mins

15 mins

1 hour
5 hours
12 hours

custom...
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Map Window

Adjusting Map Appearance

The display of map graphics in the Map window can be controlled. The size of the map can be selected, and the map
moved in the window to show the required area. The brightness of the map graphic can also be changed without affecting
the brightness of device indicators on the map.

To control the size of a map:

Use the zoom in J2 /zoom out /2 buttons or with the mouse wheel to adjust map size, or click the magnify & button and
select one of the following options:

e Full Size

* FitImage

¢ Fit Width

*  Fit Height
To enable area zoom:

Click the magnify # button and then select Area Zoom. Click and drag with your mouse to draw a rectangle on the map.
This area will be magnified to fit the screen. Click again to turn Area Zoom off.

When Area Zoom is enabled, click on the map to center it. Drag the minimized icon on the lower right corner to move the
map around.

To lock the map size:

Click the magnify #~ button and then select Zoom Lock. This prevents the accidental changing of the map size. To turn
Zoom Lock off, click it again.

To pan when the map size is larger than the Map window:

Click and drag the map to the position you want.

To lock the map pan setting:

Click the magnify # button and then select Pan Lock. This prevents accidental panning of the map. To turn Pan Lock off,
click it again.

To adjust map brightness:

Move the brightness slider J for the brightness you want.

@ The controls above can also be accessed on the Map toolbar

Navigating Between Map and Servers/ Devices

It is easy to navigate between different layers of maps, and to show the maps for devices in various locations. There are
two ways of doing this: clicking icons in Map List, and using indicators on the map.

To navigate in Map List:

Ensure that the Map List window is selected. Then either:

+  Click the icon & for the map you want to display.

or
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e  Click a device icon. The map which the device indicator is on will display.

To navigate with indicators:

Ensure that the Map List window is selected. Then click on a map indicator to see the underlying (child) map. Click the
Go to Parent Map button % on Map toolbar to go to the parent map.

Searching for devices on the server list or on map
Users can search for devices, servers or map indicators on the server list or on maps by using the Search function.
To use the search function:

1. On the Search toolbar, click the Search icon 43 , and select Search Setting.

o~ Search

Find what:
JPL

I~ Match case

[~ Match whale ward anly

Find Where: Find String In

" MapTree v Server|P

+ ServerTree Iv Server State
Device [+ ServerAddress
r v Server City

v ServerGraup v Server ZIP

v Server [~ Contact Name
v Camera [~ Contact Phone
v 10 [~ Contact Email
Iv Metadata

’ Find Previous ] ’ Find Mext ]

2. Inthe Search window, enter the full name or part of the name of the indicator you want to search for.
3. Select from the following options:
* Match case — searches for names where the case matches the letters you entered.

* Match whole word only — searches for the term you entered as a whole word. If the term you entered forms
only part of an indicator’s name, that indicator will not be found.

* Device - check to select which kinds of devices you want to include in the search.

* Find Where — MapTree / ServerTree — Click to define search range, either from the MapTree or ServerTree.
* Find String In — Specify string location for more accurate results.

4. Click Find Next to search for the indicator name. If an indicator is found, the map it is on will be displayed and the
indicator will be highlighted. The corresponding icon in the Map List window will also be highlighted.

5. If you want to search through multiple indicator names which include the same term, click Find Next until the indicator
you want is found. Click Find Previous to go back to the previous found indicator.

@ You can also search for indicators by entering a string in the Search box and pressing Enter.

Map Indicators

Indicators on a map provide a graphical representation of the connection and alarm states of the devices or servers they
represent, or for map indicators the alarm state of devices on their child maps. The meaning of the various graphics is
given below.
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Camera is connected and has no alarm

Camera is disconnected and has no alarm

Camera is connected and has New alarm

Camera is connected and has Assigned, In Progress or Later alarm

Server is connected and has no alarm

Server is disconnected and has no alarm

Server is connected and has New alarm

Server is connected and has Assigned, In Progress or Later alarm

POS is connected and has no alarm

POS is disconnected and has no alarm

POS is connected and has New alarm

POS is connected and has Assigned, In Progress or Later alarm

[-_1: Access Control is connected and has no alarm

I;t Access Control is disconnected and has no alarm
L@ Access Control is connected and has New alarm

L&? Access Control is connected and has Assigned, In Progress or Later alarm

— License Plate Recognition is connected and has no alarm

=
@ License Plate Recognition is disconnected and has no alarm

License Plate Recognition is connected and has New alarm

License Plate Recognition is connected and has Assigned, In Progress or Later alarm

S . .
7NL Input device is connected and has no alarm
2n
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sV
"& Input device is disconnected and has no alarm

e
J’& Input device is triggered and has no alarm

2.
Input device is triggered and has New alarm
2.8
TNE Input device is triggered and has Assigned, In Progress or Later alarm
'~

Output device is connected but not triggered

Output device is disconnected

Output device is connected and triggered

There is no alarm on underlying map

|

\[7

O%
CJ? There are New alarms on underlying map
CJQ There are Assigned, In Progress or Later alarms on underlying map

Map Display Settings
You can control the appearance of text which accompanies device indicators, and the information it shows.

To change the map display settings:

In the Configuration Menu, click Map Display Setting, and choose the desired configuration:

* For text displayed above device indicators, select the font, font size, font color and any font effects desired.
* If you want the server name displayed alongside the device name, select Show Server Name.

* Select the background color, background transparency and camera coverage color for device indicator text.

Map Display Setting lﬂ
Text on Map Indicator Style
Font: Arial - Color When Focus:
Size: 9 - Style When Focus:  fe------ | |2 | px
Color: [ (-] [+ Show Camera Coverage
[~ Bold [~ Italic [~ Underline Coverage Transparency: ——f—— 180
[~ Show Server Name Coverage Color: :E
Text Background Miscellaneous
Transparency: 160 Map Background Color:
W Color: Temperature Format: &+ Celsius
" Fahrenheit
Apply H\/ oK ] ’ X cancel ]
[ ]
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Device Alarm Menus

When a user right-clicks on a device indicator on a map, or on a device’s icon in the System Control window, a Device
Alarm menu is shown.

There are some commands which are common functions to all device alarm menus. These are:

* View Latest Open Alarm — shows the latest open alarm (alarm with New status) for the device.
e Query Alarm — displays open alarms (alarms with New status), or alarms for any particular date, for the device

* System Information — gives information about the server.
In addition, the Device Alarm menu shows different options depending on what kind of device you right-click on.

For a camera, the menu shows the following options:

e Open Live Video Window — opens a window with live video feed from the
camera.

* Open Playback Window — opens a recorded video playback window.

View Latest Open Alarm
Query Alarm

* Backup Recorded Video — saves a backup of recorded video from the device,
Open Live Video Window
in the directory you specify. @ Open Payback Window
Backup Recorded Video
I Stream Profile

*  Stream Profile — displays the stream profile menu of the camera e
Connect to Camera Link

* Connect to Camera Link — This allows for quick connection to the camera via
the camera link set up at Server List.

For a metadata device, the menu shows the following options:
* Metadata Search — searches metadata transaction by date, time and keyword

e Open Live Video Window — opens a window with live video feed from the " View Latest Open Alam

i Query Alarm
aSSOC|ated camera. Metadata Search
Open Live Video Window
¢ Open Playback Window — opens a recorded video playback window. iy
. . . System Infomation
* Backup Recorded Video — saves a backup of recorded video from the device, —
in the directory you specify.
. . . () Force Output
For an output device, the menu shows the following option: N/

H System Information

* Force Output — triggers a digital output device such as an audible alarm signal.

For a server, the menu shows the following options:

* Open Remote Desktop — opens a remote desktop for the server. ,‘Z'J| View Latest Oepn Alarm
= Query Alarm
. . =
* Backup Record Video — saves a backup of recorded video from any or all of =i/  System Information
. . . Open Remote Desktop
the cameras on the server, in the directory you specify. Backup Record Video

@ The same menu is available by right clicking on icons of cameras / metadata devices / 10 devices /
recording servers under Operate Mode.
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Common Functions

The View Latest Open Alarm, Query Alarm, and System Information commands are common to all device alarm menus.

To view the latest open alarm for a device:
1. Right-click on the indicator for the device, or on the device’s icon in the Map List display.
2. Click View Latest Open Alarm.
3. The Alarm Detail Window for the latest alarm opens.
To query alarms for a device:
1. Right-click on the indicator for the device, or on the device’s icon in the Map List display.
2. Pointto Query Alarm, then choose which alarms you want to see:
e Open - shows all open alarms.
* Today — shows alarms from the current day.

* Custom - specify a range on date and time, then click OK.

@ System administrators set the length of time that alarms are stored on the server. If you choose a date for
which alarm information is not stored, the No alarm found on the device message is displayed.
3. The query results are displayed in the Output/Output 2 tab. For information on this window, see page 63.

To show information about the server:

1. Right-click on the indicator for the device, or on the device’s icon in the Map List display.

2. Click System Information.

NUUO - 192.168.1.92
General
Device Status | Alarm
Login Account: admin 3 Camera 1 Mo Alarm
Time Zone GMT+08:00 # Camera 2 Mo Alarm
® Camera 3 & New Blarm

Mo Alarm
Mo Alarm
Mo Alarm
Mo alarm
Mo Alarm
Mo Alarm
Mo Alarm
Mo Alarm

5 Camera 1-Input 0
Recarding Infarmation 54 Camera 1-Input 1
57 Camera 1-Input 2
57 Carmera 1-Input 3
Auto Recyile: Enable ‘. Camera 1-Output 0
“iCamera 1-Output 1
' Camera 1-Output 2
Last Recycle Range: ./ Camera 1-Output 3

Recording Schedule Enable

Last Recycle Time:

rnnnennn eeg

Recording Days on Disk:

W Used Disk Spee 18.51GA
W Free Disk Spee 18.05GH
Total 37 57GB
Hardware Health

CPU Temperature: iR

Fan Speed: MIA
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Camera Alarm Menu

The Open Live Video Window, Open Playback Window, and Backup Recorded Video commands appear on the device
alarm menu for cameras. The first two options are the same as on the Alarm detail Window (see pages 64-70).

To open alive video window:

1.
2.

10.

11.

12.

Right-click on the indicator for the camera, or on the camera’s icon in the Map List display.
Click Open Live Video Window. The Live Video Window for the camera is displayed.

[&] Live Video Window [=5)

Source Device: MyCMS - Reception (—)
Source Address: 10.0.2.83

Video Resolution: 1920 x 1080

Bit Rate: 6516 kbps

Frame Rate: 27fps

© ][~ 4]

S

If you want to adjust the video to original video resolution, check Adjust to original video resolution E]
Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.
Click on Alarm Management to go to the alarm management window.

Click on Alarm Playback to view alarm playback video if available.

Click on Connect to Camera Link to go to camera ip address link (set up required) directly.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded, High,
Normal, Low and Minimum.

For cameras with two-way audio support, you may click and hold the Talk button for this function. Talking will end
when you release the button. Please note alarm live view pop-ups will be temporarily disabled when using the Talk
function.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

Click the PTZ button for the following PTZ controls:
. Enable Digital PTZ: Check to switch between digital / physical PTZ

. Preset Point: Choose if available from the drop-down list

. Patrol or AutoPan: Choose if available from the drop-down list, click @ to start and @ to stop

. Direction controls: Up, Down, Left, Right and Home
. Zoom out (-) and zoom in (+) controls
. Focus far (-) and focus near (+) controls
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. Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down
the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.

PTZ Control
[~ Enahle Digital PTZ
Freset Paint

Setup Nenu

|--Se|ect0ne-- j Exit,..

E— O I
@ ;Hzp?:%uge!uu
E]@ fg:;::g:atlon Sotup
@ Diagnostics
Zaam D
Focus B

[ Speed Dome Menu

R ol
Focus/Iris: Selec

» |f the camera supports Fish eye Lens and was correctly configured in Main Console, an additional button Switch

to Fish eye will appear above the PTZ Control panel. Click on the arrow to select between Original /
PTZ Mode / Quad Mode / Parameter Mode.

To open arecorded playback window:
1. Right-click on the indicator for the camera, or on the camera’s icon in the Map List display.
2. Pointto Open Playback Window.
3. Select the period which want to display.
* Last Open Alarm- it would open one minute recording video before last open alarm.

e Custom Time- it can set Start/End time to define the period of recording video.

Custom Remote Playback

Start Time: 20068/03/27 1245 FF = ¢

End Titne: 2008/03/27 0245 FF = +

Time Zone: @ NS client O Source Server

* One Minute Before- open one minute before.
* Ten Minutes Before- open ten minutes before.
* One Hour Before- open one hour before.

4. The Remote Playback Window has full playback controls.
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E Remote Playback Window (MyCMS - Reception) - Remote )

Playback Navigation ’il Recordd

2014/4/123

T4 07:00:24

SECE
TEEE @@

Playback Period
T4 07:00:11 - F4 07:00:41
Export Period ”
T4 07:00:11 - T4 07:00:41 "

5. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

6. Click Export Video button to save recorded video.

» Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click
SAVE.

* Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.
* Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

* Click OK to save the video.
7. If you want to fix the window size at the original resolution, check Fix original video resolution @
8. If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

9. If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

10. Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to Pan /
Tilt.

11. If the camera supports Fish eye Lens and was correctly configured in Main Console, the Switch to Fish eye button

will appear. Click on the arrow to select between Original / PTZ Mode / Quad Mode / Parameter Mode.

With dual record support, now you can select to playback Record 1 or Record 2
12. Default playback is Record 1. To view Record 2, stop the playback, click on the scroll down menu to select Record 2.
E Remote Playback Window (MyCMS - Reception) - Remote liz-r

| [Recora 1 - M (28 &l

Record 2

Playback Navigation

Playback Period
T4 07:00:29 - F<F 07:00:59
Export Period
TF4F 07:00:29 - T4 07:00:59
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13. Now the video playback is of Record 2.

-
[€] Remote Playback Vindow (IMyCIMS - Reception) - Remote

- Playback Navigation - () [Recosz ][ ®][H &~

2014/4/23

T4 07:31:34

m ek
CEE®

Playback Period
T4 07:31:29 - T4 07:32:29

Export Period
T4 07:31:29 - B4 07:32:29 A

To Backup recorded video:

1. Right-click on the indicator for the camera, or on the camera’s icon in the Map List display.

2. Click Backup recorded video.

3. Inthe Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.

Setup the Time Zone and use setting Start/End Time to select a period.

Use the checkboxes to select which cameras to back up video for.

Check Backup Metadata Transaction to include metadata information in the backup.

R

Click on OK to start backup.

Remote Backup Recorded Yideo

Directory where the backup files will he created

~

0" AL

Stant Time: 201100518 11:22.47 £F = &
End Tirme: 20110518 11:2247 £F 7 3

Time Zone: ( MCS Client " Source Setver
Camera

Camera Name Camera odel |~
O vivotek IPT181 IP7161

Ovivotek FO7141 FD7141 |
OJrH SMC-RX530 b
Ova IP7132

On SNC-CM120

[ citreets SMC-RZS0

O office WVW-NPA02

O immervision -—

O carmera Qcclusion —

A bice [v]
€] 1l J [)]

[~ Backup Metadata Transaction

To Set up Stream Profile:
1. Right-click on the indicator for the camera, or on the camera’s icon in the Map List display.
2. Click Stream Profile.

3. Inthe Stream Profile Panel, choose Recorded, Original, High, Normal, Low or Minimum for the stream profile to
change video format, frame rate, resolution, quality and bitrate.

4. Click Apply to set up.

5. If you want to apply the Stream Profile setting to other cameras, click Apply to to set up another device.
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Stream Profile Panel

E

 Transcoding

Streampraoiile: Qriginal =
Recorded

Yideo Format Criginal
High

Frame Rate mlorenal
Lo

Resolution: Minirnurm

Quality:

BitRate:

Apply Apply to.,.

Metadata Alarm Menu

The Metadata Search, Open Live Video Window, Open Playback Window, and Backup Recorded Video commands
appear on the device alarm menu for Metadata devices. The steps are the same as on the Camera Alarm Menu (see
pages 78).

Wiew Latest Open Alarm

Query Alarm 4

Metadata Search
Open Live Yideo Window
Open Playback Window 4

Backup Recorded Video

System Inforation

To search metadata transaction:

1
2
3
4.
5
6

Right-click on a metadata indicator, or on any metadata icon in the Map List display.

Click Metadata Search. Metadata Search Dialog will display.

Check metadata devices from the device list.

Configure the starting and ending time and dates.

Enter keyword to search metadata transaction. Check Search within result to filter the result.

Choose a result to display metadata transaction and video from associated camera.

Metadata Search Dialog

X

—Date Time Period Search

= ServerGroup
- [F]= Test Server Start Time: |201m 62 = |i¢12:uu:uu;| Keyword |
5[4y Test oS - =l
ime: = g3zl Search within result

B4R TestPOS End Time: |2m11 B2 |'F¢ 22833 || T

03 TestAccess Control

g TestPOS

D% TestLPR Date Time ‘ Hource Server | Metadats Channel | Metadata

= Sneed Dome 20110519 14:35:54  Test Server Test POS Za 2011-05-19(79)

--00% sp 2011/05/19 14:35:57  Test Server Test POS Bis 2011-05-19(79)

g post 20110519 143600 Test Server Test POS B 3011-05-19(79)

Osg nos? 20110519 143603 Test Sexver Test POS Bk 3011-05-19(79)
2011/05/19 14:36:06  Test Server Test POS ix 2011-05-19(79)

Oig a1 20110519 143609 Test Server Test POS i 2011-05-19¢79)
2011/05/19 14:36:12  Test Server Test POS s 2011-05-19(79)
20110519 14:36:15  Test Server Test POS B 3011-05-19(75)
20110519 14:36:18  Test Server Test POS Bk 2011-05-19(79)
20110519 14:3621  Test Server Test POS BiE 011-05-19(75)
TS 14250 Tad Merver Test PO a5 P EICS )] :
0110519 143837 Test Server Teat FUS Bz J011-05-100F9) 14363,
20110519 14:26:30  Test Server Test POS B I011-05-10(F0) 14:36:3.. v

2RO LMD, 9N g 2011-05-19(M) 14:36:24
; co1 MC#01 003630
=1
1 APPLE JUICE $99
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To open alive video window:

1.
2.

Right-click on the metadata indicator, or on the metadata icon in the Map List display.

Click Open Live Video Window. The Live Video Window for the metadata device is displayed.

{2 Live Video Window

Source Device. 192.163.0.74
Source Adaress:  192.168.1.74
Video Resolution: 704 x 480

Bt Rata 248 Kops
Frame Rate: 2108

[+](@] (m][=)m (2]

o ® LMy, PW g
aciteo——

If you want to adjust the video to the original video resolution, check Adjust to original video resolution.

Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

Select Streaming profile button to choose different video quality. Options include Original/Main, Recorded, High,
Normal, Low and Minimum.

If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

Click the @ button to disable metadata display.

Click the PTZ button for the following PTZ controls:

Enable Digital PTZ: Check to switch between digital / physical PTZ

Preset Point: Choose if available from the drop-down list

Patrol or AutoPan: Choose if available from the drop-down list, click @ to start and to stop
Direction controls: Up, Down, Left, Right and Home

Zoom out (-) and zoom in (+) controls

Focus far (-) and focus near (+) controls

Speed Dome Menu: If supported, this button enables the Setup Menu of Speed Dome cameras.

The menu will be displayed directly on the video channel. Use the PTZ controls to navigate down
the menu. Other assigned keys with functions will be displayed on the screen, for example the
Focus button for “Select”.

PTZ Contral
[~ Enahle Digital PTZ
Freset Paint

Setup Nenu

|-Select One— -] Exit,..

Patral - E] W
@ Elip?:;"gmp
E]@ H:;::g;atlon Setup
@ Diognostics
Zoam B
Focus B

Speed Dome Menu

R v rrdl
Focus/Iris: Selfecis
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* If the camera supports Fish eye Lens and was correctly configured in Main Console, an additional button Switch

to Fish eye will appear above the PTZ Control panel. Click on the arrow to select between Original /
PTZ Mode / Quad Mode / Parameter Mode.

To open arecorded playback window:
1. Right-click on the metadata indicator, or on the metadata icon in the Map List display.
2. Pointto Open Playback Window.
3. Select the period you want to display.
* Last Open Alarm- this opens one minute of recording video before the last open alarm.

» Custom Time- this sets the Start/End time to define the period of recording video.

Custom Remote Playback ]

Start Time: 20068/03/27 1245 FF = ¢
End Time: 2006/03/27 0245 FF = 7

Time Zone: @ NS client O Source Server

7 o] [X o]

* One Minute Before- open one minute before.
» Ten Minutes Before- open ten minutes before.
* One Hour Before- open one hour before.

4. The Remote Playback Window has full playback controls.

[2] Remote Playback Window (Test Server - Streets) - Remote

- Playback Navigation - @

2011/

F2F 07:40:04

> )fm) )

¥
(«Jla)(o][»] (@)(2]
Playback Period
T4 07:38:27 - T4 07:40:27
Export Period
F4F 07:39:27 - T4 07:40:27

5. Click Snapshot button . The snapshot is displayed and users can save the image or copy it to the clipboard.

6. Click Export Video button to save recorded video.

» Set up the cue in and cue out points; the cue in and cue out time will show on the information window.

* Click Export Video button, choose the folder where you want to save the file at, enter the file name and click
SAVE.

» Set the Export Format as ASF or AVI (ASF recommend) and set the Use Profile.
* Select to export (i.e. save) the record video with Audio, OSD and metadata display, or export video only.

* Click OK to save the video.
7. If you want to fix the window size at the original resolution, check Fix original video resolution @
8. If the camera is equipped with Audio function, the Audio button will appear. Click to enable audio stream.

9. If the camera is associated to metadata devices, the Metadata button will appear. Click the button to disable
metadata display.

10. Click on the Digital PTZ button to enable Digital PTZ. Zoom in and out with your mouse wheel and drag to Pan /
Tilt.
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11. If the camera supports Fish eye Lens and was correctly configured in Main Console, the Switch to Fish eye button

will appear. Click on the arrow to select between Original / PTZ Mode / Quad Mode / Parameter Mode.

To backup recorded video:

1. Right-click on the metadata indicator, or on the metadata icon in the Map List display.

2. Click Backup recorded video.

3. Inthe Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.

4. Setup the Time Zone and use setting Start/End Time to select a period.

5. Use the checkboxes to select which cameras to back up video for.

6. Click on OK to start backup.

Remote Backup Recorded Yideo

Directary where the backup files will be created:

[ =
Start Time: 2008/03/16 06:26 F4F = =

End Time: 2008/0316 06:26 FF 1= =

Time Zone @NCS client (O Source Server

Camera

Carnera Marne Carnera Model
[ Camera 1 AY5100

[ Camera 2 3130

[ camera 3 Qeyes11

Output Device Alarm Menu

The Force Output command appears on the device alarm menu for output devices.

To force output:

1. Right-click on the indicator for the output device, or on the output device’s icon in the Map List display.

2. Click Force Output. A signal is sent to trigger the output device.

Server Alarm Menu

The Backup Record Video and Open Remote Desktop commands appear on the device alarm menu for servers.

To back up recorded video:

1. Right-click on the indicator for the server, or on the server’s icon in the Map List display.

2. Click Backup recorded video.

3. Inthe Remote Backup Recorded Video window, choose a directory for the backup by pressing the URL button
and browsing to the directory you want.

4. Setup the Time Zone and use setting Start/End Time to select a period.

5. Use the checkboxes to select which cameras to back up video for.

6. Click on OK to start backup.

To open a remote desktop for the server:

1. Ensure that the source server has enabled the Remote Desktop network server.

2. Right-click on the indicator for the server, or on the server’s icon in the Map List display.

3. Click Open Remote Desktop.
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Advance Alar

m Search

The Advance Alarm Search window provides a comprehensive set of filters to search for alarm events. The results can be
displayed either in the Output window or the Output 2 window.

To use Advance Alarm Search:

1. Inthe Tools menu, click Advance Alarm Search.

2. Inthe Advance Alarm Search Dialog window, check the box or boxes for the search criteria you want, then choose
the desired options (if no options are selected for a given field, it means search for all).

General
v Alarm Name

¥ Source Device

W EventMessage

Advance Alarm Search Dial

| Motion Detected ~| B[]0 ServerGroup
=-[]= MyCMS
[} Cumer Name ~.[]® Surveillance Server
admin hd [] & Reception
v Alarm Type ~[]-® Statian1
Real Alarm - -[]® Road1
[]-& Hotel
[+ Alarm Status [ ZAVIO P5116 (10.0.4.47Hng
|0pen j |AII j 15 Reception-nput 0
¥ Alarm Priority = D;,/’ Reception-Input 1
[ Reception-Input 2
[wJ |H\gh J 15 Reception-nput 3
[v Alarm Note -[] Station1-Input 0
Keyword: [ Station1-Input 1
5~ Station?-Input 2
Date / Time D/
[~ Date = [
v From: 2014/ 423 00:00 _
v To 2014/ 4123 2359 —_

Add Filter Criterion ]

4 I, | +

Delete Fitter Criterion

1021 General Motion

[1C Foreign Object

[1C21 Missing Object

[0 Focus Lost

[[1C2) Camera Occlusion
[1C) Camera Signal Lost
DD General Motion{Device)
[ Disk Space Exhausted
10 System Health Unusual
DD System Resource Failure
[0 System Network Abnorma
100 System Disk Abnormal
[[1C) Digital Input Triggered
100 Transaction Start
[1C0 Transaction End

[1C71 Open Cash Drawer
100 Connection Lost

100 User defined 1

[0 User defined 2

[0 User defined 3

100 User defined 4

Update Filter Criterion

m

Alarm Mame | OwnerMame | Alarm T

Status

Priority Alarm Mote | Start DateTime

End DateTime

Source Devi

Event Messa

4
[~ Outputto Pane 2

[

Search

3. Setup the General options for criteria:

* Alarm Name — choose a hame from the drop-down list.

* Owner Name — choose a hame from the drop-down list.

* Alarm Type — choose Undefined, Real alarm, or False alarm.

* Alarm Status — choosing Open or Close in the first list reveals different states in the second list:

Open — All, New, Assigned, In Progress, or Later in the second list.

Close — All, Close, Auto Close, or Ignore in the second list.

* Alarm Priority — click the button to cycle through Greater than, Equal to, and Less than. In the drop-down list, select a

priority.

* Alarm Note — enter keyword for search

4. Setup the Date/Time for search:

* Date/Time — check Date and/or Time; and From and/or To, in the checkboxes. Then choose the date/s and time/s you

want.

and select

To setup one day as the search period, click on the

1 day. Or manual enable

to 2008/3/17.

con next to Time

- and set date from 2008/3/16

Date i Time

[JDate

e [ e

Cimime 23] 1pay

2Days
3Days

1 vikeek
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5. Choose the Source Device and Event Message.

* Source Device — check the box or boxes for the devices you want to search. If only check the Source Device without
select any devices from tab, the criteria would search for all devices.

* Event Message — check the box or boxes for the event messages you want to search. If only check the Event
Message box without select any events from tab, the criteria would search for all events.

6. Click Add Filter Criterion. The search criteria you selected appear in the window.
7. You can edit or remove the set of search criteria you have just created, or add another set of search criteria:

* To edit a set of search criteria, select that set, choose filter options as described above, then click Update Filter
Criterion.

* To remove a set of search criteria, select that set, then click Delete Filter Criterion.

* To add another set of search criteria, choose filter options as described above, then click Add Filter Criterion, the
search result would include each combination of all criteria.

8. By default, search results are displayed in the Output window. If you want the results to be displayed in the Output 2
window, check Output to Pane 2.

9. To customize desired output fields in the Output and Output2 windows, click Edit Fields.

10. Click Search.

Central Manual Backup
Besides scheduled backup, you can also manually backup alarm or video from all servers listed in your CMS system.
For Central Manual Alarm Backup:

1. Goto Central Manual Alarm Backup under Tools.

2. Choose Full Schedule Backup or Partial Schedule Backup.

B central Manual Alarm Backup &J

Setting | status |
Manual Backup
@ Full Schedule Backup

" Partial Schedule Backup

[v Backup Alarm Image
Execution Time:

Start From * Right now " 5 Mins later " Customized

3. Check Backup Alarm Image if you would like the snapshots saved as well.

4. Click Apply to start. To see the status click on the Status tab.
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For Central Manual Video Backup:

1.

2.

Go to Central Manual Video Backup under Tools.

[B] Central lManual Video Backup

Setiing | status |

=[] ServerGroup
L MYCMS

PHEOO
Server | Start Time ‘ End Time Camera | Record File |
MyCMS 2014/04/21 00:07:00  2014/04/21 00:40:00 Camera 3 Record 1
MyCMS 2014/04/21 00:07:00  2014/04/21 00:40:00 Camera 4 Record 1
MyCMS 2014/04/21 00:07:00  2014/04/21 00:40:00 Camera 5 Record 1
MyCMS 2014/04/21 00:07:00  2014/04/21 00:40:00 Camera 7 Record 1
Option
Backup Location DA 5 WAL
" Backup Metadata Transaction
[~ Send mail when backup failed Select User
Execution Time

Start From: @ Right now (" 5 Mins later " Customized

Apply

HI

it

Choose the server that you would like to manually backup.

3. Click on the > icon, the Date Time Search Dialog will appear

© ©®© N o g bk

r
' DateTime Search Dislog [MyCMS] %
| ;;f’ g v=F Video Preview
& | = Event Color Display Settings
Lo \J L,b @ @ [v Enable Preview 00:00:05
1 mA 2014 Color Event Type
) General Motion
#3031 1.2 3 45 ] General Motion(De..
= 6 7 8 9101112 &l E Object
1513 14 15 16 17 18 19 orelgn Onje
N 7|20[21] 22 23 24 25 26 B Missing Object
@ 27282930 1 2 3 ] Focus Lost
#[ 4 5867 8 910 &= Camera Occlusion
r O - Signal Lost
l ™ Show Recording Schedule A
™ Show Event Log k
Start Time: ‘2U14.’U4Rl = |UU:UU:UU —  EndTime: 201404121 = |00:36:00 =
| Q += 0421 |o 1 2 3 4 [ [ 7 8 ] 10 1 12 13 14 15 wmﬁ
@ [ Reception llf B
@ [fF Stationt -
@ [ Roadl | [ 1B
@ [ Hotel lll‘
£ ! Fd | L,J
|
M Always Record M Record on Event — Video Overlap
Record on Motion W Boosting Record [J oK l I X Cancel ]

Select the date, start/end time, and camera of the videos that you would like to backup.

Click on OK

The server name, cameras, and start/end time of the videos selected are displayed.

Choose your intended Backup Location

Click on Apply to start video backup.

You can click on the Status tab to check status or cancel backup.
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Matrix View

The NCS Client provides feeds over the Internet to multiple video matrixes. Each matrix can display images from up to 64
cameras, along with text above each image including information about the camera and server. Matrixes can also be
configured to show video from a camera when an alarm event occurs. To display video on a matrix, the NCS client must be
logged in to that matrix. Once logged in, the matrix display can be configured and cameras chosen.

Matrix View Toolbar

The Matrix View Toolbar has the following buttons:

* Login/Logout matrix & 8 —the NCS Client must be logged in to a matrix in order for most of the Matrix
Toolbar commands to be used.

+ Remove camera on matrix & —when a camera icon on a matrix a is selected, clicking this button removes it.

e Reset matrix & - this button removes all cameras from the selected matrix.
* Toggle allow show video on event ¥ —When selected, you can define matrix grids to display video from
cameras when alarms are triggered. Only available under Edit mode.

» Toggle tour 2 — Enable Camera tour when focused on Views, View Tours when focused on View Tours and
Grid Tour when focused on grids. Only available under Operate mode.

» Open PTZ Control Panel & — this opens a window for PTZ controls. When using a camera with Fish eye
support, another button Switch to Fish eye will appear under the PTZ Control panel. Click to switch

between Original / PTZ Mode / Quad Mode / Parameter Mode. Only available under Operate mode.

»  Goto previous view / next view "% — Switch between Camera Tour views when focused on Views,
between views when focused on View Tours, or between cameras when focused on Grid Tours. Only
available under Operate mode.

e Save View Group =l — this saves the current matrix view group into the View Group List. Only available under
Edit mode.

e The Audio button 9 _ this enables camera audio.

]
F]

*  The Talk button — this enables two-way audio, or talking directly to the chosen camera.

*  The Matrix grid buttons # [67] - [7] » — these control the layout of the matrix grid.

Showing Video on a Matrix

Showing video on a matrix requires that a matrix system be executed, either on the same computer as the one running the
NCS Client, or another one. For information on how to execute a matrix system, see page 44. For the NCS Client to show
video on a matrix, it must be logged in to that matrix.

To login to a matrix:

Select the matrix you want to log in to and click the Login matrix button 8

To load a matrix View Group / View / View Tour:
1. After logging in, go to the View Group List under Operate mode.
2. Toload a View Group, right click on the icon and choose Load on Matrixes.

3. Toload a View or View Tour, right click on the icon on a specific view and choose Show on Matrix.
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; @ Alternatively, drag View Groups, Views and View Tours from the View Group list directly into the matrix list

to load them. To do this, the NCS Client must be in Operate mode.

To configure a matrix grid layout:

1.
2.

Ensure that the NCS Client is logged in to the matrix as described above.
Select the matrix you want to configure.

Click one of the Matrix grid buttons D %] 67 - [7] - . The second button from the right [E = is the Matrix
Grid NxN button. Clicking the arrow next to this displays a menu, from which you can select more display grid options.

The button on the far right 7] - Matrix Grid 16:9 is a new set of grids dedicated to wide-screen displays.

@ Double click on any channel under multiple channel view to switch to a dedicated single channel view.

Double click again to switch back.

To add cameras / Grid Tours to a matrix:

1.

2
3.
4

Ensure that the NCS Client is logged in to the matrix as described above.
Select the matrix you want to configure.
Drag cameras or Grid Tours directly from the Server List, View Group List or Map to the desired matrix grid.

The camera icons appear on the matrix. You can drag them to different positions on the matrix. To see which camera a
particular icon represents, point to the icon. A text bubble appears showing the camera name, type, and server.

Select Stream Profile of the camera. Choose As NCS Client, Original/Main, Recorded, High, Normal, Low or
Minimum.

You can disable the Link between the Map and Matrix by clicking the Disable Link between Map and

@ Matrix button }'}’;

@ You can disable send video on event to Matrix by clicking the Disable to Matrix button 8,

@ Video of new alarm events cannot replace old events on the Matrix if the Matrix is full and users do not

close old events when you click the Disable Matrix Popup button B,

To remove a camera from a matrix:

1.
2.

3.

Ensure that the NCS Client is logged in to the matrix as described above.

Select the matrix you want to configure.

Select the camera icon and click the Remove camera on matrix button & .

@ The setting of Matrix can only save on NCS client PC. The same user account login server with different

PC can'’t load the original Matrix setting.

To reset matrix:

1.
2.

3.

Ensure that the NCS Client is logged in to the matrix as described above.

Select the matrix you want to configure.

Click on the arrow next to the Remove Camera on Matrix button @ ~ and click Reset matrix.

To toggle allow show video on event:

1.
2.

Ensure that the NCS Client is logged in to the matrix as described above.

Select the matrix you want to configure.
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3. Click the Toggle Allow Show Video on Event button A " .or select Edit “Show On Event” Mode. Select grids you
want to show video on events. Clicking again can disable allow show video on events.

4. Choose Select All to toggle allow all grids show video on events.
5. Choose Clear All to disable allow all grids show video on events.
6. For advanced management, click on Setting...
You are able to define up to 16 different groups indicated with 16 different colors under Group Setting.
To toggle tour:
1. Ensure that the NCS Client is logged in to the matrix as described above.

2. Select the matrix you want to configure.

3. Click Toggle Tour button g.
4. Click Toggle Tour button again to disable tour.

Joystick Control
Matrix system can be controlled by a joystick. Prior to setup, it requires a joystick device connected to NCS Client computer.

To setup Joystick Control:

1. Click the Edit button and point to Joystick Setting.

2. InJoystick Setting Window, select the Active Joystick you want to use.

3. Select the function and the parameter from drop-down menu for the button of joystick. The function are as below:
* N/A — make the button ineffective.

* Go to Preset Point — go to the preset point of the view on a matrix or a live video. Select the parameter for the preset

point.
Joystick Setting

Active Joystick: Doz |
Buttan Function Parameter A
Button 1 Goto Preset Point 1 =
Button 2 Goto Next Grid ¥

Buttan 3 Toggle Single Camera View i

Button 4 Switch Matrix Grid )

* Go to Previous Grid — go to previous grid on a matrix.

* Go to Next Grid — go to next grid on a matrix.

* Switch Matrix Grid — switch grids of a matrix.

* Toggle Single Camera View — toggle select camera to single view.
* Start/Stop Tour —start/stop tour on a matrix.

* Zoom Wide — zoom wide of the view on a matrix.

* Zoom Tele — zoom tele of the view on a matrix.

* Switch Active Matrix — switch into different matrix.

* Go to Matrix View — go to Matrix List Window.

* Go to Server View —go to Server List Window.

* Find Recording Server — Focus to chosen Server on Server List. Must be used with number buttons.

@ Format: Press this button + server number + Enter
~ | E.g. To go to server number 8, press Find Recording Server + 8 + Enter.

Page - 91



Central Management System

Matrix View

To display server / camera / matrix numbers, go to Edit — NCS Client Setting — Miscellaneous — Show
central ID on server list and matrix list.

* Open Live View — Open Live View window for selected camera. Must be used with number buttons.
Format: Press this button + camera number + Enter

E.g. To show live video of camera 12 from server 5, press Open Live View + 5012 + Enter.

* Open Instant Playback — Open Instant Playback for selected camera. Must be used with number buttons.
Format: Press this button + camera number + Enter

E.g. To show instant playback of camera 6 from server 3, press Open Instant Playback + 3006 + Enter.

» Show Camera to Matrix — Show selected channel of camera on selected grid of matrix.

Format: Press this button + camera number + Enter + matrix and grid number + Enter.
E.g. To show live video of camera 3 from server 5, to grid 11 of matrix 15, press Show Camera to Matrix
+ 5003 + Enter + 15011 + Enter.

* Switch Stream Profile — Press to switch between different stream profiles of Live View or matrix views.

Sequence of stream profiles: NCS Client — Original — Recorded — High — Normal — Low — Minimum

* Take Snapshot — Press to take a snapshot of current Live View or Playback window.
* Play Playback — Press to play Playback.

* Pause Playback — Press to Pause Playback.

* Stop Playback — Press to Stop Playback.

* Numbers 0~9 — Assign numbers to input server / camera / matrix numbers.

¢ Enter — Confirm commands.
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Log Viewer

The Central System Log Viewer can be accessed from the Tools menu. You are able to search and export a checklist of
events according to source device and time/date.

To Search and Export log information:

1.

2
3
4.
5

Pick a source device: NCS Server, NCS Client, Recording Server or All.

Choose from a list of log types. Default includes all available options, click again to deselect.
Choose a Date or specify a time range under Date Time.

Click on Search. Log information will be displayed below.

Click on Export to... to export searched log information to Excel files.

Log Yiewer
Systern Log ]
Source Device: MCE Client " Date " =
Lag Tvne: Configuration Commit ' Date Time: 2010011401 00:00 =
Client Login
Client Login Fail to 20101104 15:28 =
Client Logout
Export video
Backup videa Exportto.. | Search
Log Time Log Type Status | Description
2010/11/01 17:25.37 Client Login Usermame=admin, IP=127.0.0,1

20101101 17:29:32
201041101 17:34:30
20101101 20:23:27
201041101 21:16:00
2010/11f02 11:34:48
201071102 11:36:29
201071103 11:52:28
2010/11/03 19:21:22

Configuration Commit
Configuration Cormrmit
Configuration Cormrmit
Configuration Cormmit
Configuration Cormmit
Configuration Cornrnit
Configuration Cornrnit
Configuration Cormmit

UserMame=admin, IP=127.0.0.1
UsgrMarne=admin, IP=127.0.0.1
UsgrMarne=admin, IP=127.0.0.1
UserMarne=admin, IP=127.0.0.1
UserMarne=admin, IP=127.0.0.1
UserMarne=admin, IP=127.0.0.1
UsarMarne=admin, IP=127.0.0.1
UserMarme=admin, IP=127.0.0.1
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Remote Playback Shortcut

The Remote Playback command in the Tools menu displays a NVR/NDVR/DVR control screen from the server. For
information about the NVR/NDVR/DVR software, see its accompanying documentation.

To execute the Remote Playback shortcut:
6. Inthe Tools menu, click Remote Playback.

7. For multiple monitor systems, select which monitor you want the NVR/NDVR/DVR control screen to display on.

Monitor Selection Dialog

Monitor Resolution
# 1280 x 800
#2 1920 % 1200

8. Click OK.
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Server Summary

The Server Summary (under Info menu) displays summary information about all the source servers connected to the NCS
Client.

Server Summary

Finish to Update Refresh

MName Login | Recording | Free.. | Camera..| WO Count | POS Count | AC Count | LFR Count | Time Zone

B[ 5ererGroup

= TestServer  admin  Stopped 6.53GB  16(16) 8iET) 101 0im iR (1)) GMT+08:00

<] 2]
License Status: Trial (29 days remaining}

License Type Camera [I[a] POS AC LPR

Total License 4z 8 2 2 2

Remaining License 32 o 1 2 2

This information consists of:

* Login —the login name for the recording server.
* Recording - the video recording status of the recording server.
* Free Disk Space - remaining recording server disk space.
* Camera Count — the number of camera licenses connected to the recording server.
* 1/O Count —the number of input and output devices connected to the recording server.
* POS Count —the number of POS devices connected to the recording server.
* AC Count —the number of access control devices connected to the recording server.
* LPR Count —the number of license plate recognition devices connected to the recording server.
* Time Zone - the time zone of the recording server.
* License Status — the license status of the NSC system
* Total License — the total number of licenses, including cameras, metadata and 1/0O devices.
* Remaining License —the remaining number of licenses, including cameras, metadata and 1/O devices.
To use the Server Summary window:
1. Inthe Tools menu, click Server Summary.
2. Use the [# and = buttons beside the server group folders to view server information.

3. To refresh the information in the window, click Refresh. This refreshes Login User, Recording status and Free Disk
Space. To refresh number of cameras, 10, and Time Zone, select Synchronize Device while in Edit Mode.

To open a window with more detailed server information:

In the Server Summary window, select a server, then click Detail.
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NCS Client Software version

To view the NCS Client software version:

In the Standard Toolbar, click & to see version information. Alternatively, in the Help menu, select About Central.

About NCS Client [
NCS Client Version2.0.0

Copyright (C) 2004 -14
Fii
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Cross Time Zone Scenario

The NCS System is easy to use across multiple time zones. The NCS Server and the SQL database record all alarm times
in UTC (Coordinated Universal Time). This enables the NCS Server to put the alarms in order before they are sent to the
NCS Client. The NCS Client converts the alarm times to the local time, to enable users to manage alarms efficiently.

If required, NCS Client users can access source devices’ local times in the Alarm Detail window and the Alarm Overview
window (see Alarm Log Settings on page 64).

Main Console

| BRAZIL | TokYO LOS ANGELES
UTCAGMT UTC/GMT+08:00 UTC/GMT-

! 200 AM 11:13 08:00

7 AM00:13 ? ) PM 06:13
Alarm ! Alarm LAl

O ERRCCEEEES Conwvertto UTC ------------- K
Time
AM 02:13

sQL DB ¥ NCS Server

UTC Time | a 2 UTC Time
AM 02:13 w . @ AM 02:13
= =

Canvert to Local Time

NCS Client

TAWAN
- UTC/GMT+08:00
2 Ay AM 10:13
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Hotkey Functions

Below lists the hotkey functions that you can use for quick actions.
Real-Time Alarm/Output/Output2 Tabs

* [Enter] Open alarm manager for selected row

e [ALT + C] Change the alarm status to close for the selected row(s)

* [ALT + A] Change the alarm status to assigned for the selected row(s)

* [ALT + P] Change the alarm status to in progress for the selected row(s)
e [ALT + L] Change the alarm status to later for the selected row(s)

e [ALT + I] Change the alarm status to ignore for the selected row(s)

Alarm Management

* [ALT + A] Change the alarm status to assigned for the selected row(s)
* [ALT + P] Change the alarm status to in progress for the selected row(s)
e [ALT + L] Change the alarm status to later for the selected row(s)

* [ALT + I] Change the alarm status to ignore for the selected row(s)"
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