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GNU General Public License

This product includes copyrighted third-party software licensed under the terms of the GNU
General Public License. Please see the GNU General Public License (GPL) for the exact terms and
conditions of this license at www.gnu.org. The GPL source code incorporated into the product is

available for free download at our web site http://www.nuuo.com/.

Subject to GPL, you may re-use, re-distribute and modify the GPL source code.
Note that with respect solely to the GPL Software, no warranty is provided. We do not offer direct

support for the distribution.


http://www.gnu.org/

1.Installation

1.1

Installation Process

Step 1: Unpack the Unit

This
]

package contains the following items:
The unit

Quick Start Guide

Screws for disk drives

Key

Power cord

Warranty card

19V DC power transformer

CD with Install Wizard, Backup, Live View, Playback, Verification
Tool and Offline Tool application, user manual, and quick start guide

The electronic components within the unit can be damaged by Electrostatic Discharge

sub-assemblies.

2 bay unit front/rear view

LED

Power Status
System Status
USB Status
DISK 1 Status
DISK 2 Status
Ethernet Activity

Lock

D DisK 1 DISK 2 |
E E@QZ/HDD Tray
el (| W %
il I G
e
N i s
H.q@g}] ‘ 4 L“ Cooling Fan -

(ESD). Please take precautions at all times when handling the unit or its

@A
&

To configure the unit, you must install the software onto a desktop/ laptop running
Windows XP-SP3 32bit, Windows 7 32/64bit, Windows 8 32/64bit.

~ Reset
- USB Connection

RJ45 Network

e .
Connection

— Power Connection




4 bay unit front/rear view

LED
System Status ; eSATA Status O 0 O N aA Reset
Ethernet 1 & 2 Activity oo | ﬂ = T ==l ™ fs @ @ @ H H “ eSATA Conn.
DISK 1 & 2 Status B “U_! P —*‘ J‘U—\ = h | o T 1&2
DISK 3 & 4 Status ——» HH il ey N
130 LD A A JU e
o ‘DDD; (L § ) L | ]| | YSB Conn.
Power Status iiﬂ \ Efj ‘ Tﬁ \ Eﬁﬁ m V\
Ol |U[ﬁﬂ‘“ 1} ﬂ@ I [HHU i T "\ R145 Network
Lock //=_ = \wz - 4| Conn.1&2
HDD Tray Cooling Fan  Power Connection

Step 2: Install Hard Drives

Refer to compatibility list and install HDDs. For optimal performance
consideration, install disks with the same model and storage capacity. The
available RAID level depends on the amount of disks installed.

1. Open the lid on the front of the unit enclosure.

2. Pull a HDD tray from the enclosure. See the front view figure.

3. Carefully lock the disks into the HDD tray with screws. 4 screws for each
disk. Put the HDD tray back once you finished.

Step 3: Connect to the Network

1. Attach one end of the network cable to the RJ45 network connection. See
the rear view figure.
2. Attach the other end of the network cable to your Ethernet hub or switch.

If there are multiple networks at your facility, note the network to which you connect

Q the unit. You will need this information during the setup process. Please also enable
the DHCP function within the network, as the unit will retrieve an IP address through
DHCP by default.

Step 4: Connect the Power

1. Attach the power cord from the power source to the power adapter.
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2. Connect the power adapter to the back of the unit enclosure. See the rear
view figure.

3. On the front of the unit, press the power button. See the front view
figure.

It takes about a minute for the unit to fully power up. Once it is powered up:
® The System Status LED turns blue. See the front view figure.
® The buzzer beeps one time.

Step 5: Install the Software

1. Insert the CD into your CDROM.
2. Double-click Setup.exe to begin installation.

3. Follow the instruction of Setup.exe, and click the Finish button to close
the installer.

Step 6: Set up the Unit

The software Installation Wizard performs the setup procedures on the
unit. After the procedure, you can begin using it.

1. Go to Start > NUUO NVRmini 2 > NUUO Install Wizard.
2. This program will show the default language setting and initiation mode.
3. Choose your preferred language and initiation mode, and then click the

Choosing a language

English

Initiation Mode

10



® Express Mode: you don’t need to set up the network settings,

Date/Time and RAID level.

® Advanced Mode: configure all settings manually: network, license,

camera, Date/Time, upgrade notification, and RAID level

“Add license” function is supported in v1.0.0.20 and later version.

4. The Installation Wizard program starts searching for all the units on

the internet currently. Choose one of them, and then click the s
button.

IP Address

NE-2040
NE-4080

NE-4160

Select a server to begin the setting process.

e T

5. Type in the password, and then click the OK button.

192.168.3.203

Username: | admin
Password: |8 I

The default Administrator password is “admin”.

6. Name this server and select the network type, and then click the S
button.

11



NVR Installation Wizard
& o e O 9 =

Network
192.168.3.203
Server Name | J
©
L

IP Address

ndary DNS

Name the server, and select the network type.
B C i ith embedded DHCP server.

® Obtain network settings automatically from external DHCP
server: apply all settings which are automatically generated by the
DHCP server, such as IP, subnet mask, gateway, and DNS.

® Configure network settings manually: configure the preferred
settings one by one.

7. Activate camera license to have more channel capacity, and click the
B putton.

NVR Installation Wizard

D8 O 8§ F O

Add License

192.168.3.203
Online Activation —’

Input SIN | Activate

SIN Channel Product Status

Add license to this server.

8. Add cameras for this server. There are two ways of adding cameras,
12



selecting the searched cameras and manually configuring the

Click the BEEEEE button after completing camera list.

NVR Installation Wizard

2 0 8 =2 Y

Auto camera search

192.168.3.203
S

MAC |P Address N Nendor Model Camera Video  Adminis

Sel e
selected | ggrass Name | Channel | Nar

Make a camera list for this server by selecting searched cameras.

Only
pe

NVR Installation Wizard

S — B OB —

Auto camera search

192.168.3.203
Current channel ca

e IPAddress | Port Vendor| Model | CAMera | Video

selected i idress Name___ Channel

13
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NVR Installation Wizard

Administrator Password Vendor

9. Set up the time zone, date, and time, and adjust daylight saving changes
if needed. Once daylight saving function is enabled, the time change will
activate automatically every year based on the recurrence you set. Click

the | button.

NVR Installation Wizard

Ol

DateTime
192.168.4.223

Time Zone (GMT-08:00) Baja California, Pacific Time(US & Canada)

Date [412012012 -

Time [10:43:04 AM =]
+2 ~  hour(s) every year

4

Start Time:  2:00

. T ETE '
* Date 03-11 | (MM-DD)

Month: =

End Time: 1:00
3 (4102 W=
* Date: 11-04 | (MM-DD)

Month:

10.Check “"Enable Upgrade Notification” box if you want to receive
notification when there is a newer FW version. Click the ESLZS button.
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NVR Installation Wizard

Auto upgrade

) to protect all proper

the "NEXT" button to

11.Follow the following instruction and select the RAID type you want to
create. Click the LS pytton.

NVR Installation Wizard
25

Current RAID
Volume!  RAID Level

)

im numkber of disks:

Protect the y
rotect the data b

For 2 bay unit, only RAID 0 and 1 are available.

12.Review your settings. If the settings are correct, click the Finish button
to exit the settings procedure and activate the system.
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NVR Installation Wizard

Setting list

Seftings

Q Once the "FINISH"” button is clicked, the unit will start working. In order to ensure the
& stability of the unit, never pull any disks out when the system is running.

1.2 LED Status Definitions

Function LED Status

Power Status B Power-on: blue

B Power-off: dark

System Status W Healthy: blue

B Reset admin password: blue with blinking

B Unhealthy or abnormal temperature status or RAID
volume status abnormal: orange

Reset to default setting: orange with blinking

Off: dark

Healthy: blue

HDD Status
Failed: orange

No disk: dark

Rebuilding: orange with blinking
Healthy: blue

No disk: dark

Linking: blue

eSATA Status

Ethernet Status

Accessing: blue with blinking

No linking: dark

16



2.Settings

After setting up the unit, log in to the system by entering its IP address in
the browser (Internet Explorer 8 and later). When connecting, choose your
language, enter the username and password, and then begin using this
system.

NUUO Network Video Recorder

Language _English -

vsername. |
rasswors. [ )

2012 NUUO Inc. All rights reserved.

There are five main functions of this unit: settings, live view, playback, help,
and logout. They will be shown on the top of the page. Current firmware
version and free storage capacity are shown above the function list.

Settings | Live View | Playback | Help | Logout

2.1 Camera Setup
2.1.1 Add Cameras by Camera Search

The function enables user to automatically search and add cameras in the
same network. There are two search mechanisms, one is UPnP, another is
camera search tool. Before searching UPnP cameras, make sure that the
cameras possess UPnP function. Refer to camera support list.

1. Open Internet Explorer and log in to the unit.
2. Click IP Camera/ Camera Settings.
3. Click the Camera Search tab.

17



4. Click the Search button.

Camera Setting

Camera Settings
.-

5. The system will list all the currently available cameras. The inserted
cameras are shown in blue. Click the *# icon to add a camera into your
camera list.

Camera Setting
Camera Settings

Address | Vendor | Model MAC |
IP Address Vendor Model Name MAC Address ¥

6. After clicking the *# icon, the camera setting page will pop up. Click the
item to which you want to add a camera.
7. Insert the camera name, username, and password.

Settings | Live View | Playback | Help | Logout

o
ess 192.168.0.72

2

or | Vendor

Channel Camera Name Address Vendor

Camera Name 192.168.0.180 Vendor

-—none —

-—none —

Q\

To have better compatibility between camera and system, please make sure the
privilege of camera credential is admin-level.

8. Click the Add button to add it.
18



9. After clicking the Add button, the updated camera list will be displayed in
the Camera Setting tab.

Camera Name Address Port Vendor Model

“ Camera Name [ 192.168.0.180 “ 80 ‘ Vendor l Model

4

2 Camera Name 192.168.0.181 80 Vendor Model

3 80 —-none — -none —
4 80 —none — --none —

2.1.2 Add Cameras Manually

1. Open Internet Explorer and log in to the unit.

2. Click IP Camera / Camera Settings.

3. Click the Camera Settings tab, and the camera list will be displayed on
the bottom of the page.

4. Click on the camera list for the channel you want to add and enter the
camera’s information.

Camera Name Address Port Vendor
--none —

80
I S N TR
80 -none —

80 -none —

Camera Settings

Camera Search

Administrator Mame

Video Channel

Vendor

® Camera name: The name of the camera.

® Address: The IP address.

® Port: The transmission port.

® Administrator Name: Login username.

® Password: Login password.

® Video Channel: Select the number of analog cameras supported by one

video server or select the number of IP cameras possessing multiple
19



lens/channels.
: Data transmission protocol.
: Camera vendor name.
: Camera model name.

Q To have better compatibility between camera and system, please make sure the
privilege of camera credential is admin-level.

5.

Click the Save button.

: Save the information of this camera.
: Return to the latest saved settings of the selected camera.
: Set all the settings to default value.
: After inserting IP address, port, username, and
password, click this button to automatically detect other camera
information, including Channel, Protocol, Vendor, and Model.

2.1.3 Modify Camera Information

No Uk WwN

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.

Click IP Camera / Camera Settings.

Click the Camera Settings tab.

Click the camera which you want to modify.

Modify the information of this camera.

Click the Save button.

Use the same method to replace a camera if needed.

2.1.4 Modify Camera Parameters

Stream profile is designed for mobile client and lower fps live stream display.
Without stream profile integration, users cannot watch live video on mobile
client nor select lower fps stream on live view. Further, for performance
consideration, we fix the resolution and frame rate for each brand/series.

Refer to camera support list.

il

Open Internet Explorer and log in to the unit.
Click IP Camera / Camera Parameters.
Click the Camera Parameter tab.

Click the camera which you want to modify on the camera list.
20



5. Modify the information of this camera.
6. Click the Save button.

| Camera Parameters BELEETHE

e Camera Parameters

Camerz No. | Camera 1
Camera Name | NUUO MINI2
Muiti-Siream Seitings | @) Enable (Customize) ' Enable (Auto) C Disable
Stream Stream 1 (Main) Stream 2 Stream 3
Video Format ||H.264 w H264 H264
Frame Rate Lower than 25
Resolufion |[1920x1080 w| [640xd80 | 640x480
Bit Rate Control -
Quality / Bit Rate ||Excellent v 812k v 100 kbps
Audio Enable
| save | Resst

e Camera List

Camera Name

Address Brand

Channel
NUUO MINI2 10.0.16.16 NBL3102

Camera Name: The name of the camera.

Multi-stream Settings: Enable/Disable camera multi-stream.
Stream: Support up to three streams.
Video Format: Choose the type of format which this camera supports.
Frame rate: Select the frame rate of the camera.
Resolution: Select the resolution of the camera.
Quality/Bit Rate: Select the image quality of the camera.
Audio: Check the Enable Audio option to view and enable audio
recording.

Video Format support up to H.265 compression both for stream and record
(Supported camera only).

2.1.5Set up Lens Settings

|

ok wN

Click IP Camera / Camera Parameters.
Click the Lens Settings tab.
Click the camera which you want to modify in the camera list.
Modify the information of this camera.
Click the Save button.

21
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s

e Lens Settings

Camera Name | duplicate camera 2

Lens | []Enable
Lens Type ||ImmerVision IMV1-1/3 w

Camera Position | —none - v

| save
a Camera List
No. Camera Name Lens Camera Position

Camera 1 Disable — nong -

2 Camera 2 Disable — none —
I T S

4 vivotek Disable —none -
5 Disable —none -
[ Disable - none --
7 Disable - none -
8 Disable — none -

® Camera Name: The name of the camera.

® Lens Type: There are three types of lens currently, Generic Dewarp,
ImmerVision and Vivotek (FE8171V). Generic Dewarp is a general
method, which done by software technique, and it’s suitable for most
fisheye cameras. You are not allowed to select type so far, type depends
on camera model.

® Lens: Enable or disable lens function.

® Camera Position: Select the position of the camera.

If users enable the lens while lens is not installed correctly or not even installed, a
Q warning message will pop up as a notification if users are trying to operate lens on
liveview page.

2.1.6View Camera Status
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
2. Click IP Camera / Camera Status.
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@ Camera Status
Ho. Name

1 NUUO MINI2

L - T R S TR N

Address Gonnection Status Rec. Status Frame Rate

10.0.16.16 & 00 23.01ps
b o0 0.0fps
e o0 0.0fps

R Q0 0.07s
xR Q0 0.0fps
R Q0 0.0fps
xR Q0 0.0fps
X 20 0.0fps

Camera Status
Camera Status B0 ar 13

Bit Rate
52852 Kbps
0.0 Kbps
0.0 Kbps
0.0 Kbps
0.0 Kbps
0.0 Kbps
0.0 Kbps
0.0 Kbps
5285.2 Kbps

Estimated Remaining Recording Time: 100 day(s) 19 hour(s)
If your total bit rate becomes red, it means that the system load is too heavy
Last Update at 201625188 £ 11:34:14

® Connection Status: The status of the connection. Click the Connect or
Disconnect button to change the connection status.

Status

Connection Status

Connected

‘ Icon

Connection Status

Disconnected

Connection Status

Connecting

Connection Button

Connected: Normal

Connected: Over

Connection Button

Disconnected: Normal

Disconnected: Over

Q% 9
o S S

® Rec. Status: The set recording schedule of this camera in this time.

Recording Status

No Recording

RIR

Recording Status

Always Recording -
Recording with 1% stream

Q0

Recording Status

Always Recording -
Recording with 2" stream

RIR

Recording Status

Always Recording -
Dual recording with both
stream

00
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Recording Status
Always Recording - Stopped '&

Recording Status Schedule Recording -
Recording E'@
Recording Status Schedule Recording -

il

Stopped

® Frame Rate: The frame rate of this camera.

Bit Rate: The transmission bit rate of this camera.

® Estimated Remaining Recording Time: Estimated remaining
recording time is dividing the current free capacity by dynamic total bit
rate.

@ 2" stream is not support for schedule record

2.1.7View Camera Status Details
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.
2. Click IP Camera / Details
e e —————
) Camera Status

Mo. Mame Stream 1 Stream 2 Stream 3 Total Bit Rate

Camera 1 8003.7 Kbps 0.0 Kbps 0.0 Kbps 8003.7 Kbps
Camera 2 T7964.3 Kbps 0.0 Kbps 0.0 Kbps T964.3 Kbps
duplicate camera 2 8528.5 Kbps 0.0 Kbps 0.0 Kbps 8528.5 Kbps
vivotek 0.0 Kbps 0.0 Kbps 0.0 Kbps 0.0 Kbps
0.0 Kbps 0.0 Kbps 0.0 Kbps 0.0 Kbps
0.0 Kbps 0.0 Kbps 0.0 Kbps 0.0 Kbps
0.0 Kbps 0.0 Kbps 0.0 Kbps 0.0 Kbps

W o~ W R W M

0.0 Kbps 0.0 Kbps 0.0 Kbps 0.0 Kbps

26396.5 Kbps

If your total bit rate becomes red, it means that the system load is too heavy
Last Update at 20148515168 FF4:06:15

Stream 1: The bit rate of stream 2
Stream 2: The bit rate of stream 3
Stream 3: The bit rate of stream 3
Total Bit Rate: The total bit rate of the camera

@ If your total bit rate becomes red, it means that the loading of the system is too

heavy.
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2.2 Recording & Event Setup
2.2.1 Recording Mode Setup

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Recording settings.

Click the Recording Mode tab.

4. If selecting Always Record, the chosen cameras will begin to record
immediately.

W

Recording Settings

SEETG G TGN Recording Schedule | Advanced

a Recording Mode

) No Recording

\'1::3' Record by Schedule
Recording Mode

®) Always Record
Clan M camera1 [Jcamera2 [Jcamera3 []camera4
[Jcameras [lcameraé [lcamera7 [lcameraa

Automatic Recycle Recycle when the storage space is less than %

Keep Video | [] Keep Video 7 Days

. Save = Reset |

No Recording: Turn off the recording.

Record by Schedule: Recording by schedule.

Always Record: Permanently turn on the chosen cameras.
Automatic Recycle: Check the Enable option and select the timing of
automatic recycle works. We strongly suggest recycling the disk(s) when
the storage space is less than 10%. (default: 10%)

® Keep Video: Set a period during which the recorded video clips will be
kept intact. (max: 365)

Q The privilege of automatically recycle is higher than keep video if you select both.

2.2.2 Recording Schedule

Instead of Always Record, you can begin the recording by setting the
Recording Schedule.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Recording Settings.
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3. Click the Recording Schedule tab.
4. Check the Day or Week mode.

® Day: Schedule the recording to turn the recorder on and off at the same
time every day according to your setting.
® Week: Schedule the recording for each day of the week differently.

5. Click the schedule of the camera which needs to be modified.
6. Click the column at the bottom of the page.

Recording Settings
Toecording Mode Advanced |

c-nmm | Schecue
© 0wy OM Q01 02 Q0 O4 03 06 07 08 00 30 11 B DM K MU NN N
-~ Camera List —

Camera1

Camera 2

Camera 3

Camarad

Camaras

Camerad

Camera?

Insert: Insert new schedules.

Delete: Delete the selected schedule.

Configure: Modify the schedule and recording mode settings.

Copy: Copy current Day Schedule to other channel(s); copy current
Week Schedule to other day(s) of a week or to other channel(s).

Copy Day Schedule

Copy Current Day Schedule to other channel

[Dchannel1  [Clchannel2  [Clchannel 3 [channel 4
[Jchannel5 [lchannels  [lchannel 7 channel 8

Select: all none
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Copy Week Schedule

Copy Current Schedule

(& Apply Current Week to Other Weeks

Sunday [ monday CJTuesday  []wWednesday
ClThursday [ Friday [ saturday
OAppIyAII Current Week to Other Channels
channel 1 channel 2 channel 3 channel 4
channel 5 channel 6 channel 7 channel 8

Select: all none

7. The default setting of the camera’s recording schedule is from 00:00 to

24:00. If you want to modify the time slot, click the Configure button to
modify the default settings first.

Schedule Configuration

Time Mode
Start Time: ool o0 ® Always Record
End Time: ool 00 (O Record on Event
Pre-record 5| Sec (Max: 180)
Postrecord 5|Sec. (Max: 180)

udio

[JEnable Audio |

8. Choose the recording mode.

Schedule Configuration

Time - Mode
Start Time: 00/ 00 ‘O Always Record
End Time: 00 00 __@_;Record on Event
Pre-record [2E

5|5ec (Max.: 180)

[motion on Camera 1
Post-record

o

Sec. (Max.: 180)

Audio

[JEnable Audio

[Omotion on Camera 2
[ mation on Camera 3
[Omotion on Camera 4

— Digital Input

E_xpantl All Digital Input=
+-Camera 2

+--Camera 8
+-Camera 4

® Always Record: Always record.

® Record on Event: Record when events triggered. The event can be

triggered by Motion or Digital input.
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@ When setting the event Motion, please first ensure that the motion detection function

of the camera has been enabled.

9. If you want to add another new schedule, click the Insert button to add a
new one.

Recording Settings
Recording Mode m Advanced

0 01 02 03 04 05 06 OF 08 09 10 18 12 13 4 15 4 17 12 1% 20

wsert || Dewte || Coafgere || Copy

Start Time End Time
11.15

10. Click the Save button.

When changing the motion detection settings of a camera, make sure to disconnect

your unit and that camera first. Once you have finished, re-connecting them will
update the settings in your unit.

When setting an event, Motion or Digital input can be triggered from other cameras.

This means that if the system detects motion or digital input from other cameras or I/O
Box, the camera will begin recording.

There is another way to set the schedule. If you want to change the recording time
length, drag the end of the time bar from 24:00 back to the length you wish, and then
drag the beginning of the time bar to the point at which you would like it to commence
recording. (You may also click the Insert button to add new schedules.)
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Recordmg Settmgs

cording Mode | L s Advanced

' Advancea |

Schedste Drag
onaauauuauw nuuuuunnnnunn

sun |]|]]1]1]11/epuaspenmpunsgenstagpss

61 62 6 04 0506 7 0800 10 10 1213 14 13 16 17 18 19 2 21 22 23 24

2.2.3 Advanced

1.

W

Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

. Click Recording & Event / Recording Settings.
. Click Advanced

. Click Always Record, and choose the camera for this function then 2™

stream record will start recording.
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Recording Settings

Recording Schedule

WaterMark | @) gpable O Disable

) No Recording

2nd Stream Record | @ Always Record
Wcamera1 [lcameraz [lcamera2 [cameras

Clan
[Jcameras [lcamera& [lcamera7? [lcamerag
r h &4 .
Save Reset

Watermark: watermark technique is for false prevention when it is enabled. The .dat
files which are generated with record video can be used for verification by NUUO

Verification Tool. (default: Disable)

. Acer MotionProtect o
AcerSystem
. Corel
Evernote
! Tntel (G z=T= e
| Intel PROSet 8
. Microsoft Office EY=)E ] p—

 Microsoft Sitverlight BEEE | Tk Mwem | uEem | BEMEE | BE
NTI Media Maker 9 i

. NUUO NVRmini 2
] NUUO Backup System
&) NUUO Installation Wizard A

[£] NUUO Offline License Tool 1
] NUUO Playback System
NUUO Remote Live VieWer

¢l 4| NUUO Verification Too bl < . r

& Uninstall NVRmini Toolkit

. User Manual ~ ]
| NUUO NVRsolo 8 B B P & IF [
ElfRREs - 0 423 EEECEEE 0000 : 000
iR EEE 0 fEFE B EFRE] 00:00:000

2]

Dual record will operate when both 2" stream and 1% stream record are enabled.

When watermark enable, both streams will have this function, and vice versa.

2.2.4 Camera Events and Responding Actions Setup

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.

Click Recording & Event / Event & Action Management.

Choose the camera, and then select one of the events. The event list
depends on camera its own ability.
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Event & Action Management

) Event & Action
Camera List Event & Action

Action Options

 Connection lost

/| Mation from Camera

| Recurrent
+-Camera 2
+ Camera 3
+ Camera 4
+ Camera §

+ Camera 6

+-Camera 7

Connect lost: When a connection between the camera and this unit is
lost, the system will trigger an action.

Motion from Camera: When video motion is detected, the camera
triggers an action.

Recurrent Event : When Recurrent event is trigger, the camera send a
snapshot to FTP .

Input: Any external input can trigger an action.

Q

When setting the event Motion from Camera, make sure to set up the camera’s
motion detection function first. Besides, event log will be recorded only if event is
selected on this page.

4.

Click the Configure button to enable the event and select the active
period.

Event Configuration *

[71Enable Event
— Active Period

@ Always Active

() Active only in the following period

00|to

—~ |0 Type
@ Nio
0 NIC

Always Active: The selected event is always active.

Active only in the following period: The selected event is only active
in the designated time, which able to cover two days e.g. from 18:00 to
09:00.

I/0 Type: Check one of the options of I/O type. N/JO means normal open,
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while N/C means normal close.

5. Click the Add button to set up the responding actions of this event.

Event & Action Management

%) Event & Action

Camera List

Configure Output

+-Location 1 Email "
i CNS Options

' Location 2

Push Notification
; Conrl E-map popup

[Z] motion from Camera
o [Tinput#o
-;---Locatinn )
+ Location 4
+ 1/0 Box 51003 (B Block)
-i---System
Fo — h 4 Reset .

Before setting Motion from Camera, please enable the motion il ion on the 's web interface first.

Users have to sign in on mobile clients to start push notification service. If the user password is changed, please sign in
with the new password to start the service again.

Output: When an event occurs, the system will send an output signal to
other connected devices.

Email: When an event occurs, the system will send Email notifications
and a snapshot. Make sure to add an Email address first.

CMS: When an event occurs, the system will send out a signal and a
snapshot to CMS. CMS will highlight this event.

Push Notification: When an event occurs, the system will send instant
message to the registered mobile clients as a notification. Mobile users
can check the recording videos on mobile client to watch what just
happened. Refer to Push Notification.

E-map popup: When an event occurs, the system will pop up E-map
with an event indicator to show users the location of the scene clearly.
Snapshot to FTP: When an event occurs, the system will upload
snapshots to assigned FTP server. Refer to camera support list.

6. Click the action, and then click the Configure button to modify the details

of that action if necessary.

7. Click the Save button.

After selecting camera events, the event information will display on the screen when
it's triggered.
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2.2.51I/0 Box Input and Responding Action Setup

o kwnN

Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

Click Recording & Event / Event & Action Management.

Click the Event & Action tab.

Select an input of I/O Box from list.

Click the Add button to set up the responding actions of this event.

Click the action, and then click the Configure button to modify the details
of that action if necessary.

Event & Action Management

&) Event & Action

Camera List

Configure Output

+-Location 1 Email )
+ ) CNS Options
o EETE Push Notification

+-Location 3 E-map popup

+ Location 4 Show on Camera

— 1/ Box 51003 (B Block)
/| zate

: - [C]First Floor
“ [C]'second Floor
+ - System

- — S
Save Reset |
Before setting Motion from Camera, please enable the motion detection function on the camera's web interface first.

Users have to sign in on mobile clients to start push notification service. If the user password is changed, please sign in
with the new password to start the service again.

Output: When an event occurs, the system will send an output signal to
other connected devices.

Email: When an event occurs, the system will send Email notifications.
Make sure to add an Email address first.

CMS: When an event occurs, the system will send out a signal to CMS.
CMS will highlight this event.

Push Notification: When an event occurs, the system will send instant
message to the registered mobile clients as a notification. Mobile users
can check the recording videos on mobile client to watch what just
happened. Refer to Push Notification.

E-map popup: When an event occurs, the system will pop up E-map
with an event indicator to show users the location of the scene clearly.
Show on Camera: When an event occurs, the system will show an alert
message on selected camera(s) of screen.
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Show Notification on Camera

[[] Camera1 [[] Camera2 [| Camera3 [] Camera4
[[] Camera5 [] Camera6 [| Camera7 [ | Camera8

|EI | Cancel ]

7. Click the Save button.
2.2.6 System Events and Responding Actions Setup

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Event & Action Management.

3. Click the Event & Action tab.

4. Click System to unfold the list of system events, and then select one of the
five events.

Event & Action Management

) Event & Action

Camera List |Event & Action

+ Camera 1 = =
Action Options
+ Camera2

+ Camera 3
+ Camera 4
[”] Abnormal disk status
- [[] Daily system report
[7] Unable to access FTP
["] Backup unfinished
[”] Power-on notification
[7] Auto power-off notification
(overheat)

Save ~ Reset : Before setting Motion from Camera, remember to enable "motion detection™
N R function in camera web first.

® Abnormal disk status: When there is no enough disk space for
recording or when disk is abnormal for accessing, the system will trigger
an action.

® Daily system report: Enable users to know the system information,
HDD usage, and Disk status everyday through Email without accessing to
the unit to check.

® Unable to access FTP: The action will be triggered when the connection
between the unit and FTP server is lost.

® Backup unfinished: If there is any file which the system didn’t

complete the backup process, the file(s) name will be listed and send out
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through Email after finishing the last file of this backup schedule.

® Power-on notification: Record the time as power was turning on.

® Auto power-off notification: If overheat was happened, users will be
notified that power is auto off via Email.

5. Click the Add button to set up the responding actions of this event. Follow
the steps in the previous section.
6. Click the Save button.

Email and Push Notification are the only two actions to the event Daily system

Q report, Unable to access FTP, Backup unfinished, Power-on notification and
Auto power-off notification (overheat). In addition to select a contact, remember
to insert the time of sending daily system report.

Daily System Report Configuration
~ Automatically Send Daily System Report
00- 00
~ Contact List
[¥] Guard =guard@ocx.com=

(o eoen

2.2.7 Push Notification

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Event & Action Management.

. Click the Event & Action tab.

4. Add Push Notification as a responding action for an event. Configure the
rearm interval and assign user(s).

W

Motification Configuration

— Frequency

Rearm interval: 10 Sec(Max300)
= User List
[] admin

[] guard
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® Frequency — Rearm interval: The minimum interval of notifications as
the event occurs. (default: 10, max: 300) For example, you set up push
notification as the responding action for motion detection. When motion
detected, it may trigger several alarms. In this case, you may not want to
receive several push notifications frequently, then you can define the
suitable rearm interval.

® User List: All user accounts in this unit.

5. Click the Save button.

Event & Action Management

&) Event & Action
Camera List

:— -Location 1

P Options
- /] Connection fost Push Notification Supenisor
[”] Motion from Camera
+ -Location 2
+ -Location 3
+ -Location 4

+ 8ystem

sme ) pee

Before setting Motion from Camera, please enable the motion detection function on the camera's web interface first.

Users have to sign in on mobile clients to start push notification service. If the user password is changed, please sign in
with the new password to start the service again.

6. Sign in the unit on NUUO mobile client with the user account assigned with
push notification service.

18 P

C Block 102

Server Name

C Block 102

Server Address

220.132.124.68

Live Streaming Port

5150

Playback Port

5160

Username

supervisor

Password

essse
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7. When an event occurs, the user will get the push notification instantly. The
user can click the “View"” icon to watch the recording videos.

1

NUUO

supervisor,

Camera 1 (Location 1) disconnected
at 12:36:34 on 2012/09/13. --
Message sent from NVR_PM.

Close View

@ If the user password is changed, please sign in with the new password to start the
| service again.

If users don’t want to receive notifications anymore, users can turn off this feature on
@ NUUO mobile client. There is one possibility of de-registering failed, that is, users have
" lever logged in to the mobile client by typing both LAN IP and WAN IP of the NVR, but

only do de-registering on one side.

Q If users don't want to send notifications to certain user account, users can de-select

the user account in Event & Action Management page.

Q User account won't be exported as saving configuration, which implies the user list of

push notification won't be saved as well.

2.2.8SMTP Server Setup

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Email.

3. Click the SMTP Server tab.
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Contacts

emServer

Server Address [C] use ssL

Sender

Subject | NVR Event

Event occurs! Please check your system.

SMTP
Authentication

Username ‘ Password ‘

-

Server Address: SMTP (Simple Mail Transport Protocol) server IP
address.

Port: SMTP port.

Sender: Sender information.

Subject: The subject of the mail.

Body: Email content.

SMTP Authentication: Before sending out an Email, enter the
username and password for SMTP authentication.

Username

Password

4. Click the Send Test Mail button and the system will send a test mail to the
sender. Check it after testing.
5. Click the Save button.

2.2.9 Add Event Contacts
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / Email.
3. Click the Contacts tab.
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Email

SMTP Server

® Add Contact: Add this new contact into the contact list.
® Reset: Return to the latest saved settings of the contact list.
® Save: Save this time modification of the contact list.

Insert the name of a new contact.

Insert the Email address of this new contact.

Click the Add Contactor button.

Click the Save button to save this modification of the contact list.

No vk

2.2.10 Set up FTP Server

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Recording & Event / FTP Settings.

3. Set up the FTP server and create a folder for backup files. The folder format
is “FolderName”, “FolderName/SubFolderName”, and so on.

For example: NVR

FTP Site

FTP Port

Username

Password

Back up to Remote Folder

4. After setting up all the information, click the Test FTP button and the
system will create a folder to FTP. Check it after testing. In this case, the
route of the tested file will be: ftp://nuuo.dnsalias.com/
NVR/NVRsolo_ComputerName
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’Q ftp://nuuo._dnsalias com/AutoBackup/ - Micro... @@g

File Edit View Favorites Tools Help l ,',’

OBack > B ir ‘ / ) Search Folders |

Address I_@ ftp:fnuuo dnsaliss.com/AutoBackup/N VR Ll &} Go

»

5. Click the Save button.

Make sure the FTP account with privileges of administrator who is able to upload,
@ rewrite, delete files, and create new folder. Besides, make sure the FTP server has
enough space for auto backup.

@ To avoid the failure of auto backup, please check the normality of FTP server regularly
(e.g., enough space for video, system conditions.)

2.3 RAID & File Settings
2.3.1Create a RAID Volume

In this system, the term RAID volume refers to one or more disk drives
working together as a RAID logical drive. You must create a RAID volume
before starting to record.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
2. Click RAID & File System / RAID Management.
3. Click the Create tab.
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RAID Management

RAID Level (O RAIDO @RAD1 RADS5 RAD10

["IDisk 1
[ Disk 2

Embedded
Assign Disk{s)

4. Choose the RAID level you prefer for your disk array.

5. Check boxes of disks and click the >> button to assign disk drives for this
volume.

6. Click the Create button.

7. A confirmation dialog pops up. Check the Yes, I want to create volume
with those disk(s) box, and click the Yes, create it button.

Create volume as RAID 1 X

Use those disk(s):

Disk Name [Model Capacity
Disk 1 | sT310005258V 931 GB
_Disk2 | sT310005258V 931 GB

Yes | want to create volume with those disk(s).

| Yes, create it [

8. Creating RAID volume takes a while, depending on the size of disks and the
RAID level you choose. You can start recording during RAID creation.

‘ Delete I Format

—-Volumes RAID Name VOLUME1
—-VOLUME1 RAID Level RAID1
.-Disk 1 RAID Status  Functional
Total Capacity 931.51 GB (953868 MB)
Free Capacity N/A
Used Capacity N/A
Usage
Update Time 2011/4/26 PM 12:37:37
Total Devices 2
Active Devices 2
Failed Devices 0
Spare Devices 0

" Disk 2

Format Progress

Recovery Progress ||

41



Q The RAID Volume will be functional on another unit if all disks of this volume are
moved to the unit.

@ After setting RAID level, you are not allowed to change neither the RAID level nor the
number of disks containing in this volume.

Separate embedded disk(s) and external disk (DAS) from two groups, which implies
@ there is no way to create a single volume with both embedded and external disks
inside.

To reduce the possibility of having problems to access public folder via My Network
@ Places, before creating new disk volume or modifying volume, please delete the invalid
volume if any.

If you choose Express Mode when using the Installation Wizard, the disk(s) will be
@ set to RAID 1 (2 bay) or RAID 5 (4 bay) automatically unless the number of disks is not
enough for this RAID level.

Q RAIDS is only supported using 1TB Enterprise level HDDs.

2.3.2View RAID Volume Status

RAID status refers to the disk drives on your unit and how they are arranged
into a RAID volume.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click RAID & File System / RAID Management.

3. Click the RAID Status tab to view the status of your RAID Volume.
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RAID Management

Delete | Format

—Volumes RAID Name VOLUME1
-/ VOLUME1 RAID Level RAIDO
Disk 1 RAID Status  Functional
— VOLUME2 Total Capacity 233 GB
Free Capacity 216 GB
Used Capacity 13 GB
Usage E
Update Time 2011/3/24 PM09:17:00
Total Devices 1
Active Devices 1
Failed Devices 0
Spare Devices 0

Disk 2

Format Progress

Recovery Progress

RAID Name: Name of your RAID, automatically assigned when it was
created.

RAID Level: RAID 0O, 1, 5, or 10, specified when it was created.

RAID Status: Functional is normal. Critical means there are some
problems on RAID volume, but the recording status is normal. Offline
means that no volume is found, so recording is stopped and you cannot
access your data either. File system error means that RAID volume is
existed but unmounted, so recording is stopped and you cannot access
your data either.

Capacity: Total, free, used data capacity of the RAID volume.

Update Time: The time of volume created/updated.

Devices: Total number of disks and the number of active, failed, spare
disks.

Format Progress: The status of RAID format

Recovery Progress: The status of RAID recovery

2.3.3View Disk Drive Information

W

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

Click RAID & File System / RAID Management.

Click the RAID Status tab.

Click on a disk directly to view the information.

43



) RAID Status
List Status

= Volumes Vendor ATA
— VOLUME1 Model ST2000NM0011
Disk 1 Capacity 1863 GB
Firmware Version SN02
Serial No. Z1P0ZJE6N
RAID Status Active
Drive Health (SMART) A

Temperature 34 °C
Previous Test Time  --
SMART Status Check @) Short Test () Extended Test

Test

: Delivers the manufacturer of the disk.
: Delivers the model number of the disk.
: Total, free, used data capacity of the disk.
: Delivers the firmware version of the disk.
Serial No.: Delivers the serial number of the disk.

RAID Status: Delivers the status of the RAID that the disk belongs to.

Drive Health (SMART): Delivers the status of drive health by SMART
self-test. The results will show as follows. Click on the icon to view the
detail SMART test report.

Icon . Status | Details
& Good The disk is healthy and able to work
normally.
A Warning The disk is damaged. Recommend you to

change the disk as soon as possible.

The disk is damaged seriously and it may
cause the system errors. Strongly
recommend you to stop recording and
change the disk immediately.

i Abnormal

® Temperature: Delivers the temperature of the disk.

Previous Test Time: Delivers the previous SMART self-test time.

® SMART Status Check: Run SMART test to update the Drive Health
result. The test divides into 2 modes, Short Test and Extended Test.
Both of the test modes may affect the recording performance. You may
need to stop recording to run the test.

5. Enable and click on Test button to run SMART test.

44



) RAID Status

List Status
- Volumes Vendor ATA
— VOLUMEH1 Mode| ST2000NMO0011
Disk 1 Capacity 1863 GB

Firmware Version SNO02
Serial No. Z1P0ZJBN
RAID Status  Active

Drive Health (SMART) A

Temperature 35 °C
Previous Test Time 2014515168 k4 11:15:45

SMART Stats Check (NN ] 0%

Stop Test

@ SMART test may affect the recording performance. You may need to stop recording to
run the test.

@ Click on Stop Test to terminate SMART test.

6. Click on Drive Health (SMART) to view the details.

SMART Details

1D Attribute Status Raw Value | Threshold | Worst
1 |Raw Read Error Rate d536chc 83 44 63
3 |Spin-Up Time 0 92 0 90
4 |Start/ Stop Count 82 100 |20 100
5 [Reallocated Sector Count 1 100 |36 100
7 [Seek Error Rate 280e6218ba  [68 30 60
9 |Power-On Time 13f6 95 0 95
10 |Spin-Up Retry Count 0 100 |97 100
12 |Power Cycle Count 79 100 |20 100
184 |[End to End Error 0 100 199 100
187 |Reported Uncorrectable 0 100 [0 100
188 |Command Timeout 0 100 [0 100
189 [High Fly Writes 0 100 [0 100
190 |Airflow Temperature 22 66 45 54
191 |G-Sense Error Rate 37 100 [0 100
192 |Head Retract Cycle Count 5d 100 |0 100
193 |Load / Unload Cycle 612 100 [0 100
194 [Temperature (Celsius) 22 34 0 46
195 |[Hardware ECC Recovered d536cbc 119 [0 99
197 |Current Pending Sector Count 0 100 [0 100
198 |Offline Uncorrectable 0 100 |0 100
199 [UDMA CRC Error Count 0 200 [0 200

o

7. Click on OK button to exit.

To make sure all the information of hard disk and RAID volume are correct, 8bay RAID
Q model are not allowed to query status, create, modify, delete and format RAID volume
when the front panel is opened.

2.3.4 Modify RAID Volume

This function is designed for replacing a broken hard drive with a new one,
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instead of modifying RAID level.

In the condition of critical RAID status, it's a warning to show that one of disks
of this RAID volume may be damaged. Even though it’s no impact on the
recording function, you’d better to replace a new disk to make sure the volume
with data protection mechanism.

Q This function is not applied to RAID 0, since there is no data protection mechanism by
"~ jts nature.

Q In case of any unexpected damage, we recommend users to unplug running HDD by
"= this method, which can be viewed as security hard drive remove.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click RAID & File System / RAID Management.

3. Click the Modify tab.

RAID Management

RAID Status Create | Delete | Format

-
-

Volume RAID Capacity RAID Status Details
VOLUME1 931.51GB Critical Details

Disk Name Model Capacity Details
Disk 2 ST310005255V 931 GB Details

Remove Disk

Add Disk

4. Click on the volume you want to modify. The information of this volume will
be displayed under the Modify Volume section.
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RAID Management

RAID Status Create | Delete | Format

-

Volume ) RAID Level RAID Capacity RAID Status | Details
VOLUMEA | RaD1 | 9315108 | critical | Details

)

Disk Name Model Details
Disk 2 S$T310005255V Details

. | VOLUME1
evel |RAID1
y |93151GB
s | Critical

Remove Disk

(@ Add Disk @©Disk2: 931 GB ST310005255V

. After removing the damaged disk. Add a free disk to replace the damaged,
and click the Modify button.

. A confirmation dialog pops up. Check the Yes, I want to modify this
volume box, and click the Yes, modify it button.

Modify Volume ;?‘,‘
Are you sure you want to modify this volume?

RAID Name VOLUME1

RAID Level RAID1

Capacity 931.51GB

RAID Status Critical

Assigned Disks | Disk 1 | 931 GB | ST310005255V

Action for modifying volume:
Add Disk

931 GB ST31000525SV CV12 9VPSMADN
s, | want to modify this volume.

. Modifying RAID volume takes a while, depending on the size of disks you
choose. Recording won't be stopped during the modification, and the data
of this RAID volume is fully accessible.
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RAID Management

Modify | Detete | Format |

List

— Volumes RAID Name  VOLUME1
~ VOLUME1 RAID Level RAID1
...Disk 1 RAID Status  Functional
L..Disk2 Total Capacity 93151 GB (953868 MB)
Free Capacity N/A
Used Capacity N/A
Usage
Update Time 2011/4 /26 PM 04:00:29
Total Devices 2
Active Devices 1
Failed Devices 0
Spare Devices 1
Format Progress

Recovery Progress [l

2.3.5Delete a RAID Volume

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

. Click RAID & File System / RAID Management.

. Click the Delete tab.

RAID Management
7RED Status “ Modify
pev—

Volume RAID Level RAID Capacity RAID Status Details
VOLUME1 RAID1 931.51GB Functional Details

. Click the option button beside the RAID Volume you want to delete.

. Click the Delete button.

. A confirmation dialog pops up. Check the Yes, I want to delete this
volume box, and click the Yes, delete it button.

Delete Volume x

Are you sure you want to delete this volume?

Volume VOLUME1
Disk Name Model Capacity
Assigned Disks Disk 1 ST310005258V 931 GB
Disk 2 ST310005258V 931 GB

’Yes I want to delete this volume.

Yes, delete it.
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System will restart automatically after RAID volume is deleted

When you delete a RAID Volume, all the folders in the RAID volume and all the data
saved in the folders will be deleted. Backup any important data before deleting a RAID
Volume.

2.3.6 Format

Neither pressing reset button nor loading default setting, the data of RAID
volume won't be deleted, which implies that format is the only way to clean
the RAID information from disks.

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.

. Click RAID & File System / RAID Management.
. Click the Format tab.

RAID Management

RAID Status | ‘ Delete

&) RAID List

Volume RAID Level RAID Capacity RAID Status Details
® VOLUME1 RAIDO 1863.02 GB Functional Details

- Format _Reset

Click the option button beside the RAID Volume you want to format.

. Click the Format button.
. A confirmation dialog pops up. Check the Yes, I want to format this

volume box, and click the Yes, format it button.

Format Volume X
Are you sure you want to format this volume?

Volume | VOLUME1

| Disk Name | Model | capaciy |
Assigned Disks Disk1 | ST310005258V | 931 GB 1
| Disk2 ST310005258V 931 GB |

‘[“]ives, | want to format this volume.

Yes, format it ]

7. System will restart automatically after volume format is complete.

2.3.7 Modify the "My Network Places” Protocol Settings
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There are another two ways to access the recorded data in the unit: through
Workgroup or through FTP.

R wn

Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

Click RAID & File System / Protocol Control.

Click the Windows tab.

Check and enter the unit’s information.

Click the OK button.

Protocol Control
Windows a2 =1
&) Windows Settings
Senvices \ (@ Enable O Disable
Server Name |NVRmini 2

Server Description | Room 1

Domain or Workaroup Name | WORKGROUP

Nt

Services: Enable to let users access this unit through Windows Explorer.
(default: disable)

Server Name: The name of this unit, which is set in the Setup tab of the
Network Setup function.

Server Description: The name which will be displayed in Windows
Explorer.

Domain or Workgroup Name: The name of this unit’s workgroup.

2.3.8 Modify the FTP Protocol Settings

uvkikown

Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

Click RAID & File System / Protocol Control.

Click the FTP Sharing tab.

Check and enter the settings of this unit.

Click the OK button.
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Protocol Control

aFI‘PSetlilgs

Senices | ) Enable O Disable

Command Port |21

Passive Ports 1024 ~ 65535

® Services: Whether users can access this unit through FTP or not.
® Command Port: The port for commands between a server and a client.
® Passive Ports: The data transmission port of passive mode.

2.4 Auto Backup

This feature enables you to automatically backup the recorded video of the
previous date to FTP site. There are two steps to enable the function, one is
Set up Backup Schedule, another is Set up Backup Server.

2.4.1Set up Backup Schedule

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click RAID & File System / Auto Backup Management.

. Click the Backup Schedule tab.

4. Set up backup schedule, select the backup channels, and check the Enable
option to enable Auto Backup.

(OV)

Auto Backup Management
B Backup Server
) Backup Schedule
Auto Backup Enable

Daily Backup Time | 00 : 00

Video Start Time 07 - 00

Video End Time 18 - 00

select all/ none

Camera
Camera1 [/|Camera2 [V|Camera3 [V|Camerad

) Current Event Settings

Unable to access FTP |Enable

Backup Unfinished |Enable

.

® Auto Backup: Check the Enable option to enable this function.
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5.

Daily Backup Time: The daily scheduled time to start backup process.
Video Start Time: The start time of recorded video of the previous date.
Video End Time: The end time of recorded video of the previous date.
Camera: Select the channel(s) to backup.

Current Event Settings shows the condition of the events of auto backup
- enable or disable. Follow the steps of System Events and Responding
Actions Setup to configure the event & action.

The system backups recorded video files one by one. If the connection between the
unit and FTP server is normal, but some problems of FTP causes the system unable to
write files on FTP, the system would try each file three times before starting to backup
the next file. If the connection is lost, the system would wait for the connection, so no
file would be skipped.

2.5 Network Setup

2.5.1View Network Status

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
Click Network Setup / Network Setup.
Click the Information tab to view the unit’s network information.

Network Setup
nformation DDNS Setup | UPnP Port Forwarding

@ Commeon Information

Server Name | NVRmini 2

1) Ethernet Adapter 1 Information
IP Address | 192.168.3.202

Subnet Mask | 255.255.252.0
Default Gateway IP Address 179727168;1 .
Primary DNS | 192.168.1.1
Secondary DNS

2.5.2 Network Settings

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.

. Click Network Setup / Network Setup.

Click the Setup tab to set up the network settings of your unit.
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Network Setup

Information DDNS Setup

-
-

Server Name

UPnP Port Forwarding

Internet Interface (WAN)

Internet Protocol

() Obtain an IP address automatically @ Specify an IP address

P Address

192.168.3.110

Subnet Mask

255 255.252.0

Default Gateway IP Address

192.168.1.1

Primary DNS

19216811

Secondary DNS

Internet Protocol

(@ Obtain an IP address automatically () Specify an IP address

1P Address || 192.168.3.205

Subnetiask | 255 255 252 0

Default Gateway IP Address

Primary DNS ||

|
|
[192.168.1.1 |
|
|

Secondary DNS ||

Server Name: Name your unit.

Q\

the name of your unit. Log in again after configuration activated.

Because of the internal data modifications required, it takes a few seconds to change

Internet Interface (WAN): The selection is for 4bay unit to choose
which LAN is connected to the internet, which implies that there is no
longer to fix the Internet access to LAN 1 for sending mails, activating
license online, receiving auto upgrade notification, etc.

Internet Protocol: Choose to obtain an IP address from external DHCP
server automatically, or configure the IP address manually.

IP Address: IP address of this unit.

Subnet Mask: Subnet mask address.

Default Gateway IP Address: Gateway IP address.

Primary DNS: Primary DNS (Domain Name System) address.
Secondary DNS: Secondary DNS address.

There are two Giga LANs in 4bay unit. We recommend using them under the scenario

of two subnets, one is for cameras/devices, and the other is for remote access. If you
deploy two LANs on the same subnet, it’s likely to make parts of camera disconnected
as either one of LAN is disconnected.
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4. Click the DDNS Setup tab to enable Dynamic Domain Name Server
function, allowing you to connect unit with dynamic IP address.

Network Setup

Information | Setup UPnP Port Forwarding

- i

DDNS | [JEnable
Provider | DynDns

Username

Password

Hostname

Update Period | 15 minutes

2.5.3 Auto Port-Forwarding

This function is designed for saving time in port configuration on router if users
want to access the unit (in LAN) from WAN. Once enabling UPnP Service on
router, users can do port-forwarding for setting page (default: 80), liveview
(default: 5150), playback (default: 5160), and CMS (default: 5170)
automatically.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Network Setup / Network Setup.

3. Click the UPnP Port Forwarding tab.

4. Click the Search button, and the searched routers will be listed.

Network Setup

Information Setup DDNS Setup

Device Name IP Address
D-Link DIR-300 192.168.8.1

Physical Port Virtual IP Virtual Port

5. Select the searched router, and all UPnP ports configured on this router will
show under the UPnP Port Forwarding List.
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Network Setup

Information Setup DDNS Setup

-

No. Device Name IP Address
| D-Link DIR-300 [ 10216881
|

Physical Port Virtual IP Virtual Port
51673 v 192.168.8.62 ' 51673
47500 192.168.8.223 47500
47500 192.168.8.223 47500
1234 192.168.9.55 1234

6. After selecting one of searched routers, click the *# icon to set up
port-forwarding to this router automatically. You will find ports of setting,
liveview, playback and CMS are listed.

Network Setup

Information Setup DDNS Setup

Device Name IP Address
| D-Link DIR-300 | 192.168.8.1 \ >

Physical Port Virtual IP | Virtual Port

51673 192.168.8.62 51673
47500 192.168.8.223 47500
47500 192.168.8.223 47500
1234 192.168.9.55 1234

80 192.168.3.50 80

5150 192.168.3.50 5150
192.168.3.50 5160
192.168.3.50 5170

__For security reason, the privilege of UPnP port-forwarding is LOWER than
Q port-forwarding configured on router. Therefore, if the ports have been used on
router, we are unable to know before finding out access failure.

UPNP port-forwarding is for temporarily use only. Most of UPnP router will clean up all
Q UPNP ports after router reboots. Furthermore, for some routers, if the port you want
E to add has already been used for other devices in the same way (UPnP port
forwarding), this “enable” action will cover over the settings.

2.5.4 Network Service Setup

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
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unit.
2. Click Network Setup / Network Service.
3. Click the Web Service tab
4. Set up a port for this unit and click the Save button.

Network Service

Live View & Playback Service | CMS Service

5. Click the Live View & Playback Service tab.

Network Service
Web Service CMS Service

-
-

b

Enable

eList | [JEnable
ist | [JEnable

I o |
| AddtoWhiteList | [ AddtoBlackList |

Index P

® Live Streaming Server
» Port: Live streaming transmission port.
» Maximum Connections: Maximum connections from remote access.
(Max: 64)
® Playback Server
» Port: Playback transmission port.
» Maximum Users: The number of users who can access playback
functions at the same time. (Max: 8)
» Log Access: Check to record playback access information on NVR Log
page, including access time, playback video channels, and time

frame.
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® Allowed/ Blocked List

> Allowed List: Only IP addresses from the allowed list are allowed to log

in.

> Blocked List: IP addresses from the blocked list will be unable to log

in.

When setting Maximum Connections in Live Streaming Server settings, 1 connection
means that one user connects to one camera. If the maximum connections value is
set to 16, and each user connects to 4 cameras, the allowed connections per user will
become 4, rather than 16.

2.5.5CMS Service Setup

. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

. Click Network Setup / Network Service.

. Click the CMS Service tab.

Network Service

Web Service | Live View & Playback Service . CMS Service

QCMSServer

CMS Server | [JEnable

Port

Maximum Connections

~ Save . Reset

® CMS Server: Check the Enable option to enable CMS service.
® Port: the port number through which the CMS connects to this unit.
® Maximum Connections: The maximum number of allowed CMS

connections.

2.6 Management

2.6.1 View the List of Users

. Open Internet Explorer, Windows Chrome or Mac Safari and login the unit.

. Click Management/ User Management.
. Click the Create New Users tab.
. The list will be displayed on the bottom of the page.
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) User List

No. Name Group Live View PTZ (o} E-Map Playback Backup Data
1 2123456789 power user 1234 0 (0] 0 1234 0
2 aaaa guestuser X X X X
3 aau guestuser 1234 X X X X
< abacd user 12 (0] (0] 0 12 0

2.6.2Create New Users

1. Open Internet Explorer, Windows Chrome or Mac Safari and login the unit.
2. Click Management/ User Management.
3. Click the Create New Users tab.

) Create User

Group

o +/ Channel 1 ¥ Channel2 ¥ Channel 3 Vv Channel 4
Live View Access | + All
+ Channel 5 + Channel 6 + Channel 7 + Channel 8

+/ Channel1 + Channel2 + Channel3 + Channel 4
Playback Access = v All
v/ Channel 5 ¥ Channel6 ¥ Channel 7 ¥ Channel 8

Local Privilege | v Local Sign-in ¥ PTZ Contrel ¥ Configuration ¥ Stream Override ] Talk

~ PTZ Control 10 Control + E-map Settings
 Backup Data ¥ Delete Data v/ Talk

Advanced | [ |Browse log

Remote Privilege

Create New User Clear

4. Insert the username of this new user.
5. Insert the password of this new user.
6. Choose the group of this user.

[ : Power user can do all the settings except the Network
Settings, RAID Settings, and Management function.

° : User just can change his/her password and do the live view and
playback functions.

° : User can do live view and playback function only.

7. Select the live view cameras which this user can access.
8. Select the playback channels which this user can access.

9. Manage the privileges for each user to decide whether this user can control
PTZ, backup, delete recorded data, etc.

10.Check whether this user can browse log or not.

11.Click the Create New User button to finish it.
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The Administrator will be the only user who can use all of the functions. There is a
Q default administrator account in the system, and you cannot create neither another
“Administrator” account, nor another username named “admin”.

2.6.3 Modify User Information

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Management / User Management.

3. Click the Modify Users tab.

4. Click one of the users in the User List on the bottom of this page.

User Management

Change Password

) Modify Users

Username | guard

Group | user -

Live View Access | [[JAll [¥]Channel 1 [¥]Channel 2 [¥]Channel 3 [¥]Channel 4

Playback Access | [C|Al [¥]Channel 1 [¥/Channel 2 [¥/Channel 3 [¥]Channel 4

PTZ Control 10 Control E-map Settings
Backup Data Delete Data

Remote Privilege

( Modify User ) { Clear )

el.lserl.ist

Backup Delete

No. Name Group Live View Playback Data Data

1 supervisor  power user 1234 1234 o o

Change the group of this user.

Select the live view cameras which this user can access.

Select the playback channels which this user can access.

Manage the privileges for each user to decide whether this user can control
PTZ, backup, delete recorded data, etc.

9. Click the Modify User button to finish it.

® N o o

2.6.4 Change a User’s Password

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Management / User Management.

3. Click the Change Password tab.
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No vk

User Management

Create New Users | Modify Users Cl

e()hangel'asswnrd

Username

New Password

Retype Password

oK B _-'mr B

Choose the user.

Enter a new password.

Enter this new password again.
Click the OK button.

2.6.5 Delete Users

Except for the administrator, you can delete any users with the following

steps.
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.
2. Click Management / User Management.
3. Click the Modify Users tab.
4. Click the Delete icon of the user you want to delete.
elberl.ist
1 supenisor power user 1234 o] o] (o] 1,234 ;a ZJE
2 guard user 1234 o] (o] o 1,234 o o
5. In the confirmation box, click the OK button.

2.6.60nline License Activation

There are two types of license currently, camera license for 2/8ch-device and
POS license for all series. With the camera license upgrade, the 2ch-device will
possess up to 4ch capacity, while 8ch-device will possess up to 16ch capacity.
With the POS license upgrade, users can use POS function.

There are two ways to activate license, online and offline.
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1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.
2. Click Management / License Management.

License Management

Transfer

-
-

I_

SN Product

N’There are no licenses yet.

3. Input serial number under the section of Online Activation, and click the
Activate button.
4. The license will be updated in License List if activated successfully.

Channel Product | Status

NUUO NVRmini 2 Activated

2.6.7 Offline License Activation

If the device is set up in Intranet (Local LAN) without Internet connection,
there is another way to activate license.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
2. Click Management / License Management.
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License Management

Transfer

Channel Product

- There are no licenses yet.

3. Click the Export button under the section of Offline Activation to export
the information of this unit.

4. Download dialog pops up. Save the request file and take it to other PC
which is connected to the Internet. Furthermore, the PC should be installed
OffLineTool.exe which can be found from NVRmini 2 toolkit.

File Download

D_t;ywwaitosaveﬂisﬁle.orﬁlﬂapmgalwﬁletoopm
it?

Name: offline.req
J Type: Unknown File Type, 398 bytes
From: 192.168.3.86

(

J [ _save ][ Concel ]

While files from the Intemet can be useful, some files can potentially
ham your computer. if you do not trust the source, do not find a
program to open this file or save this file. What s the risk?

9

5. Execute the OffLineTool.exe in that PC with Internet connection, and select
the request file offline.req.

[7] Open l
Lookin: [}, OFFLINETEST =~ B Er
. NUUO NVRmini 2 Rm%i%m = e
F] NUUO Backup System =
& NUUO Installation Wizard g
[ NUUO Offline License Tool =
NUUO Playback System b
MUUCD Remote Live Viewer @
[4] NUUO Verification Teol N | }
"E? Uninstall MVEmini Toolkit Floname:  [offine =] [Cowen ]
| User Manual e RO .

62



6. Input the serial number, click the Activate button, and save the .dll file
offline_license.dIl.

[Z] offline Tool l&

Information:

Activate news SN.

Please input SN:

Can not load request file.

p
Inpit e Confirmation ﬁ
Server Information file path: C:\Usersyjimmy\Deskt
SN input: B
& ! Please copy the license file
: R SRR R S0 | Complete Py e
Clinaut St ‘ L C: \Users\ jimmy \Desktop \offline_license.dll and import to your
" Import SN file: § program.
\ J

7. Import the license file to the unit.

Import License File | C\Users\Miranda\Documents\Qt

Import

8. The license will be updated in License List if activated successfully.

) License List
SIN Channel Product Status
KKK OO XXX 2 NUUO NVRmini 2 Activated

2.6.80nline License Transfer
There are two ways to transfer license, online and offline.
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
2. Click Management / License Management / Transfer.

63



License Management

Activate

-

m KEKXK-KHIK-KHRH-KAKN,

Channel Product

NUUQ NVRmini 2 Activated

3. Select the license you want to transfer from the License List below, and
click the Transfer button.
4. The license will be removed from License List if transferred successfully.

2.6.9 Offline License Transfer

If the device is set up in Intranet (Local LAN) without Internet connection,
there is another way to transfer license.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.
2. Click Management / License Management / Transfer.

License Management
Activate

-

m KEKXK-KHIK-KHRH-KAKN,

Channel Product

NUUQ NVRmini 2 Activated

3. Select the license you want to transfer from the License List below, and
click the Export button.

4. Download dialog pops up. Save the request file. The license will be
removed from License List temporarily, but the transfer process is not

finished yet.
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5. Take it to other PC which is connected to the Internet. Furthermore, the PC
should be installed OffLineTool.exe which can be found from NVRmini 2

toolkit.
6. Execute the OffLineTool.exe in that PC with Internet connection, and select

the request file offline.req.

m Open &J‘
Lookin: [} OFFLINETEST | ek B
R Name ° Date modified Type
NUUO NVRmini 2 Rece’;/;aces | offline.req 8/19/201011:18 AM _REQ File
' -
E MUUO Backup System S
&y MUUC Installation Wizard
NUUQ Offline License Tool =
NUUQ Playback System it
MUUO Remote Live Viewer G.ii-
[4] MUUO Verification Tool e ;
£ Uninstall MVRmini Toolkit Fie name foffine I
' User Manual Files of type: |Request File (*req) ~| ﬂj

7. The license you are going to transfer is listed. Click the Transfer button to
finish the transfer process.

[7] Offline Tool =%
Information:
Transfer activated SN. -
Transfer SM:

KA -KHHHK-HHRH-KHKK I

Can not load request file. d

Input type
Server Information file path: ’m |
SM input:
3 |
- —
e

Transfer

(S . ~ - — = =

2.6.10 View the Event Log
1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the

unit.
2. Click Management / Log System to find the event list of your unit.
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¥ System Log

From:(2014/01/16  |To:/2014/01/16 | Type| Al vH Query H Export \
B 7 | 2 B ["] Show detailed playback access log

Date Time Type Level Log

2014-01-16 11:52:23 User Login info admin (10.0.13.148) is logging in to Settings

2014-01-16 11:52:23 User Login info admin (10.0.13.146) is logging in to Settings

2014-01-16 11:15:33 Recording History info Stop always recording

2014-01-16 11:03:40 User Login info (Localhost) is logging in to Live Streaming
o Service

2014-01-16 11:03:40 Connection Lost info Connection restored: Camera 1

2014-01-18 11:03:00 Usrleg info (Localhost) is logging in to Live Streaming
o Service

2014-01-16 11:02:35 User Login info (Locla\hosl) is logging in to Live Streaming
o Service

2014-01-16 11:02:01 User Login info admin (10.0.13.146) is logging in to Settings

2014-01-18 11:01:50 User Login info (Localhost) is logging in to Live Streaming
e Service

2014-01-16 11:01:35 User Login info admin (10.0.13.1486) is logging in to Settings

2014-01-16 11:01:35 User Login info admin (10.0.13.148) is logging in to Settings

2014-01-16 11:01:25 User Login info (Localhost) is logging in to Live Streaming
T Service

2014-01-16 11:00:45 User Login info (Localhost) is logging in to Live Streaming
o Service

2014-01-18 11-00-15 | lsar | nain infe (Localhost) is logging in to Live Streaming

There are four kinds of event which will be listed on this page.

[ : The log information of the operations to your unit, such
user access information, as reboot or shut down.

[ : The log information of the “Event & Action
Management”, such as motion detection or camera connection lost.

[ : The log information of the track of video data

exported and backup.

The NVR Event Log will be recorded only if event is selected on Event & Action
Q Management page. As for user access information, please go to Network Service
to check Log Access box to enable this function.

Q You may click on = to view the event playback in a separated page at NVR Event
Log page (Internet Explorer only).

2.6.11 Save Unit Configuration

Save configuration can let you save the settings of this unit. These settings
can be applied to other units, which will let you set other units more easily.

1. Open Internet Explorer, Windows Chrome or Mac Safari and log in to the
unit.

2. Click Management / Save / Load Configuration.

3. Click the Save Configuration tab.
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Save/Load Configuration

Load Configuration

.

‘Optional | []E-Map Settings []POS Settings

4. Check the box of E-Map Settings or POS Settings if you want to keep the
configuration.

5. Click the OK button.

6. The configuration file will be generated into the chosen folder.

Q User account won't be exported as saving configuration, which implies the user list of

push notification won’t be saved as well.

2.6.12 Load Unit Configuration / Default Settings

Load configuration can let you apply another unit’s settings to the current unit;
Load Default Settings will revert all of the unit’s settings back to the default
factory settings.

1. Click Management / Save / Load Configuration.
2. Click the Load Configuration tab.

Save/Load Configuration

Save Configuration

-

s

C load )

File Name Browse...

Optional | [C] E-Map Settings [C] POS Settings
_

3. Follow the direction to Load Default Settings or Load Configuration.
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For the former, uncheck the box of Network Settings to keep the IP
address; for the latter, check the box of E-Map Settings or POS Settings
if you want to restore the configuration.

4. Click the Load button.

5. A confirmation dialog pops up. Click the OK button to begin to load the
settings into your unit.

@ If there is POS database existed in the unit, loading configuration with different POS
& | application config is likely to make the original POS data unsearchable.

| If the saved configuration is without E-map or POS settings, selecting loading
@ configuration with E-map/POS settings will lead you get the default. The original E-
map/POS settings (if any) are covered and untraceable.

User account and privilege will be kept even if loading default settings, while
@ camera settings, recording schedule